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*** 1st Change ***

5
Services offered by the I-NEF

5.1
Introduction

I-NEF offers to other NFs the following services:

· Ninef_EventExposure

NOTE:
The services offered by I-NEF are defined in 3GPP TS 29.502 [3].
5.2
Ninef_EventExposure Service


5.2.1
Service Description


5.2.1.1
Overview


The Ninef_EventExposure service, as defined in 3GPP TS 23.502 [3], is provided by the I-NEF.

This service:

· Allows service consumers (e.g. AMF, SMF) to subcribe to and unsubscribe events with monitoring configurations;

· notifies service consumers (e.g. NEF, UDM) with a corresponding subscribption about the monitoring events.

The following are the types of monitoring events:

· Loss of connectivity;
· UE reachability;

· Location Reporting;

· Change of SUPI-PEI association;

· Roaming status;
· Communication failure;

· Availibility after Downlink Data Notification failure;

· CN type change; and

· Downlink data delivery status
5.2.1.2
Service Architecture

In roaming scenarios, the I-NEF may be deployed. The I-NEF service architecture is defined in 3GPP TS 29.501 [2]. The service offered by I-NEF is defined in 3GPP TS 29.502 [3].

Figure 5.2.1.2-1 depicts the service architecture for I-NEF event exposure service using service based interfaces.


[image: image1.emf]I-NEF

Ninef

SMF

AMF

Ninef_EventExposure

NEF UDM


Figure 5.2.1.2-1: Reference Architecture for the Ninef_EventExposure service; SBI representation
Figure 5.2.1.2-2 deplictes the service architecture for I-NEF event exposure service using reference point representation. 
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Figure 5.2.1.2-2: Reference Architecture for the Ninef_EventExposure service; reference point representation
5.2.1.3
Network Functions


5.2.1.3.1
Intermediate Network Exposure Function (I-NEF)

I-NEF is a functional element that is used for interworking between NFs in the VPLMN and the NEF. The I-NEF is optional and is only used in roaming scenarios. NFs in the VPLMN are configured with the I-NEF identity.

NOTE:
Deployments can choose to co-locate I-NEF with another NF.

The I-NEF allows service consumers to (un)subscribe to notification of monitoring event(s), and notify sevice consumers of monitoring event reports when the event is detected.
5.2.1.3.2
NF Service Consumers

The known NF service consumer are as follows:

The Access and Mobility Management Function (AMF):

· supports (un)subscribe to monitoring event notification at I-NEF when UE is in roaming.

The Session Management Function (SMF):

· supports (un)subscribe to monitoring event notification at I-NEF when UE is in roaming.

The Newtork Exposure Function (NEF):

· supports (un)subscribe to monitoring event notification at UDM or AMF.
· supports receving monitored event report from the I-NEF when UE is in roaming. 

The United Data Mangaement Function (UDM):

· supports (un)subscribe to monitoring event notification at AMF.

· supports receving monitored event report from the I-NEF when UE is in roaming. 
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