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[bookmark: _Toc20393533]7.3	Usage of HTTP
7.3.1	General
For CAPIF APIs, support of HTTP/1.1 (IETF RFC 7230 [4], IETF RFC 7231 [5], IETF RFC 7232 [6], IETF RFC 7233 [7], IETF RFC 7234 [8] and IETF RFC 7235 [9]) over TLS (IETF RFC 5246 [11]) is mandatory and support of HTTP/2 (IETF RFC 7540 [10]) over TLS (IETF RFC 5246 [11]) is recommended.
A functional entity desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 7540 [10].
7.3.2	Usage of the HTTP PATCH method
The HTTP PATCH method, as defined in IETF RFC 5789 [26], allows for a partial update of previously sent data, e.g. resources. For a complete replacement of previously sent data, the HTTP PUT method is used. It is defined separately for each resource whether the HTTP PUT and/or the HTTP PATCH are applicable.
If the HTTP PATCH method is used, the JSON bodies within the PATCH request shall be encoded according to "JSON Merge Patch", as defined in IETF RFC 7396 [27].
NOTE:	JSON merge patch is not able to modify individual elements of an array. This is not required in the present release.

[bookmark: _Toc493666002][bookmark: _Toc493774049][bookmark: _Toc512328856][bookmark: _Toc512340116][bookmark: _Toc528241954][bookmark: _Toc531711558]3rd change
[bookmark: _Toc20393534]7.4	Content type
The bodies of HTTP request and successful HTTP responses shall be encoded in JSON format (see IETF RFC 7159 [12]). 
The MIME media type that shall be used within the related Content-Type header field is "application/json", as defined in IETF RFC 7159 [12].
JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [27].
NOTE:	This release only supports the content type JSON.
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