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Abstract of the contribution: This paper aims to study the access type related information. This paper also discusses how to distinguish different situations based on the combination of “RAT-Type”, “AccessType”, “IP-CAN-Type” and “coreNetType” attributes.
1. Discussion
In 3GPP TS 29.571 [64] subclause 5.4.3.1, 2 access types are considered: 3GPP_ACCESS and NON_3GPP_ACCESS. However, existing access type related information is not enough to distinguish all possible situations.
In fact, there are 4 possible situations for users:
a) 5G user makes a call in the 5G NR area, accesses network via AMF and AMF chooses converged SMF/PGW-C;
b) 5G user makes a call in the 4G LTE area, accesses network via MME and MME chooses converged SMF/PGW-C;
c) Under option 4/7, 5G user makes a call in the 4G LTE area, accesses network via AMF and AMF chooses converged SMF/PGW-C;
d) 5G user makes a call and accesses network via AMF and AMF chooses converged SMF/PGW-C; then under EPS Fallback, 5G user accesses network via MME and MME chooses converged SMF/PGW-C.
Table E.2-1: Mapping table for IP-CAN types and Access types values
	AccessType specified for N7, see 3GPP TS 29.571 [64] subclause 5.4.3.1
	RatType specified for N7, see 3GPP TS 29.571 [64] subclause 5.4.3.2
	RAT-Type, see 3GPP TS 29.212 [8] subclause 5.3.31
	IP-CAN-Type, see 3GPP TS 29.212 [8] subclause 5.3.27

	Value
	Value
	Value
	Description
	Value
	Description

	3GPP_ACCESS
	NR
	1006
	NR
	8
	3GPP-5GS

	
	EUTRA
	1004
	EUTRAN
	
	

	NON_3GPP_ACCESS
	WLAN
	0
	WLAN
	9
	Non-3GPP-5GS

	
	VIRTUAL
	1
	VIRTUAL
	
	


According to the above 3GPP TS 29.214 Table E.2-1, situation a) and d) are labelled within 1006(RAT-Type) and 8(IP-CAN-Type) and situation b) and c) are labelled within 1004(RAT-Type) and 8(IP-CAN-Type), which shows the original combination of access types and IP-CAN types cannot include all situations.
Adding the new attribute “coreNetType” is helpful to distinguish 4 situations better. The following table is the modified Table E.2-1 and it can include all situations and distinguish situations better:
	AccessType specified for N7, see 3GPP TS 29.571 [64] subclause 5.4.3.1
	RatType specified for N7, see 3GPP TS 29.571 [64] subclause 5.4.3.2
	RAT-Type, see 3GPP TS 29.212 [8] subclause 5.3.31
	IP-CAN-Type, see 3GPP TS 29.212 [8] subclause 5.3.27

	Value
	Value
	Value
	Description
	Value
	Description

	3GPP_ACCESS
	NR
	1006
	NR
	8
	3GPP-5GS (NOTE 1)

	
	EUTRA
	1004
	EUTRAN
	
	

	NON_3GPP_ACCESS
	WLAN
	0
	WLAN
	9
	Non-3GPP-5GS
(NOTE 1)

	
	VIRTUAL
	1
	VIRTUAL
	
	

	NOTE 1:   Base on operator’s policy, if the "coreNetType" attribute is received and set to "EPC", 3GPP_ACCESS is mapped to 3GPP-EPS; otherwise, if the "coreNetType" attribute is not received or received and set to "5GC"3GPP_ACCESS is mapped to 3GPP-5GS.

NOTE 2:   Base on operator’s policy,  if the "coreNetType" attribute is received and set to "EPC", NON_3GPP_ACCESS is mapped to Non-3GPP-EPS; otherwise,  if the "coreNetType" attribute is not received or received and set to "5GC", NON_3GPP_ACCESS is mapped to Non-3GPP-5GS


From this table, situation a) is labelled within 1006(RAT-Type) and 8(IP-CAN-Type), situation b) is labelled within 1004(RAT-Type) and 5(IP-CAN-Type), situation c) is labelled within 1006(RAT-Type) and 5(IP-CAN-Type) and situation d) is labelled within 1004(RAT-Type) and 8(IP-CAN-Type).
2. Conclusion
This paper supports the following proposals: 
Proposal 1: The attribute “coreNetType” should be added into access type related information.
Proposal 2: Correcting mapping table for IP-CAN types and Access types.
Proposals 1 is implemented in CR C3-190XXXX and Proposals 2 is implemented in CR C3-190XXXX. 
