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Proposed changes:
*** 1st Change ***

4.2.2.2
Initial spending limit retrieval

Figure 4.2.2.2-1 shows the scenario where the NF service consumer sends a request to the CHF to retrieve the status of policy counters available at the CHF and to subscribe to spending limit reporting (see also 3GPP TS 23.502 [3], figure 4.16.8.2.1).
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Figure 4.2.2.2-1: NF service consumer subscribes to retrieve policy counter status and spending limit reporting

The NF service consumer shall send an HTTP POST request to the resource "{apiRoot}/nchf-spendinglimitcontrol/v1/subscriptions" representing the "Spending Limit RetrievalSubscriptions", as shown in figure 4.2.2.2-1, step 1, to create a subscription for retrieval of the policy counter status and spending limit reporting.

The "SpendingLimitContext" data structure provided in the request body shall include:

-
the Subscription Permanent Identifier (SUPI) encoded in the "supi" attribute; and

-
the notification correlation target address encoded in the "notifUri" attribute.

The "SpendingLimitContext" data structure provided in the request body may include:

-
the General Public Subscription Identifier (GPSI) encoded in the "gpsi" attribute; and

-
Event Filter information "list of policy counter identifier(s)" encoded in the "policyCounterIds" attribute. The "policyCounterIds" attribute shall contain the list of policy counter identifiers to be subscribed to. If the "policyCounterIds" attribute is omitted, the subscription is to all available policy counters.
If the CHF cannot successfully fulfil the received HTTP POST request due to an internal CHF error or due to the error in the HTTP POST request, the CHF shall send the HTTP error response as specified in subclause 5.7. If the subscriber specified in the request is unknown to the CHF, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the cause attribute set to "USER_UNKNOWN". If the CHF has no available policy counters specified for the subscriber, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the cause attribute set to "NO_AVAILABLE_POLICY_COUNTERS ".
Otherwise, upon the reception of an HTTP POST request the CHF shall:

-
create a new subscription resource, which contains the list the policy counters included in the "policyCounterId" attribute, or if the "policyCounterId" attribute is omitted, all the policy counters of the subscriber;

-
assign a subscriptionCorrelationId, i.e. a resource URI; and

-
store the subscription resource.

After the CHF created an "Individual CHF Subscription" resource, the CHF shall respond with "201 Created" with the message body containing a representation of the created subscription, as shown in figure 4.2.2.2-1, step 2.

The data structure provided in the response body shall include:

-
the status of the requested subscribed policy counters to the subscriber in the event information.

The data structure provided in the response body may include:

-
pending policy counter statuses and their activation times for all policy counter(s) available for the subscriber;

-
if a list of policy counter identifier(s) was provided, the CHF returns only the pending policy counter statuses and their activation times, per required policy counter identifier in the event Information

*** 2nd Change ***

4.2.2.3
Intermediate spending limit report retrieval

Figure 4.2.2.3-1 shows the scenario where the NF service consumer sends a request to the CHF to modify the existing subscription to the retrieval of spending limit reports (see also 3GPP TS 23.502 [3], figure 4.16.8.3.1). The NF service consumer can add or remove policy counters to retrieve the status of the counters.
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Figure 4.2.2.3-1: NF service consumer modifies the subscription to retrieve policy counter status and spending limit reporting

The NF service consumer shall send an HTTP PUT request to the resource "{apiRoot}/nchf-spendinglimitcontrol/v1/subscriptions/{subscriptionId}" representing an existing "Individual Spending Limit Subscription" resource, as shown in figure 4.2.2.3-1, step 1, to modify the subscription for retrieval of the policy counter status and spending limit reporting. 

The "SpendingLimitContext" data structure provided in the request body may include:

-
Event Filter information "list of policy counter identifier(s)" encoded in the "policyCounterIds" attribute. The "policyCounterIds" attribute shall contain the updated list of policy counter identifiers to be subscribed to. If the "policyCounterIds" attribute is omitted, the subscription is updated to all available policy counters; and

-
a new notification correlation target address.

When the "policyCounterIds" attribute is present in the subscription request, this list of policy counters overrides a previously provisioned list.
After the CHF modified an "Individual CHF Subscription" resource, the CHF shall respond with "200 OK" with the message body containing a representation of the modified subscription, as shown in figure 4.2.2.3-1, step 2.

The data structure provided in the response body shall include:

-
the status of the requested subscribed policy counters to the subscriber in the event information.

The data structure provided in the response body may include:

-
pending policy counter statuses and their activation times for all policy counter(s) available for the subscriber;

-
if a list of policy counter identifier(s) was provided, the CHF returns only the pending policy counter statuses and their activation times, per required policy counter identifier in the event Information

If the HTTP PUT request is not accepted by the CHF, it shall indicate the appropriate cause for the rejection in the HTTP response code to the NF service consumer. If the CHF has no available policy counters specified for the subscriber, the CHF shall indicate in an HTTP "400 Bad Request" response the cause for the rejection with the cause attribute set to "NO_AVAILABLE_POLICY_COUNTERS ".
*** End of Changes ***
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