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* * * First Change * * * *
[bookmark: _Toc517273784]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.203: "Policy and charging control architecture".
[3]	IETF RFC 3588: "Diameter Base Protocol".
[4]	IETF RFC 4006: "Diameter Credit Control Application".
[5]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[6]	3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS (GTPv2)".
[7]	IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations ".
[8]	IETF RFC 2234: "Augmented BNF for syntax specifications ".
[9]	3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[10]	IETF RFC 7683: "Diameter Overload Indication Conveyance".
[11]	3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[12]	IETF RFC 7944: "Diameter Routing Message Priority".
[13]	3GPP TS 29.215: "Policy and Charging Control (PCC) over S9 reference point; Stage 3".
[14]	IETF draft-ietf-dime-load-09RFC 8583: "Diameter Load Information Conveyance".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[15]	IETF RFC 6733: "Diameter Base Protocol".
[16]	3GPP TS 29.329: "Sh Interface based on the Diameter protocol".
[17]	3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".
[18]	3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[19]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[20]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

* * * Next Change * * * *
[bookmark: _Toc517273812]5.4.1	General
Table 5.4.1 lists the Diameter AVPs re-used by the Nt application from other existing Diameter Applications, reference to their respective specifications, short description of their usage within the Nt application.  Other AVPs from existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The AVPs from Diameter base protocol are not included in table 5.4.1, but they are re-used for the Nt application. Unless otherwise stated, re-used AVPs shall maintain their ‘M’, ‘P’ and ‘V’ flag settings. 
Table 5.4.1: Nt re-used Diameter AVPs
	Attribute Name
	Reference
	Description
	Applicability
(NOTE)

	Application-Service-Provider-Identity
	3GPP TS 29.214 [5]
	The identity of the application service provider that is delivering a service to an end user.
	

	CC-Output-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested, octets that may be sent to involved users.
	

	CC-Input-Octets 
	IETF RFC 4006 [4]
	It contains the number of requested octets that may be received from the involved users.
	

	CC-Total- Octets
	IETF RFC 4006 [4]
	It contains the total number of requested octets regardless of the direction (sent or received).
	

	DRMP
	IETF RFC 7944 [12]
	Allows Diameter endpoints to indicate the relative priority of Diameter transactions.
	

	Load
	IETF draft-ietf-dime-loadRFC 8583 [14]
	The AVP used to convey load information between Diameter nodes.
This AVP and all AVPs within this grouped AVP shall have the 'M' bit cleared.
	

	Max-Requested-Bandwidth-DL
	3GPP TS 29.214 [5]
	[bookmark: OLE_LINK108][bookmark: OLE_LINK109]Defines the maximum aggregated authorized bandwidth for downlink by the PCRF.

	

	Max-Requested-Bandwidth-UL
	3GPP TS 29.214 [5]
	Defines the maximum aggregated authorized bandwidth for uplink by the PCRF.

	

	OC-OLR
	IETF RFC 7683 [10]
	Contains the necessary information to convey an overload report.
	

	OC-Supported-Features
	IETF RFC 7683 [10]
	Defines the support for the Diameter overload indication conveyence by the sending node.
	

	PCRF-Address
	3GPP TS 29.215 [13]
	The identity, which indicates the destination PCRF.
	

	Rating-Group
	[bookmark: OLE_LINK149][bookmark: OLE_LINK150]IETF RFC 4006 [4]
	The charging key for the aggregated traffic of all involved UEs used for rating purpose.
	

	Supported-Features
	3GPP TS 29.229 [11]
	If present, this AVP informs the destination host about the features that the origin host requires to successfully complete this command exchange.
	

	NOTE:	AVPs marked with a supported feature are applicable as described in subclause 5.4.2.



* * * End of Changes * * * *


