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*** Next Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G-RG
5G Residential Gateway
AF
Application Function

BSF
Binding Support Function

DNN
Data Network Name

DRA
Diameter Routing Agent

HTTP
Hypertext Transfer Protocol
FN-RG
Fixed Network Residential Gateway
FQDN
Fully Qualified Domain Name

GPSI
Generic Public Subscription Identifier

JSON
JavaScript Object Notation HTTP
Hypertext Transfer Protocol

MAC
Media Access Control

NEF
Network Exposure Function

NRF
Network Repository Function

PCF
Policy Control Function

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

SUPI
Subscription Permanent Identifier

UDR
Unified Data Repository

*** Next Change ***

4.2.2.2
Register a new PCF Session binding information
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Figure 4.2.2.2-1: NF service consumer register a new PCF Session binding information

The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP POST request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI representing the "PCF Session Bindings", as shown in figure 4.2.2.2-1, step 1, to create a binding information for an "Individual PCF Session Binding" according to the information (e.g. UE address(es), SUPI, GPSI, DNN, S-NSSAI) in message body. The PcfBinding data structure provided in the request body shall include:

-
address information of the served UE consisting of: 

(i)
either IP address information consisting of:

+
the IPv4 address encoded as "ipv4Addr" attribute; and/or

+
the IPv6 address prefix encoded as "ipv6Prefix" attribute; or

(ii)
the MAC address encoded as "macAddr48" attribute; and

NOTE:
For wireline access, 5G-RG and FN-RG replaces the UE. An IPv6 prefix shorter than /64 or a full IPv6 address with a /128 prefix can be encoded as the "ipv6Prefix" attribute, according to 3GPP TS 23.316 [xx], subclause 8.3.1.
-
PCF address information consisting of:

(i)
if the PCF supports the Npcf_PolicyAuthorization service:

+
the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or

+
a description of IP endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as "pcfIpEndPoints" attribute; and

(ii)
if the PCF supports the Rx interface:
+
the Diameter host id of the PCF encoded as "pcfDiamHost"; and

+
the Diameter realm of the PCF and "pcfDiamRealm" attributes;
-
DNN encoded as "dnn" attribute; and

-
S-NSSAI encoded as "snssai" attribute;
and may include:

-
SUPI encoded as "supi" attribute;

-
GPSI encoded as "gpsi" attribute; and
-
IPv4 address domain encoded as "ipDomain" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI and PcfBinding data structure as request body, the BSF shall: 

-
create new binding information;

-
assign a bindingId; and

-
store the binding information.
The PCF as NF service consumer may provide PCF Id in "pcfId" attribute and recovery timestamp in "recoveryTime" attribute. The BSF may use the "pcfId" attribute to supervise the status of the PCF as described in subclause 5.2 of 3GPP TS 29.510 [12] and perform necessary cleanup upon status change of the PCF later, and/or both the "pcfId" attribute and the "recoveryTime" attribute in cleanup procedure as described in subclause 6.4 of 3GPP TS 23.527 [17].

If the BSF created an "Individual PCF Session Binding" resource, the BSF shall respond with "201 Created" with the message body containing a representation of the created binding information, as shown in figure 4.2.2.2.2-1, step 2. The BSF shall include a Location HTTP header field. The Location header field shall contain the URI of the created binding information i.e. "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}".
*** Next Change ***

5.3.2.3.2
GET
This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ipv4Addr
	Ipv4Add
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1) (NOTE x)

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 1) (NOTE x)

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)

	dnn
	Dnn
	O
	0..1
	DNN 

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier

	snssai
	Snssai
	O
	0..1
	The identification of slice. (NOTE 2)

	ipDomain
	String
	O
	0..1
	The IPv4 address domain identifier. (NOTE 2)

	supp-feat
	SupportedFeatures
	O
	0..1
	To filter irrelevant responses related to unsupported features.

	NOTE 1:
One and only one of query parameter ipv4Addr, ipv6Prefix or macAddr48 shall be present.

NOTE 2:
The query parameters snssai and/or ipDomain, if applicable (IPv4 address overlapping), shall be present with query parameter ipv4Addr.
NOTE x:
5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [xx].


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	PcfBinding
	M
	1
	200 OK
	The individual PCF session binding information resource matching the query parameter(s) is returned.

	n/a
	
	
	204 No Content
	There is no PCF session binding information matching the query parameter(s).

	ProblemDetails
	M
	1
	400 Bad Request
	More than one binding information is found. (NOTE 2)

	NOTE 1:
The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.

NOTE 2:
Failure cases are described in subclause 5.7.


*** Next Change ***

5.6.2.2
Type PcfBinding

Table 5.6.2.2-1: Definition of type PcfBinding

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	Supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 
	

	Gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier
	

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1) (NOTE x)
	

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 1) (NOTE x) (NOTE y)
	

	ipv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	The IPv6 Address Prefixes of the served UE. (NOTE 4) (NOTE x) (NOTE y)
	MultiUeAddr

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier. (NOTE 5)
	

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)
	

	macAddrs
	array(MacAddr48)
	O
	1..N
	The MAC Addresses of the served UE. (NOTE 4)
	MultiUeAddr

	Dnn
	Dnn
	M
	1
	DNN 
	

	pcfFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfDiamHost
	DiameterIdentity
	C
	0..1
	The diameter host for an individual PCF. (NOTE 3) 
	

	pcfDiamRealm
	DiameterIdentity
	C
	0..1
	The diameter realm for an individual PCF. (NOTE 3) 
	

	Snssai
	Snssai
	M
	1
	The identification of slice.
	

	suppFeat
	SupportedFeatures
	O
	1
	Used to negotiate the supported optional features as described in subclause 5.8.
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier
	

	recoveryTime
	DateTime
	O
	0..1
	Recovery time of the PCF
	

	NOTE 1:
Either IP address(es) in ipv4Addr and/or ipv6Prefix attributes or macAddr48 attribute shall be included if the MultiUeAddr feature is not supported or if the feature not yet known; otherwise the following information shall be included: 
-
IP address(es) in ipv4Addr and/or ipv6Prefix or ipv6Prefixes attributes; or
-
MAC address in macAddr48 or macAddrs attribute.

NOTE 2:
At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports the Npcf_PolicyAuthorization service.

NOTE 3:
Both pcfDiamHost and pcfDiamRealm are provided if the PCF supports Rx interface.

NOTE 4:
If the MultiUeAddr feature is supported and BSF receives UE address in ipv6Prefix or macAddr48 attribute in the POST request, the BSF returns the binding information including UE address in ipv6Prefixes or macAddrs attribute to the service consumer in the POST response. The service consumer should use the ipv6Prefixes or macAddrs attribute for subsequent operation. 

NOTE 5:
The ipDomain attribute may only be provided if the ipv4Addr attribute is present.
NOTE x:
5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [xx].
NOTE y:
An IPv6 prefix shorter than /64 or a full IPv6 address with a /128 prefix may be encoded as the "ipv6Prefix" attribute, according to 3GPP TS 23.316 [xx], subclause 8.3.1.


Editor's note:
For note 4, whether the BSF should use the ipv6Prefix / macAddr48 or the ipv6Prefixes / macAddrs to create the resource is for FFS. Also, the presence condition in note 1 might be changed.
*** Next Change ***

5.6.2.3
Type PcfBindingPatch

Table 5.6.2.3-1: Definition of type PcfBindingPatch

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipv4Addr
	Ipv4AddrRm
	O
	0..1
	The IPv4 Address of the served UE. (NOTE x)
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier. (NOTE 1)
	

	ipv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	The IPv6 Address Prefixes of the served UE. (NOTE x) (NOTE y)
	MultiUeAddr

	macAddresses
	array(MacAddr48)
	O
	1..N
	The MAC Addresses of the served UE.
	MultiUeAddr

	NOTE 1:
If applicable, the consumer (e.g. PCF) shall also request to remove the ipDomain attribute if the ipv4Addr attribute is requested to be removed.
NOTE x:
5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [xx].
NOTE y:
An IPv6 prefix shorter than /64 or a full IPv6 address with a /128 prefix can be encoded as the "ipv6Prefix" attribute, according to 3GPP TS 23.316 [xx], subclause 8.3.1.


Editor's note:
Whether the ipv6Prefix and macAddr48 should be added with nullable property is for FFS.

*** End of Changes ***

