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2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
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-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
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3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
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3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
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3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
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[10]
IETF RFC 7807: "Problem Details for HTTP APIs".
[xx]
3GPP TS 29.523: "5G System; Application Function Event Exposure Service; Stage 3".

*** Next Change ***

4.2.2.2
Creating a new subscription

Figure 4.2.2.2-1 illustrates the creation of a subscription.
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Figure 4.2.2.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request to the AF with: "{apiRoot}/naf-eventexposure/v1/subscriptions/" as request URI as shown in step 1 of figure 4.2.2.2-1, and the "AfEventExposureSubsc" data structure as request body. 

The "AfEventExposureSubsc" data structure shall include:

-
a list of events to subscribe as "eventsSubs" attribute;

-
indication of the UE(s) to which the subscription applies via: 
a)
identification of individual UE(s) via a "gpsis" attribute; or
b)
identification of a group of UE(s) via an "extGroupId" attribute; or

c)
indication of any UE via an "anyUeInd" attribute.
-
description of the event reporting information as "eventsRepInfo" attribute;
-
a URI where to receive the requested notifications as "notifUri" attribute; and
-
a Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute.
The "eventsRepInfo" attribute may include:
-
event notification method (periodic, one time, on event detection) as "notifMethod" attribute; 
-
Maximum Number of Reports as "maxReportNbr" attribute; 
-
Monitoring Duration as "monDur" attribute;
-
repetition period for periodic reporting as "repPeriod" attribute;
-
immediate reporting indication as "immRep" attribute.
If the AF cannot successfully fulfil the received HTTP POST request due to the internal error or the error in the HTTP POST request, the AF shall send the HTTP error response as specified in subclause 5.7.

Upon successful reception of the HTTP POST request with "{apiRoot}/naf-eventexposure/v1/subscriptions/" as request URI and "AfEventExposureSubsc" data structure as request body, the AF shall create a new "Individual Application Event Subscription" resource, shall store the subscription and shall send a HTTP "201 Created" response as shown in step 2 of figure 4.2.2.2-1. The AF shall include in the "201 Created" response:

-
a Location header field; and

-
an "AfEventExposureSubsc" data type in the payload body.

The Location header field shall contain the URI of the created individual application session context resource i.e. "{apiRoot}/naf-eventexposure/v1/subscriptions/{subscriptionId}".

The "AfEventExposureSubsc" data type payload body shall contain the representation of the created "Individual Application Event Subscription". 

When the "monDur" attribute is included in the response, it represents AF selected expiry time that is equal or less than the received expiry time in the request.
When the "immRep" attribute is included in the subscription and the subscribed events are available, the AF shall immediately notify the NF service consumer using the Naf_EventExposure_Notify service operation, as described in subclause 4.2.4.2.
*** Next Change ***

4.2.2.3
Modifying an existing subscription

Figure 4.2.2.3-1 illustrates the modification of an existing subscription.
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Figure 4.2.2.3-1: Modification of an existing subscription

To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request with: "{apiRoot}/naf-eventexposure/v1/subscriptions/{subscriptionId}" as request URI, as shown in step 1 of figure 4.2.2.3-1, where "{subscriptionId}" is the subscription correlation ID of the existing subscription. The "AfEventExposureSubsc" data structure is included as request body as described in subclause 4.2.2.2.

NOTE 1:
An alternate NF service consumer than the one that requested the generation of the subscription resource can send the PUT. 
NOTE 2:
The "notifUri" attribute within the AfEventExposureSubsc data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
NOTE 3:
The "monDur" attribute within the AfEventExposureSubsc data structure can be modified to extend the expiry time to keep receiving notifications.
If the AF cannot successfully fulfil the received HTTP PUT request due to the internal error or the error in the HTTP PUT request, the AF shall send the HTTP error response as specified in subclause 5.7.

Upon successful reception of an HTTP PUT request with: "{apiRoot}/naf-eventexposure/v1/subscriptions/{subscriptionId}" as request URI and "AfEventExposureSubsc" data structure as request body, the AF shall store the subscription and shall send a HTTP "200 OK" response as shown in step 2 of figure 4.2.2.3-1, with the "AfEventExposureSubsc" data structure as response body. 
The "AfEventExposureSubsc" data structure payload body shall contain the representation of the modified "Individual Application Event Subscription".
When the "monDur" attribute is included in the response, it represents AF selected expiry time that is equal or less than the received expiry time in the request.
When the "immRep" attribute is included in the subscription and the subscribed events are available, the AF shall immediately notify the NF service consumer using the Naf_EventExposure_Notify service operation, as described in subclause 4.2.4.2.
*** Next Change ***

5.3.2.3.1
POST
This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Contains the information required for the creation of a new individual application event subscription.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	201 Created
	Contains the representation of the Individual Application Event Subscription resource.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


*** Next Change ***

5.3.3.3.1
GET

This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	200 OK
	Contains the representation of the Individual Application Event Subscription resource.

	NOTE:
The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


*** Next Change ***

5.3.3.3.2
PUT

This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Modifies the existing Individual Application Event Subscription resource.


Table 5.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	200 OK
	Successful case.

The Individual Application Event Subscription resource was modified and a representation is returned.

	NOTE:
The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


*** Next Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.

Table 5.6.1-1: Naf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.3
	Application Events.
	

	AfEventExposureSubsc
	5.6.2.2
	Represents an Individual Application Event Subscription resource.
	

	AfEventExposureNotif
	5.6.2.3
	Describes notifications about application event that occurred in an Individual Application Event Subscription resource.
	


Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Naf_EventExposure service based interface.

Table 5.6.1-2: Naf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	ReportingInformation
	3GPP TS 29.523 [xx]
	
	

	
	
	
	


*** Next Change ***

5.6.2.2
Type AfEventExposureSubsc

Table 5.6.2.2-1: Definition of type AfEventExposureSubsc

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventsSubs
	array(AfEvent)
	M
	1..N
	Subscribed events.
	

	eventsRepInfo
	ReportingInformation
	M
	0..1
	Represents the reporting requirements of the subscription.
	

	eventsFilters
	array(EventFilter)
	O
	0..1
	Represents the event filter information associated with each event.
	

	gpsis
	array(Gpsi)
	C
	0..1
	Represents external UE identifier(s).
(NOTE 1)
	

	extGroupId
	GroupId
	C
	0..1
	Represents an external group identifier and identifies a group of UEs. It shall be present when the subscription is targeting a Group of UE(s).
(NOTE 1)
	

	anyUeInd
	boolean
	C
	0..1
	Identifies whether the AF request applies to any UE. This attribute shall set to "true" if applicable for any UE, otherwise, set to "false".
(NOTE 1)
	

	notifUri
	Uri
	M
	1
	Notification URI for event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in subclause 5.8. (NOTE 2)
	

	NOTE 1: 
At least one of the "gpsis", "extGroupId" or "anyUeInd" attributes shall be present.
NOTE 2: 
In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of features supported by both the NF service consumer and the AF.


*** Next Change ***

5.6.2.x
Type EventFilter

Table 5.6.2.x-1: Definition of type EventFilter
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventSub
	AfEvent
	M
	1
	Subscribed event.
	

	appId
	string
	M
	1
	Indicates an application identifier.


	


*** Next Change ***

5.6.3.3
Enumeration: AfEvent

The enumeration AfEvent represents the application events that can be subscribed. It shall comply with the provisions defined in table 5.6.3.3-1.

Table 5.6.3.3-1: Enumeration AfEvent

	Enumeration value
	Description
	Applicability

	SERVICE_EXPERIENCE
	Indicates that the event subscribed is service experience data for an application.
	

	UE_MOBILITY
	Indicates that the event subscribed is UE mobility information.
	

	APPLICATION_COMMUNICATION
	Indicates that the event subscribed is application communication information.
	


*** Next Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	x
	ServiceExperience
	This feature indicates support for the event related to service experience.

	y
	UeMobility
	This feature indicates support for the event related to UE mobility.

	z
	ApplicationCommunication
	This feature indicates support for the event related to application communication information.


*** End of Changes ***
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