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*** 1st Change ***

5.7.3
Application Errors

The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The SMF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when SMF acts as a server.

Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, , RAT type, subscriber information) (NOTE 1) (NOTE 2)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the SMF in a PCC Request. (NOTE 2)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The SMF shall reject the attempt for UE-initiated resource request. (NOTE 2)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the SMF request due to operator policies and/or local configuration. (NOTE 1)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause x.2 of 3GPP TS 29.513 [7]. (NOTE 2)

	NOTE 1:
These application errors are used by the create service operation (see subclause 4.2.2.2) and included in the responses to the POST request.

NOTE 2:
These application errors are used by the update service operation (see subclause 4.2.4.2) and included in the responses to the POST request.


Table 5.7.3-2: Application errors when SMF acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PCC_RULE_EVENT
	400 Bad Request
	The HTTP request is rejected because all the PCC rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. (NOTE)

	PCC_QOS_FLOW_EVENT
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. (NOTE)

	UE_STATUS_SUSPEND
	400 Bad Request
	The HTTP request is rejected because the UE’s status is suspended and the policy decisions received from the PCF cannot be enforced by the SMF. Applicable only to functionality introduced with the PolicyUpdateWhenUESuspends feature as described in subclause 5.8.

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the SMF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause x.2 of 3GPP TS 29.513 [7]. (NOTE)

	NOTE:
These application errors are used by the UpdateNotify service operation (see subclause 4.2.3.2) and included in the responses to the POST request.


*** 2nd Change ***

5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.20.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the SMF supports this feature, the PCF shall behave as described in subclause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control. 

	5

	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in subclause 4.2.3.17. If SMF supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the SMF to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in subclause 4.2.6.7.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the SMF supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized session AMBR as defined in subclause 4.2.6.3.2.4.

	16
	MultiIpv6AddrPrefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	x
	PendingTransaction
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.513 [7].


*** End of Changes ***

