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*** 1st Change ***

4.1.6
Requested rule data

Requested rule data consists of requested information by the PCF associated with one or more PCC rules.

The requested rule data is designed as a subresource of the policy decision within an attribute called "lastReqRuleData". The PCF only records the last requested rule data.

When requesting rule data, the PCF shall include the types of data requested for the rules within the "reqData" array of the "lastReqRuleData" and shall also provide the corresponding policy control request triggers if the triggers are not yet set.
The encoding of the requested rule data is further specified in subclause 5.6.2.24.

When the SMF receives the requested rule data, the SMF shall report the corresponding information to the PCF for the associated PCC rule(s). 
*** Next Change ***

4.2.4.7
Indication of QoS Flow Termination Implications
When the SMF detects that a dedicated QoS flow could not be activated or has been terminated it shall remove the affected PCC rules and send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including the "ruleReports" attribute containing the RuleReport data instance which specifies the affected PCC rules within the "pccRuleIds" attribute(s), "INACTIVE" as the value within the "ruleStatus" attribute and the "RES_ALLO_FAIL" as the value of the "failureCode" attribute. 
If the RAN-NAS-Cause feature is supported, the SMF shall provide the available access network information within the "userLocationInfo" attribute (if available), "userLocationInfoTime" attribute (if available) and "ueTimezone" attribute (if available). Additionally, if the SMF receives from the access network the RAN cause and/or the NAS cause due to QoS flow termination the SMF shall provide the received cause(s) in the "ranNasRelCauses" attribute included in RuleReport data instance.
If the NetLoc feature is supported and the AC_INFO policy control request trigger is set, and if there is a PCC rule whose PCC rule identifier is included within the "refPccRuleIds" attribute of the RequestedRuleData data structure when the PCC rule is installed or modified bound to the terminated QoS flow, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrlReqTriggers" attribute, the access network information to the PCF by including the user location information within the "userLocationInfo" attribute (if requested by the PCF and if provided to the SMF), the information on when the UE was last known to be in that location within "userLocationInfoTime" attribute (if user location information was requested by the PCF and if the corresponding information was provided to the SMF), the PLMN identifier within the "servingNetwork" attribute (if the user location information was requested by the PCF but it is not provided to the SMF) and the timezone information within the "ueTimeZone" attribute (if requested by the PCF and available).
This shall be done whenever one of these conditions applies:
-
The SMF is requested by the RAN to initiate the deactivation of a QoS flow,
-
PCC rule(s) are removed/deactivated by the SMF without PCF request (e.g. due to unsuccessful reservation of resources to satisfy the QoS flow binding).

NOTE:
The SMF will not initiate the deactivation of the QoS flow upon reception of the UE-initiated resource modification procedure indicating packet filter deletion. If all the PCC rules associated to a QoS flow have been deleted as a consequence of the PCF interaction, the SMF will initiate the QoS flow termination procedure towards the RAN.
Signalling flows for the QoS flow termination and details of the binding mechanism are presented in 3GPP TS 29.513 [7].
*** Next Change ***

4.2.4.9
Request and Report of Access Network Information

If the NetLoc as defined in subclause 5.8 is supported, the PCF may request the SMF to report the access network information as defined in subclause 4.2.6.5.4.
If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, the SMF shall apply the Namf_EventExposure service with One-Time Report type as defined in subclause 5.3.1 of 3GPP TS 29.518 [36] if the related information is not available to obtain this information. When the SMF then receives access network information from the AMF, the SMF shall provide the required access network information to the PCF by as defined in subclause 4.2.4.1 and set the corresponding attributes as follows:

-
If the user location information was requested by the PCF and was provided to the SMF, the SMF shall provide the user location information within the "userLocationInfo" attribute and the time when it was last known within "userLocationInfoTime" attribute (if available).

-
If the user location information was requested by the PCF and was not provided to the SMF, the SMF shall provide the serving PLMN identifier within the "servingNetwork" attribute.

-
If the time zone was requested by the PCF, the SMF shall provide it within the "ueTimeZone" attribute.

In addition, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrlReqTriggers" attribute. 

During PDU session termination procedure, the SMF shall, if AC_INFO policy control request trigger is set, provide the access network information to the PCF by including the user location information within the "userLocationInfo" attribute (if it was provided to the SMF), the information on when the UE was last known to be in that location within "userLocationInfoTime" attribute (if it was provided to the SMF), the PLMN identifier within the "servingNetwork" attribute (if the user location information was not provided to the SMF) and the timezone information within the "ueTimeZone" attribute (if available).

The SMF shall not report any subsequent access network information updates received from the RAN without any further provisioning or removal of related PCC rules requesting the access network information unless the associated QoS flow or PDU session has been released.
*** Next Change ***

5.6.3.7
Enumeration: RequestedRuleDataType
Table 5.6.3.7-1: Enumeration RequestedRuleDataType

	Enumeration value
	Description
	Applicability

	CH_ID
	Indicates that the requested rule data is the charging identifier. (NOTE 1)
	

	MS_TIME_ZONE
	Indicates that the requested access network info type is the UE's timezone. (NOTE 2)
	

	USER_LOC_INFO
	Indicates that the requested access network info type is the UE's location. (NOTE 2)
	

	RES_RELEASE
	Indicates that the requested rule data is the result of the release of resource. (NOTE 1)
	

	SUCC_RES_ALLO
	Indicates that the requested rule data is the successful resource allocation. (NOTE 1)
	

	NOTE 1:   The requested rule data shall not be valid for the PCC rule(s) after the reporting.

NOTE 2:   The requested rule data shall be valid for the PCC rule(s) in the case that the QoS flow which the PCC rule(s) is bound to is terminated or the PDU session is terminated after the reporting.


*** End of Changes ***

