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Proposed changes:
*** 1st Change ***
4.5.2.6
Redirect function
The PCRF may provide the redirect instruction for a dynamic PCC rule to the PCEF enhanced with ADC. The Provisioning shall be performed using the PCC rule provisioning procedure. The redirect instruction shall be encoded using a Redirect-Information AVP within the Charging-Rule-Definition AVP of the dynamic PCC rule. If a dynamic PCC rule includes flow informations for UE IPv4 address and IPv6 prefix address related to the same application identifier, two Redirect-Information AVPs may be provided simultaneously as the redirect instruction for dual stack UE addresses.
For a dynamic PCC rule, the redirect address may be provided as part of the dynamic PCC rule or may be preconfigured in the PCEF. A redirect destination provided within the Redirect-Server-Address AVP in a dynamic PCC Rule shall override the redirect destination preconfigured in the PCEF for this PCC rule.
NOTE:
The PCEF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.
If Redirect-Information AVP is provided for a dynamic PCC rule, the PCEF shall implement the redirection for the detected application's uplink traffic. If the Redirect-Server-Address AVP is provided within the Redirect-Information AVP and the Redirect-Support AVP is not set to REDIRECTION_DISABLED, the PCEF shall redirect the detected application's uplink traffic to this address. In this case, the redirect address type (e.g. Ipv4, Ipv6 or URL) shall be defined by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is not provided, the redirection address preconfigured in the PCEF shall be used instead. If the Redirect-Server-Address AVP is not provided and the redirection address is not preconfigured in the PCEF for this PCC rule, the PCEF shall perform PCC Rule Error Handling as specified in clause 4.5.12.

When the PCRF wants to disable the redirect function for an already installed PCC Rule, the PCRF shall update the PCC rule including the Redirect-Information AVP with Redirect-Support AVP set to REDIRECTION_DISABLED.
*** Next Change ***
4b.5.1.4
Redirect function
The PCRF may provide the redirect instruction (e.g. redirect the detected application's traffic to another controlled address) for a dynamic ADC rule to the TDF. The Provisioning shall be performed using the ADC rule provisioning procedure. The redirect instruction shall be encoded using a Redirect-Information AVP within the ADC-Rule-Definition AVP of the dynamic ADC rule. If a dynamic ADC rule includes flow informations for UE IPv4 address and IPv6 prefix address related to the same application identifier, two Redirect-Information AVPs may be provided simultaneously as the redirect instruction for dual stack UE addresses.
For a dynamic ADC rule, the redirect address may be provided as part of the dynamic ADC rule or may be preconfigured in the TDF. A redirect destination provided within the Redirect-Server-Address AVP in a dynamic ADC Rule shall override the redirect destination preconfigured in the TDF for this ADC Rule.

NOTE:
The TDF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.
If Redirect-Information AVP is provided for a dynamic ADC rule, the TDF shall implement the redirection for the detected application's uplink traffic. If the Redirect-Server-Address AVP is provided within.the Redirect-Information AVP and the Redirect-Support AVP is not set to REDIRECTION_DISABLED, the TDF shall redirect the detected application's uplink traffic to this address. In this case, the redirect address type (e.g. Ipv4, Ipv6, URL) shall be defined by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is not provided, the redirection address preconfigured in the TDF shall be used instead. .If the Redirect-Server-Address AVP is not provided and the redirection address is not preconfigured in the TDF for the ADC rule, the TDF shall perform ADC Rule Error Handling as specified in clause 4b.5.5.
When the PCRF wants to disable the redirect function for an already installed ADC Rule, the PCRF shall update the ADC rule including the Redirect-Information AVP with Redirect-Support AVP set to REDIRECTION_DISABLED.
*** Next Change ***
5.3.4
Charging-Rule-Definition AVP (All access types)

The Charging-Rule-Definition AVP (AVP code 1003) is of type Grouped, and it defines the PCC rule sent by the PCRF to the PCEF. The Charging-Rule-Name AVP uniquely identifies the PCC rule and it is used to reference to a PCC rule in communication between the PCEF and the PCRF within one IP CAN session. The Flow-Information AVP(s) or the application detection filter referenced by the TDF-Application-Identifier AVP determines the traffic that belongs to the service data flow. Either Flow-Information AVP(s) or TDF-Application-Identifier AVP shall exist in a Charging-Rule-Definition AVP.
If optional AVP(s) within a Charging-Rule-Definition AVP are omitted, but corresponding information has been provided in previous Gx messages, the previous information remains valid. If Flow-Information AVP(s) are supplied, they replace all previous Flow-Information AVP(s). If Flows AVP(s) are supplied, they replace all previous Flows AVP(s).
The Default-Bearer-Indication AVP is an indicator for the PCRF to the PCEF whether the corresponding PCC rule shall be bound to the default bearer. If the Default-Bearer-Indication AVP with value “BIND_TO_DEF_BEARER (0)” is supplied or has been supplied within the most recent Default-Bearer-Indication AVP, information within the QoS-Class-Identifier AVP and the Allocation-Retention-Priority AVP within the QoS-Information AVP shall not be used for bearer binding purposes.
The PS-to-CS-Session-Continuity AVP indicates if a service data flow is a candidate for PS to CS session continuity.
Flows AVP may appear if and only if AF-Charging-Identifier AVP is also present.

AF-Signalling-Protocol AVP may appear if the PCC Rule applies for IMS signalling.

Monitoring-Key AVP contains the monitoring key that may apply to the PCC rule.
Mute-Notification status shall not be changed during the lifetime of the PCC rules.
Sponsor-Identity AVP and Application-Service-Provider-Identity AVP shall be included if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL for the service data flow.
Required-Access-Info AVP may appear if the AF requests PCRF to report user access network information. 
Sharing-Key-UL AVP and/or Sharing-Key-DL AVP may appear if the PCC rule is a candidate for resource sharing.
Traffic-Steering-Policy-Identifier-UL AVP and/or Traffic-Steering-Policy-Identifier-DL AVP may appear if the traffic steering control is required for the service data flow. If the traffic steering policies are identical in both downlink and uplink directions, the values of the Traffic-Steering-Policy-Identifier-UL AVP and the Traffic-Steering-Policy-Identifier-DL AVP shall be identical.

The Content-Version AVP may be included if the PCC rule is installed or modified. 
The Max-PLR-DL AVP and/or Max-PLR-UL AVP may be included if the RAN-Support-Info feature is supported.
AVP Format:

Charging-Rule-Definition ::= < AVP Header: 1003 >








 { Charging-Rule-Name }








 [ Service-Identifier ]








 [ Rating-Group ]








*[ Flow-Information ]





 

 [ Default-Bearer-Indication ]







 [ TDF-Application-Identifier ]







 [ Flow-Status ]








 [ QoS-Information ]







 [ PS-to-CS-Session-Continuity ]







 [ Reporting-Level ]








 [ Online ]








 [ Offline ]







 [ Max-PLR-DL ]








 [ Max-PLR-UL ]







 [ Metering-Method ]








 [ Precedence ]








 [ AF-Charging-Identifier ]







*[ Flows ]








 [ Monitoring-Key]







0*2[ Redirect-Information ]








 [ Mute-Notification ]







 [ AF-Signalling-Protocol ]








 [ Sponsor-Identity ]








 [ Application-Service-Provider-Identity ]







*[ Required-Access-Info ]







 [ Sharing-Key-DL ]








 [ Sharing-Key-UL ]







 [ Traffic-Steering-Policy-Identifier-DL ]








 [ Traffic-Steering-Policy-Identifier-UL ]








 [ Content-Version ]







*[ AVP ]

*** Next Change ***
5b.3.3
ADC-Rule-Definition AVP

The ADC-Rule-Definition AVP (AVP code 1094) is of type Grouped, and it defines the ADC rule sent by the PCRF. The ADC-Rule-Name AVP uniquely identifies the ADC rule and it is used to reference to an ADC rule in communication between the PCRF and the TDF within one TDF session. The TDF Application Identifier AVP(s) or the Flow-Information AVP(s) determines the traffic that belongs to the application.

If optional AVP(s) within an ADC-Rule-Definition AVP are omitted, but corresponding information has been provided in previous Sd messages, the previous information remains valid.

Monitoring-Key AVP contains the monitoring key that may apply to the ADC rule. 
Sponsor-Identity AVP and Application-Service-Provider-Identity AVP shall be included if the Reporting-Level AVP is set to the value SPONSORED_CONNECTIVITY_LEVEL for the service data flow.
Mute-Notification status shall not be changed during the lifetime of the ADC rules.
Traffic-Steering-Policy-Identifier-UL AVP and/or Traffic-Steering-Policy-Identifier-DL AVP may appear if the traffic steering control is required for the service data flow or application. If the traffic steering policies are identical in both downlink and uplink directions, the values of the Traffic-Steering-Policy-Identifier-UL AVP and the Traffic-Steering-Policy-Identifier-DL AVP shall be identical.
AVP Format: 
ADC-Rule-Definition ::= < AVP Header: 1094 >








 { ADC-Rule-Name }








 [ TDF-Application-Identifier ]







*[ Flow-Information ]







 [ Service-Identifier ]








 [ Rating-Group ]








 [ Reporting-Level ]








 [ Online ]








 [ Offline ]








 [ Metering-Method ]








 [ Precedence ]







 [ Flow-Status ]








 [ QoS-Information ]







 [ Monitoring-Key ]







[ Sponsor-Identity ]








 [ Application-Service-Provider-Identity ]







0*2[ Redirect-Information ]







 [ Mute-Notification ] 







 [ Traffic-Steering-Policy-Identifier-DL ]








 [ Traffic-Steering-Policy-Identifier-UL ]







 [ ToS-Traffic-Class ]








*[ AVP ]
*** End of Changes ***

