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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, certain modal verbs have the following meanings:

shall

indicates a mandatory requirement to do something

shall not
indicates an interdiction (prohibition) to do something

NOTE 1:
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
NOTE 2:
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should

indicates a recommendation to do something

should not
indicates a recommendation not to do something

may

indicates permission to do something

need not
indicates permission not to do something

NOTE 3:
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.

can

indicates that something is possible

cannot

indicates that something is impossible

NOTE 4:
The constructions "can" and "cannot" shall not to be used as substitutes for "may" and "need not".

will

indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

will not

indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document

might
indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

might not
indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document

In addition:

is
(or any other verb in the indicative mood) indicates a statement of fact

is not
(or any other negative verb in the indicative mood) indicates a statement of fact

NOTE 5:
The constructions "is" and "is not" do not indicate requirements.
Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document specifies the stage 3 protocol and data model for the Application Function Event Exposure Service of the 5G System. It provides stage 3 protocol definitions, message flows and specifies the API for the Naf_EventExposure service.

The 5G System stage 2 architecture and the procedures are specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3], and 3GPP TS 23.288 [4].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [5] and 3GPP TS 29.501 [6].
The Application Function Event Exposure Service is provided by the Application Function (AF). This service exposes service experience events observed at the AF.


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[5]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[9]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]
IETF RFC 7807: "Problem Details for HTTP APIs".



3
Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
3.1
Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AF
Application Function

NEF
Network Exposure Function

NF
Network Function

NWDAF
Network Data Analytics Function



4
Naf_EventExposure Service
4.1
Service Description

4.1.1
Overview
The Application Function Exposure Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.288 [4], is provided by the Application Function (AF).
This service:

-
allows NF service consumers to subscribe, modify and unsubscribe for application events; and

-
notifies NF service consumers with a corresponding subscription about observed events on the AF.

The types of observed events include:

-
Service data of a application;

-
Application communication information.
The target of the event reporting may include one or more UE(s) or any UE (i.e. all UEs). When the event occurs, to which the NF service consumer has subscribed to, the AF reports the requested information to the NF service consumer based on the event reporting information definition requested by the NF service consumer (see 3GPP TS 23.502 [3]).
4.1.2
Service Architecture

The Data Analytics Architecture is defined in 3GPP TS 23.288 [4].
The Application Function Exposure Service (Naf_EventExposure) is part of the Naf service-based interface exhibited by the Application Function (AF).
The known NF service consumers of the Naf_EventExposure service are the Network Exposure Function (NEF) and the Network Data Analytics Function (NWDAF).

The Naf_EventExposure service is provided by the AF and consumed by the NEF and the NWDAF, as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for reference point representation model.
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Figure 4.1.2-1: Naf_EventExposure service Architecture, SBI representation
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Figure 4.1.2-2: Naf_EventExposure service Architecture, reference point representation

4.1.3
Network Functions
4.1.3.1
Application Function (AF)

4.1.3.2
NF Service Consumers

4.2
Service Operations

4.2.1
Introduction
Service operations defined for the Naf_EventExposure Service are shown in table 4.2.1-1.

Table 4.2.1-1: Naf_EventExposure Service Operations
	Service Operation Name
	Description
	Initiated by

	Naf_EventExposure_Subscribe
	This service operation is used by an NF service consumer to subscribe to, or modify a subscription in the AF for event notifications on a specified application related event for one or more UE(s) or any UE.
	NF Consumer (NWDAF, NEF)

	Naf_EventExposure_Unsubscribe
	This service operation is used by an NF service consumer to unsubscribe from event notifications.
	NF Consumer (NWDAF, NEF)

	Naf_EventExposure_Notify
	This service operation is used by the AF to report application related event(s) to the NF service consumer which has subscribed to the event report service.
	AF


4.2.2
Naf_EventExposure_Subscribe service operation

4.2.2.1
General

This service operation is used by an NF service consumer to subscribe for policy events notifications on a specified context for one or more UE(s) or any UE, or to modify an existing subscription. 
The following are the types of events for which a subscription can be made:

-
Service data for an application; and
-
Application communication information.
The following procedures using the Naf_EventExposure_Subscribe service operation are supported:

-
creating a new subscription;

-
modifying an existing subscription.
4.2.2.2
Creating a new subscription

4.2.2.3
Modifying an existing subscription

4.2.3
Naf_EventExposure_UnSubscribe service operation

4.2.3.1
General

This service operation is used by an NF service consumer to unsubscribe from event notifications.

The following procedure using the Naf_EventExposure_UnSubscribe service operation is supported:

-
unsubscription from event notifications.

4.2.3.2
Unsubscription from event notifications

4.2.4
Naf_EventExposure_Notify service operation

4.2.4.1
General

The Naf_EventExposure_Notify service operation enables the AF to notify to the NF service consumer(s) that the previously subscribed application related event occurred.
The following procedure using the Naf_EventExposure_Notify service operation is supported:

-
notification about subscribed events.

4.2.4.2
Notification about subscribed events
5
Naf_EventExposure Service API

5.1
Introduction

The Naf_EventExposure Service shall use the Naf_EventExposure API.

The request URI used in HTTP request from the NF service consumer towards the AF shall have the structure defined in subclause 4.4.1 of 3GPP TS 29.501 [6], i.e.:

{apiRoot}/{apiName}/{apiVersion}/{apiSpecificResourceUriPart}

with the following components:

-
The {apiRoot} shall be set as described in 3GPP TS 29.501 [6].

-
The {apiName} shall be "naf-eventexposure".

-
The {apiVersion} shall be "v1".

-
The {apiSpecificResourceUriPart} shall be set as described in subclause 5.3.
5.2
Usage of HTTP

5.2.1
General

HTTP/2, IETF RFC 7540 [7], shall be used as specified in subclause 5.2 of 3GPP TS 29.500 [5].

HTTP/2 shall be transported as specified in subclause 5.3 of 3GPP TS 29.500 [5].

The OpenAPI [8] specification of HTTP messages and content bodies for the Naf_EventExposure is contained in Annex A.

5.2.2
HTTP standard headers

5.2.2.1
General

See subclause 5.2.2 of 3GPP TS 29.500 [5] for the usage of HTTP standard headers.

5.2.2.2
Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as specified in subclause 5.4 of 3GPP TS 29.500 [5]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [10].
5.2.3
HTTP custom headers

5.2.3.1
General

The mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [5] shall be applicable.

In this Release of the specification, no specific custom headers are defined for the Naf_EventExposure API.
5.3
Resources

5.3.1
Resource Structure
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Figure 5.3.1-1: Resource URI structure of the Naf_EventExposure API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Application Event Subscriptions
	{apiRoot}/naf-eventexposure/
{apiVersion}/subscriptions
	POST
	Subscription to the notification of application events and creation of an Individual Application Event Subscription resource.

	Individual Application Event Subscription
	{apiRoot}/naf-eventexposure/
{apiVersion}/subscriptions/
{subscriptionId}
	GET
	Reads an Individual Application Event Subscription resource.

	
	
	PUT
	Modifies an Individual Application Event Subscription.

	
	
	DELETE
	Cancels an individual subscription to notifications of application event.


5.3.2
Resource: Application Event Subscriptions

5.3.2.1
Description
The Application Event Subscriptions resource represents all subscriptions of the Naf_EventExposure service at a given AF.

5.3.2.2
Resource definition

Resource URI: {apiRoot}/naf-eventexposure/{apiVersion}/subscriptions/
This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1


5.3.2.3
Resource Standard Methods

5.3.2.3.1
POST
This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureSubsc
	M
	1
	Contains the information required for the creation of a new individual application event subscription.


Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	AfEventExposureSubsc
	M
	1
	201 Created
	Contains the representation of the Individual Application Event Subscription resource.

	NOTE:
The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.3.3
Resource: Individual Application Event Subscription

5.3.3.1
Description

The Individual Application Event Subscription resource represents a single subscription of the Naf_EventExposure service at a given AF.

5.3.3.2
Resource definition

Resource URI: {apiRoot}/naf-eventexposure/{apiVersion}/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 5.1

	subscriptionId
	String identifying a subscription to the AF event exposure service.


5.3.3.3
Resource Standard Methods

5.3.3.3.1
GET

This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.3.3.3.2
PUT

This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.3.3.3.3
DELETE

This method shall support the URI query parameters specified in table 5.3.3.3.3-1.

Table 5.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.3.3.3.3-2 and the response data structures and response codes specified in table 5.3.3.3.3-3.

Table 5.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

	Data type
	P
	Cardinality
	Description

	
	
	
	


Table 5.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	
	
	
	
	

	NOTE:
The mandatory HTTP error status code for the DELETE method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.


5.5
Notifications

5.5.1
General

Notifications shall comply with subclause 6.2 of 3GPP TS 29.500 [5] and subclause 4.6.2.3 of 3GPP TS 29.501 [6].
Table 5.5.1-1: Notifications

	Custom operation URI
	Mapped HTTP method
	Description

	{notifUri}
	POST
	Notification of application related event reporting.


5.5.2
Application Event Notification
5.5.2.1
Description

The Application Event Notification is used by the AF to report one or several observed application related events to the NF service consumer that has subscribed to such notifications.

5.5.2.2
Target URI

The Notification URI "{notifUri}" shall be used with the URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: URI variables
	Name
	Definition

	notifUri
	String formatted as URI with the Notification Uri as assigned by the NF service consumer during the subscription service operation and described within the AfEventExposureSubsc data type (see table 5.6.2.2-1).


5.5.2.3
Standard Methods

5.5.2.3.1
POST

This method shall support the URI query parameters specified in table 5.5.2.3.1-1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	


This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and response codes specified in table 5.5.2.3.1-3.

Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	AfEventExposureNotif
	M
	1
	Provides Information about observed application related events


Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.


5.6
Data Model

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Naf_EventExposure service based interface protocol.

Table 5.6.1-1: Naf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	AfEvent
	5.6.3.3
	Application Events.
	

	AfEventExposureSubsc
	5.6.2.2
	Represents an Individual Application Event Subscription resource.
	

	AfEventExposureNotif
	5.6.2.3
	Describes notifications about application event that occurred in an Individual Application Event Subscription resource.
	


Table 5.6.1-2 specifies data types re-used by the Naf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Naf_EventExposure service based interface.

Table 5.6.1-2: Naf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	
	
	
	

	
	
	
	


5.6.2
Structured data types

5.6.2.1
Introduction

This subclause defines the structures to be used in resource representations.

5.6.2.2
Type AfEventExposureSubsc

5.6.2.3
Type AfEventExposureNotif

5.6.3
Simple data types and enumerations

5.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

5.6.3.2
Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	


5.6.3.3
Enumeration: AfEvent

The enumeration AfEvent represents the application events that can be subscribed. It shall comply with the provisions defined in table 5.6.3.3-1.

Table 5.6.3.3-1: Enumeration AfEvent

	Enumeration value
	Description
	Applicability

	
	
	

	
	
	


5.7
Error handling
5.7.1
General

HTTP error handling shall be supported as specified in subclause 5.2.4 of 3GPP TS 29.500 [5].

For the Naf_EventExposure API, HTTP error responses shall be supported as specified in subclause 4.8 of 3GPP TS 29.501 [6]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [5] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [5].

In addition, the requirements in the following subclauses are applicable for the Naf_EventExposure API.
5.7.2
Protocol Errors

In this Release of the specification, there are no service specific protocol errors applicable for the Naf_EventExposure API.
5.7.3
Application Errors

The application errors defined for the Naf_EventExposure service are listed in table 5.7.3-1.

Table 5.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	
	
	


5.8
Feature negotiation

The optional features in table 5.8-1 are defined for the Naf_EventExposure API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [5].

Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	


5.9
Security

Annex A (normative):
OpenAPI specification

A.1
General

A.2
Naf_EventExposure API
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