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*** Next Change ***

4.4.2
Procedures for Monitoring

4.4.2.1
General
The procedures for monitoring events as described in subclause 4.4.2 of 3GPP TS 29.122 [4] shall be applicable in 5GS with the following differences except for the events described in the following subclauses:

-
description of the SCS/AS applies to the AF;
-
description of the SCEF applies to the NEF;

-
description of the HSS applies to the UDM, and the NEF shall interact with the UDM by using Nudm_EventExposure service;

-
description of the MME/SGSN applies to the AMF, and the NEF shall interact with the AMF by using Namf_EventExposure service;

-
description about the PCRF is not applicable.

-
description about the change of IMSI-IMEI(SV) association monitoring event applies to the change of SUPI-PEI association monitoring event.
*** Next Change ***

4.4.2.x
Downlink Data Delivery Status
4.4.2.x.1
Monitoring Events Configuration procedure
If the "Downlink_data_delivery_status_5G"  as defined in subclause 5.3.4 of 3GPP TS 29.122 [4] is supported, in order to subscribe the downlink data delivery status, the AF shall send an HTTP POST message to the NEF to the resource "Monitoring Event Subscriptions" as defined in 5.3.3.2 of 3GPP TS 29.122 [4]. The MonitoringEventSubscription data structuire within the body of the HTTP POST message shall include:

-
the "Downlink_data_delivery_status_5G" within the "supportedFeatures" attribute;
-
the external group identifier within the "externalGroupId" attribute;

-
the notification destination address within the "notificationDestination" attribute;

-
the "DOWNLINK_DATA_DELIVERY_STATUS" value within the "monitoringType" attribute;
-
the maximum number of reports if available within the "maximumNumberof Reports" attribute;

-
the monitor expire time if available within the "monitorExpireTime" attribute;

-
either the IP packet filter(s) of a service within the "servIpFlows" attribute or the Ethernet packet filter(s) of a service within the "servEthFlows" attribute;
-
the monitoring downlink data delivery status event(s) within the "monStatusEvents" attribute;
-
the "requestTestNotification" attribute set to appropriate vluae;

- 
websock notification configuration within the "WebsockNotifConfig" attribute.
Upeon receipt of the HTTP POST request message, the NEF shall perfom the authorization and feature matching as defined in subclause 5.3.3.2.3.4 of 3GPP TS 29.122 [4]. If successfully, the NEF shall subscribe the events to the appropriate PCF(s) within the network by invoking the Npcf_EventExposure_Subscribe service operation as defined in sublcause 4.2.2.2 of 3GPP TS 29.523 [x]. Upon successful response from the PCF, the new shall create resource which represents "Individual Monitoring Event Subscription", addressed by a URI that contains Suscription Id allocated by the NEF and respond to the AF by sending an HTTP response with a 201 Created status code, including a Location header field containing the URI for the created resource.
In order to delete the subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Monitoring Event Subscription" as defined in subclause 5.3.3.3.3.5 of 3GPP TS 29.122 [4]. Upon receipt of the HTTP DELETE request from the AF to delete the subscription, the NeF shall delete the resource "Individual Monitoring Event Subscription", respond to the AF by sending an HTTP response with 204 No Content, and delete the subscription(s) at all the applicable PCF(s) by invoking the Npcf_EventExposure_Unsubscribe service operation as defined in sublcause 4.2.3 of 3GPP TS 29.523 [x]. 
Editor's note:
It is FFS whether the update of the subscription is supported.
Editor's note:
references of TS 29.523 needs to be updated later.
4.4.2.x.2
Reporting of Monitoring Event Procedure
When the NEF receives the event notification as defined in sublcause 4.2.4 of 3GPP TS 29.523 [x], the NEF shall determine the correpsoding monitoring event subscription at the NEF and send an HTTP POST message to the identified destination including the link to the NEF-created subscription resource and a list of accumulated Monitoring Event Reports for each UE identified by GPSI as defined in subclause 4.4.2.3 of 3GPP TS 29.122 [4]. Within the each MonitoringEventReport data structure, the NEF shall include:
-
the downlink data delivery status within the "deliveryStatus" attribute;

-
the estimated buffering time within the "estiBufTime" attribute if the downlink data delivery status is set to "DATA_PACKETS_BUFFERED";

-
either the IP flow number within the "flowNum" attribute or the Ethernet flow number within the "ethFlowNumber" attribute.

*** End of Changes ***

