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*** Next Change ***

4.1.1
Overview

The BDT Policy Control Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], is provided by the Policy Control Function (PCF).

This service enables the NF service consumer to negotiate policy for a future background data transfer and offers the following functionalities:

-
get background data transfer policies based on the request from the NEF; 
-
update background data transfer policies based on the selection provided by the NEF; and
-
get the notification for the renegotiation.
*** Next Change ***

4.1.3.1
Policy Control Function (PCF)

The Policy Control Function (PCF):

-
Provides background data transfer policies based on the request from the NEF. The PCF determines, based on information provided by the NEF and other available information (e.g. network policy, load status estimation for the requested time window, network area, etc.) one or more transfer policies.
-
Updates background data transfer policy based on the selection provided by the NEF.

Sends the BDT warning notification to the NEF.
*** Next Change ***

4.1.3.2
NF Service Consumers

The Network Exposure Function (NEF):

-
requests the PCF to provide background data transfer policies; and

-
provides the selected background data transfer policy to the PCF.
Editor’s Note:
Whether and how the NF Service consumers re-negotiates the transfer policies is FFS.
*** Next Change ***

4.2.1
Introduction
Table 4.2.1-1: Operations of the Npcf_BDTPolicyControl Service

	Service operation name
	Description
	Initiated by

	Npcf_BDTPolicyControl_Create
	Provides the requested background data transfer policies to the NF service consumer.
	NF service consumer (NEF)

	Npcf_BDTPolicyControl_Update
	Updates the PCF with the background data transfer policy selected by the NF service consumer.
	NF service consumer (NEF)

	Npcf_BDTPolicyControl_Notify
	Sends the BDT warning notification to the NF consumer
	PCF


*** Next Change ***

4.2.x
Npcf_BDTPolicyControl_Notify service operation

4.2.3.x
General

The Npcf_BDTPolicyControl_Notify service operation is used by a PCF to sends the BDT warning notification to the NF consumer.

The following procedure using the Npcf_BDTPolicyControl_Notify service operation is supported:

-
sending the BDT warning notification to the NF consumer.

4.2.3.y
Sending the BDT warning notification
This procedure is used by the PCF to inform the NF service consumer that network performance in the area of interest goes below the criteria set by the operator, as defined in subclause 6.1.2.4 of 3GPP TS 23.503 [4].

Figure 4.2.3.y-1 illustrates an indication about selected transfer policy.
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Figure 4.2.3.y-1: Indication about selected transfer policy

Editor’s Note:
Whether the notifUri can be used for notification is FFS. How the PCF gets the notifUri is FFS.
When the PCF knows that the network performance in the area of interest goes below the criteria set by the operator from the NWDAF as described in 3GPP TS 29.520 [x], the PCF retrieves all the background transfer policies from the UDR. The PCF sends the warning notification to the NEF so that the NEF can notify the AF.
NOTE:
AF can adopte the affected background transfer policy when receives the notifcation
The PCF shall include a "Notification" data type in a payload body of the HTTP POST request. The 
Editor’s Note:
Notification data type is FFS.
Upon the reception of the HTTP POST request from the PCF, the NEF shall acknowledge that request by sending an HTTP response message with the corresponding status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the notification with a "204 No Content" response to HTTP POST request, as shown in figure 4.2.3.y-1, step 2.

If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request the cause for the rejection as specified in subclause 5.7.
*** Next Change ***

5.5
Notifications


5.5.1
General

Notifications shall comply to subclause 6.2 of 3GPP TS 29.500 [5] and subclause 4.6.2.3 of 3GPP TS 29.501 [6].

Table 5.5.1-1: Notifications

	Custom operation URI
	Mapped HTTP method
	Description

	{notifUri}/notify
	POST
	warning notification.


5.5.2
Notification

5.5.2.1
Description

The Notification is used by the PCF to notify that network performance in the area of interest goes below the criteria set by the operator.

5.5.2.2
Target URI

The Notification URI "{notifUri}/notify" shall be used with the URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: URI variables
	Name
	Definition

	notifUri
	FFS


5.5.2.3
Standard Methods

5.5.2.3.1
POST

This method shall support the URI query parameters specified in table 5.5.2.3.1-1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and response codes specified in table 5.5.2.3.1-3.

Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	P
	Cardinality
	Description

	Notification(FFS)
	M
	1
	Provides Information about warning notification


Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	NOTE:
In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of 3GPP TS 29.500 [5] for the POST method shall also apply.


*** End of Changes ***
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