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*** 1st Change ***
4.1.1
Overview

The Binding Support Management Service as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], is provided by the Binding Support Function (BSF).
The Nbsf_Management service is used for the BSF to provide a PDU session binding functionality, which ensures that an AF request for a certain PDU Session reaches the relevant PCF holding the PDU Session information.

This service:

-
allows NF service consumers to register, update and remove the binding information; and

-
allows NF service consumers to retrieve the binding information.
*** 2nd Change ***

4.1.3.1
Binding Support Function (BSF)
The BSF:

-
stores the binding information for a certain PDU Session; and
-
discovers the binding information (e.g. the address information of the selected PCF).
The BSF allows NF service consumers (e.g. PCF) to register, update and remove the binding information, and allows NF service consumers (e.g. AF, NEF) to discover the binding information (e.g. the address information of the selected PCF).
The BSF can be deployed standalone or can be collocated with other network functions, such as PCF, UDR, NRF and SMF.
*** 3rd Change ***

4.1.3.2
NF Service Consumers

The Policy Control Function (PCF):
-
registers the binding information in the BSF for a UE when an IP v4 address and/or IPv6 prefix is allocated, or a MAC address is used for the PDU session; and
-
removes the binding information in the BSF when an IPv4 address and/or IPv6 prefix is released, or a MAC address is not used for the PDU Session.
The Network Exposure Function (NEF):

-
provides a means for the Application Functions to securely interact with the Policy framework for policy control to 3GPP network. During the procedure, it needs to discover the selected PCF by using the Nbsf_Management_Discovery service operation.

The Application Function (AF):

-
discovers the selected PCF by using the Nbsf_Management_Discovery service operation when it is allowed to interact directly with the policy framework for policy control.

*** 4th Change ***

4.2.1
Introduction
Table 4.2.1-1: Operations of the Nbsf_Management Service
	Service operation name
	Description
	Initiated by

	Nbsf_Management_Register
	This service operation is used to register the binding information for a UE when an IP v4 address and/or an IPv6 prefix is allocated for an IP PDU Session or a MAC address is used for an Ethernet PDU session.
	NF service consumer (PCF)

	Nbsf_Management_Deregister
	This service operation is used to deregister the binding information for a UE when the PDU Session is released.
	NF service consumer (PCF)

	Nbsf_Management_Discovery
	This service operation is used by an NEF or AF to discover a selected PCF.
	NF service consumer (NEF, AF)


*** 5th Change ***

4.2.2.1
General

This service operation allows the NF service consumer to register the session binding information for a UE in the BSF by providing the user identity, the DNN, the UE address(es) and the selected PCF address for a certain PDU Session to the BSF, and BSF stores the information.
*** 6th Change ***
5.3.1
Resource Structure

The structure of the Resource URI of the Nbsf_Management service is shown in figure 5.3.1-1.
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Figure 5.3.1-1: Resource URI structure of the Nbsf_Management API

Table 5.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	PCF Session Bindings
	{apiRoot}/
nbsf-management/v1
/pcfBindings
	POST
	Register new PCF Session binding information of a given UE address in BSF.

	
	
	GET
	Retrieve the Session binding information i.e. PCF address information of a given tuple (UE address(es), SUPI; GPSI, DNN, snssai).

	Individual PCF Session Binding 
	{apiRoot}/
nbsf-management/v1
/pcfBindings
/{bindingId}
	DELETE
	Deregister existing PCF Session binding information from BSF. 


*** 7th Change ***

5.3.2.1
Description

This resource represents a collection of the different PCF Session binding information of given UE address(es) registered in the BSF.
*** 8th Change ***

5.3.3.1
Description

This resource represents a collection of the different PCF Session binding information of given UE address(es) registered in the BSF.

*** 9th Change ***
5.6.2.2
Type PcfBinding

Table 5.6.2.2-1: Definition of type PcfBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier 
	

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier
	

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1)
	

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 1)
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
	

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)
	

	dnn
	Dnn
	M
	1
	DNN 
	

	pcfFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF or the FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF or the IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2)
	

	pcfDiamHost
	DiameterIdentity
	C
	0..1
	The diameter host for an individual PCF, it is provided by the PCF supporting Rx interface. 
	

	pcfDiamRealm
	DiameterIdentity
	C
	0..1
	The diameter realm for an individual PCF , it is provided by the PCF supporting Rx interface. 
	

	snssai
	Snssai
	M
	1
	The identification of slice.
	

	NOTE 1:
Either IP address(es) (ipv4Addr and/or ipv6Prefix) or macAddr48 shall be included.

NOTE 2:
At least one of pcfFqdn or pcfIpEndPoints shall be included if the PCF supports N5 interface. If the pcfIpEndPoints is provided at the PCF level, the transport and port in the pcfIpEndPoints are not required.


*** End of Changes ***
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