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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a Building Block. 
	
	Feature

	X
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	820023
	Work Item on Enhancement of Network Slicing


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 


Dependency on non-3GPP (draft) specification: 
3
Justification

SA has approved a work item on enhancement of network slicing in Rel-16 in SP-181232. Based on conclusions in TR 23.740, the following will be included in the work item:
· the network slicing interworking support from EPC to 5GC. 
· the network slice based authentication and authorization that uses User Identities and Credentials different from the 3GPP SUPI and that takes place after the primary authentication.  

The building block is to realise the CT aspects of protocol impacts for enhancement of network slicing.  
4
Objective

The building block is to realise the CT aspects on enhancement of network slicing.
For CT1, the expected work includes:

· the UE capability is updated to include the support of Slice-Specific Secondary Authentication;
· a new indication is to indicate to the UE that Slice-Specific Secondary Authentication will be performed;
· the UE and network perform the Slice-Specific Secondary Authentication;
For CT3, the expected work includes:

· Possible interworking with AAA to perform the Slice-Specific Secondary Authentication;
For CT4, the expected work includes:

· AMF performs a new SMF selection during EPS to 5GS handover ;

· the initial AMF includes the EPS MM context and bearer contexts to the target AMF;
· the initial AMF includes the MME’s F-TEID to the target AMF;
· Possible update on the AUSF service for Slice-Specific Secondary Authentication;
· a flag is required to indicate that the slice is subjected to Slice-Specific Secondary Authentication. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	

	
	
	
	
	

	





	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	24.501
	· the UE capability is updated to include the support of Slice-Specific Secondary Authentication;
· a new indication is to indicate to the UE that the Slice-Specific Secondary Authentication will be performed;
· the UE and network perform the Slice-Specific Secondary Authentication
	CT#86 (Dec 2019)
	CT1 responsibility

	29.561
	· Possible impact on the interworking with AAA to perform Slice-Specific Secondary Authentication.
	CT#86 (Dec 2019)
	CT3 responsibility

	29.502
	· AMF performs a new SMF selection during EPS to 5GS handover.
NOTE: This work requires coordination with ETSUN-CT work.
	CT#86 (Dec 2019)
	CT4 responsibility

	29.503
	· a flag is required to indicate that the slice is subjected to Slice-Specific Secondary Authentication. 
	CT#86 (Dec 2019)
	CT4 responsibility

	29.505
	· a flag is required to indicate that the slice is subjected to Slice-Specific Secondary Authentication.
	CT#86 (Dec 2019)
	CT4 responsibility

	29.509
	· Possible impact on AUSF service for Slice-Specific Secondary Authentication.
	CT#86 (Dec 2019)
	CT4 responsibility

	29.518
	· the initial AMF includes the EPS MM context and bearer contexts to the target AMF;

· the initial AMF includes the MME’s F-TEID to the target AMF;
	CT#86 (Dec 2019)
	CT4 responsibility
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Work item Rapporteur(s)
Fei Lu, ZTE, lu.fei1@zte.com.cn
7
Work item leadership

CT1
8
Aspects that involve other WGs
SA3 for security aspects.
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