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*** 1st Change ***

 4.2.4.2
Notification about subscribed events

Figure 4.2.4.2-1 illustrates the notification about subscribed events.
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Figure 4.2.4.2-1: Notification about subscribed events

If the PCF observes policy control related event(s) for which an NF service consumer has subscribed to, the PCF shall send an HTTP POST request as shown in figure 4.2.4.2-1, step 1, with the "{notifUri}" as request URI with the value previously provided by the NF service consumer within the corresponding subscription, and the "PcEventExposureNotif" data structure.

The "PcEventExposureNotif" data structure shall include:

-
Notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and

-
information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "PcEventNotification" data structure that shall include:

1.
the Policy Control event as "event" attribute;
2.
for an access type change:

a)
new access type as "accType" attribute; and
b)
the new RAT type as "ratType" attribute, if applicable for the notified access type; 

3.
for a PLMN change:

a)
new PLMN as "plmnId" attribute; 

4.
the identity of the affected UE in the "supi" attribute and, if available, in the "gpsi" attribute;
5.
the time at which the event was observed encoded as "timeStamp" attribute;

6.
if available, and if the feature Extended Service Information is supported, information about the PDU session involved in the reported event in the "pduSessInfo" attribute, that shall include: 

a)
the S-NSSAI of the PDU session in the "snssai" attribute; and

b)
the DNN of the PDU session in the "dnn" attribute; and

c)
the IPv4 and/or IPv6 prefix in the "ueIpv4" and/or "ueIpv6" attributes; and/or
d)
the Ethernet MAC address in the "ueMac" attribute; and

may include the IP domain in the "ipDomain" attribute;
7.
if available, and if the feature Extended Service Information is supported, information about the services involved in the reported event in the indicated PDU session in the "repServices" attribute, which may include per identified service: 

a)
a list of Ethernet flows in the "ethFlowNums" attribute; or

b)
a list of IP flows in the "ipFlowNums" attribute; and/or

c)
an AF application identifier in the "afAppId" attribute.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to the internal error or due to the error in the HTTP POST request, the NF service consumer shall send the HTTP error response as specified in subclause 5.7.

Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and a "PcEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in figure 4.2.4.2-1, step 2, for a succesfull processing.
*** 2nd Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_EventExposure service based interface protocol.

Table 5.6.1-1: Npcf_EventExposure specific Data Types

	Data type
	Section defined
	Description
	Applicability

	EthernetFlowInfo
	5.6.2.6
	Identification of an UL/DL ethernet flow.
	Extended Session Information

	IpFlowInfo
	5.6.2.7
	Identification of an UL/DL IP flow.
	Extended Session Information

	PcEvent
	5.6.3.3
	Policy Control Events.
	

	PcEventExposureSubsc
	5.6.2.2
	Represents an Individual Policy Events Subscription resource.
	

	PcEventExposureNotif
	5.6.2.3
	Describes notifications about Policy Control events that occurred in an Individual Policy Events Subscription resource.
	

	PcEventNotification
	5.6.2.8
	Represents the information reported for a Policy Control event.
	

	PduSessionInformation
	5.6.2.9
	Represents PDU session identification information.
	Extended Session Information

	ReportingInformation
	5.6.2.4
	Represents the type of reporting the subscription requires.
	

	ServiceIdentification
	5.6.2.5
	Identification of the service to which the subscription applies.
	Extended Session Information


Table 5.6.1-2 specifies data types re-used by the Npcf_EventExposure service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_EventExposure service based interface.

Table 5.6.1-2: Npcf_EventExposure re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	AccessType
	3GPP TS 29.571 [14]
	Access Type.
	

	AfAppId
	3GPP TS 29.514 [12]
	AF application Identifier.
	Extended Session Information

	DateTime
	3GPP TS 29.571 [14]
	Time stamp.
	

	Dnn
	3GPP TS 29.571 [14]
	Identifies a DNN.
	

	DurationSec
	3GPP TS 29.571 [14]
	Seconds of duration.
	

	EthFlowDescription
	3GPP TS 29.514 [12]
	Identifies an ethernet flow description.
	Extended Session Information

	FlowDescription
	3GPP TS 29.514 [12]
	Identifies an IP flow description.
	Extended Session Information

	Gpsi
	GPP TS 29.514 [12]
	Generic Public Subscription Identifier.
	

	GroupId
	3GPP TS 29.571 [14]
	Identifies a group of UEs.
	

	MacAddr48
	3GPP TS 29.571 [14]
	Mac Address of the UE.
	Extended Session Information

	NotificationMethod
	3GPP TS 29.508 [15]
	Represents the Notification Method.
	

	PlmnId
	3GPP TS 29.571 [14]
	PLMN Identifier.
	

	RatType
	3GPP TS 29.571 [14]
	RAT Type.
	

	Snssai
	3GPP TS 29.571 [14]
	Identifies a S-NSSA.I
	

	Supi
	3GPP TS 29.571 [14]
	Identifies the SUPI of the UE.
	

	SupportedFeatures
	3GPP TS 29.571 [14]
	Used to negotiate the applicability of the optional features defined in subclause 5.8.
	

	Uinteger
	3GPP TS 29.571 [14]
	Unsigned integer.
	


*** 3rd Change ***

5.6.2.8
Type PcEventNotification

Table 5.6.2.8-1: Definition of type PcEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	PcEvent
	M
	1..N
	Reported Policy Control event.
	

	accType
	AccessType
	C
	0..1
	Access Type. It shall be included when the reported PcEvent is "AC_TY_CH". 
	

	ratType
	RatType
	O
	0..1
	RAT Type. It shall be included if applicable, when the reported PcEvent is "AC_TY_CH".
	

	plmnId
	PlmnId
	C
	0..1
	PLMN Identifier. It shall be included when the reported PcEvent is "PLMN_CH".
	

	supi
	Supi
	C
	0..1
	SUPI of the UE. It shall be present when the subscription is targeting a group of UEs or any UE.
	

	timeStamp
	DateTime
	M
	1
	Time at which the event is observed.
	

	pduSessInfo
	PduSessionInformation
	O
	0..1
	Represents PDU session information related to the observed event.
	Extended Session Information

	repServices
	ServiceIdentification
	O
	0..1
	Represents service information related to the observed event.
	Extended Session Information


*** End of Changes ***
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