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*** 1st Change ***

5.5.3.2
AF requests targeting an individual UE address
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Figure 5.5.3.2-1: Processing AF requests to influence traffic routing for Sessions identified by an UE address
1A.
The AF sends the AF request to PCF via the NEF.
1a-1b.
These steps are the same as steps 1-2 in Figure 5.5.3.3-1.
1c-1d.
If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.

1e-1f.
The NEF forwards the AF request to the PCF.


When receiving the Nnef_TrafficInfluence_Create request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource "Application Sessions" as described in subclause 5.2.2.2.2.1.


When receiving the Nnef_TrafficInfluence_Update request in step 1a, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the resource "Individual Application Session Context" as described in subclause 5.2.2.2.2.2.

When receiving the Nnef_TrafficInfluence_Delete request in step 1a The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the resource "Individual Application Session Context" as described in subclause 5.2.2.2.2.3.
1g
The NEF sends the HTTP response message to the AF correspondingly.
1B.
The AF sends the AF request to PCF directly.
1a-1b.
If the PCF address is not available on the AF based on local configuration, the AF invokes the Nbsf_Management_Discovery service operation, as specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in its request.
1c-1d.
To create a new AF request, the AF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource "Application Sessions" as described in subclause 5.2.2.2.2.1.


To update an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the resource "Individual Application Session Context" as described in subclause 5.2.2.2.2.2.

To remove an existing AF request, the AF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the resource "Individual Application Session Context" as described in subclause 5.2.2.2.2.3.
2-3.
Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the resource URI "{Notification URI}/update" as described in subclause 5.2.2.2.1. If the AF subscribes to UP Path change event, the PCF includes the related subscription information within the corresponding PCC rule(s) as specified in TS 29.512 [9]. 
-
For the case of 4A, the PCF includes in the PCC rule(s) the Notification URI pointing to the NEF and the Notification Correlation ID assigned by NEF (i.e. AF Transaction Internal ID).

-
For the case of 4B, the PCF includes in the PCC rule(s) the Notification URI pointing to the AF and the Notification Correlation ID assigned by AF (i.e. AF Transaction ID).

If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in TS 29.512 [9].
4A.
In case of 1A, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF via the NEF by sending an HTTP POST request. When receiving the Nsmf_EventExposure_Notify service operation, the NEF performs information mapping (e.g. AF Transaction Internal ID to AF Transaction ID, SUPI to GPSI, etc.), and invokes the Nnef_TrafficInfluence_Notify service operation to forward the notification to the AF. The step is the same as steps 7-10 in Figure 5.5.3.3-1.
4B.

In case of 1B, if the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes Nsmf_EventExposure_Notify to the AF directly by sending an HTTP POST request to the resource URI "{notifUri}", and the AF sends a "204 No Content" response to the SMF.

*** 2nd Change ***

5.5.3.3
AF requests targeting PDU Sessions not identified by an UE address

If the AF traffic influence request affects future PDU session, the traffic influence procedure is performed as depicted in Figure 5.5.3.3-1.
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Figure 5.5.3.3-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE address, affecting future PDU session

1.
To create a new AF request, the AF invokes the Nnef_TrafficInfluence_Create service operation to the NEF by sending the HTTP POST request to the resource "Traffic Influence Subscription".


To update an existing AF request, the AF invokes the Nnef_TrafficInfluence_Update service operation by sending the HTTP PUT or PATCH request to the resource "Individual Traffic Influence Subscription".


To remove an existing AF request, the AF invokes the Nnef_TrafficInfluence_Delete service operation by sending the HTTP DELETE request to the resource "Individual Traffic Influence Subscription".
NOTE 1:
For details of Nnef_TrafficInfluence_Create/Update/Delete service operations refer to TS 29.522 [24].

2.
Upon receipt of the AF request, the NEF authorizes it and then performs the mapping from the information provided by the AF into information needed by the 5GC as described in TS 23.501 [2] and TS 23.502 [3].
3-4.
When receiving the Nnef_TrafficInfluence_Create request, the NEF invokes the Nudr_DataRepository_Create service operation to store the AF request information in the UDR by sending the HTTP PUT request to the resource "Individual Influence Data", and the UDR sends a "201 Created" response.


When receiving the Nnef_TrafficInfluence_Update request, the NEF invokes the Nudr_DataRepository_Update service operation to modify the AF request information in the UDR by sending the HTTP PATCH/PUT request to the resource "Individual Influence Data", and the UDR sends a "200 OK" response.


When receiving the Nnef_TrafficInfluence_Delete request The NEF invokes the Nudr_DataRepository_Delete service operation to delete the AF requirements from the UDR by sending the HTTP DELETE request to the resource "Individual Influence Data", and the UDR sends a "204 No Content" response.
NOTE 2:
For details of the Nudr_DataRepository_Create/Update/Delete service operations refer to TS 29.519 [12].

5.
The NEF sends the HTTP response message to the AF correspondingly.

6.
The PCF retrieves the stored AF request in the UDR by invoking the Nudr_DataRepository_Query service operation during SM Policy Association Establishment procedure (see subclause 5.2.1).


The PCF generates the PCC rule(s) based on the AF request and provides it to the SMF. If the AF subscribes to UP Path change event, the PCF includes the Notification URI pointing to the NEF and the Notification Correlation ID assigned by NEF (i.e. AF Transaction Internal ID) within the corresponding PCC rule(s) as specified in TS 29.512 [9]. If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in TS 29.512 [9].
7.
If the SMF observes PDU Session related event(s) that AF has subscribed to, the SMF invokes the Nsmf_EventExposure_Notify service operation to the NEF by sending an HTTP POST request to the resource URI "{notifUri}".

8.
When receiving the Nsmf_EventExposure_Notify service operation, the NEF performs information mapping (e.g. AF Transaction Internal ID to AF Transaction ID), and invokes the Nnef_TrafficInfluence_Notify service operation to forward the notification to the AF by sending the HTTP request to the resource URI "notificationUrl" as specified in TS 29.522 [24].
9.
The AF sends an HTTP "204 No Content" response to the NEF.
10.
The NEF sends an HTTP "204 No Content" response to the PCF.
If the AF traffic influence request affects ongoing PDU session, the traffic influence procedure is performed as depicted in Figure 5.5.3.3-2.
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Figure 5.5.3.3-2: Processing AF requests to influence traffic routing for Sessions not identified by an UE address, affecting ongoing PDU session

0.
The PCF subscribes to the changes of traffic influence data in the UDR during SM Policy Association procedure (see subclause 5.2.1).

1-5.
These steps are the same as steps 1-5 in Figure 5.5.3.3-1.
6-7.
The UDR invokes the Nudr_DataRepository_Notify service operation to PCF(s) that have subscribed to modifications of AF requests by sending the HTTP POST request to the resource URI "{InfluenceDataUpdateNotifyUri}", and the UDR sends a "204 No Content" response to the AF.
8-9.
Upon receipt of the AF request from the UDR, the PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the resource URI "{Notification URI}/update" as described in subclause 5.2.2.2.1. 


If the AF subscribes to UP Path change event, the PCF includes the Notification URI pointing to the NEF and the Notification Correaltion ID (i.e. AF Transaction Internal ID) within the corresponding PCC rule(s) as specified in TS 29.512 [9]. If the AF unsubscribes from UP Path change event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in TS 29.512 [9].
10-13.
These steps are the same as steps 7-10 in Figure 5.5.3.3-1.
*** End of Changes ***
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