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1.
Introduction

With respect to TR 24.885, the following numbering of clauses will be used.
Clause numbering
Content in TR 24.885 will be based on existing MC services specifications. Clauses that are unchanged will be marked as “unchanged”.  Clauses that are impacted by changes because of interconnection will appear in the respective numbered clause as follows:

· For content based upon 3GPP TS 24.379, will be placed in clauses starting with the number 1xx. The clause number in TR 24.885 will be 100 plus the 3GPP TS 24.379 clause number. 
· For content based upon 3GPP TS 24.380, will be placed in clauses starting with the number 2xx. The clause number in TR 24.885 will be 200 plus the 3GPP TS 24.380 clause number. 
· For content based upon 3GPP TS 24.282, will be placed in clauses starting with the number 3xx. The clause number in TR 24.885 will be 300 plus the 3GPP TS 24.282 clause number. 
· For content based upon 3GPP TS 24.481, will be placed in clauses starting with the number 4xx. The clause number in TR 24.885 will be 400 plus the 3GPP TS 24.481 clause number. 
2.
Discussion

The existing clauses in TS 24.379 take into account call flows between a primary and partner MCPTT system; however, these call flows and procedures were created based on the assumption that every MCPTT participating and every MCPTT controlling server in both the primary and partner systems has access to the user profiles of the members of the group. These procedures were created prior to the interconnection feature being added to the stage 2 specifications in TS 23.280 and TS 23.379.
In 3GPP release 15 and release 16, these stage 2 specifications were enhanced to add a new functional entity, called the MC service gateway, which is utilized for call flows between MCPTT servers that reside in different security domains. As described in TS 23.280, clause 7.4.2.3.4:

The MC gateway server provides support for interconnection between a primary MC system and a partner MC system in a different trust domain whilst providing topology hiding. It acts as a proxy for one or more MC service servers in the partner MC system without needing to expose the MC service servers in the primary MC system outside the trusted domain of the primary MC system. It may be a role of an MC service server described in subclause 7.4.2.3.2 of the present document.

The MC gateway server is responsible for relaying signalling control messages and media between MC service servers in the interconnected MC systems.
In general when MCPTT users are homed to different MC systems, each MC system will have its own MCPTT user database that is composed of the MCPTT users that are homed in their respective systems.
The following diagram describes the stage 2 model for interconnection.
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In the diagram MCPTT user database A is comprised of all of the MCPTT users in MCPTT system A. MCPTT user database B is comprised of all of the users in MCPTT system B. MCPTT participating and controlling functions in MCPTT system A only have access to the user profiles of the MCPTT users homed to MCPTT system A. MCPTT participating and controlling functions in MCPTT system B only have access to the user profiles of the MCPTT users homed to MCPTT system B.

2.1
Interconnection for MCPTT group call
By definition, when an MCPTT group is used for interconnection the group is comprised of members from more than one MCPTT system. Using the diagram above, the following scenario describes a group call where the originator is homed in MCPTT system A, but the group is homed to MCPTT system B.
Pre-conditions:

1. Group-B21 is defined in MCPTT system B.

2. Group-B21 is comprised of the following list of MCPTT users:

a. MCPTT users from System A:  UserID-A-16, UserID-A-17, UserID-A-54

b. MCPTT users from System B:  UserID-B-09, UserID-B-19, UserID-B-67

c. MCPTT users UserID-A-17, UserID-A-54, UserID-B-09, UserID-B-19 are affiliated to Group-B21

3. MCPTT user with MCPTT ID UserID-A-17 is the originator of a group call to MCPTT Group-B21
4. Based on configuration, a proxy public service identity corresponding to the group controlling server of Group-B21 has been configured into MCPTT system A. 

5. From the perspective of participating MCPTT function A, this proxy public service identity of Group-B21 points to MCPTT gateway A.
6. From the perspective of MCPTT gateway A, the public service identity of Group-B21 points to MCPTT gateway B.

7. Since MCPTT gateway B and controlling MCPTT function B are in the same system, the public service identity that points to the actual controlling server of Group-B21 is known in the MCPTT servers of MCPTT system B.

8. Controlling MCPTT function B is the group controlling function for Group-B21.

Call flow:

1. The originator of the group call in MCPTT system A initiates a group call to MCPTT Group-B21.
2. The participating MCPTT function A receives the group call request.
3. The participating MCPTT function A does the initial authorization check of the request before sending the group call request to the controlling function for Group-B21.

4. The group call request is sent to MCPTT gateway A because Group-B21 is homed outside of MCPTT system A.

5. MCPTT gateway A sends the group call request to MCPTT gateway B.

6. Signalling messages inside security domain A use security A between MCPTT servers in MCPTT system A.
7. MCPTT gateway B sends the group call request to controlling MCPTT function B.

8. Signalling messages inside security domain B use security B between MCPTT servers in MCPTT system B.

9. Controlling MCPTT function B does the authorization checks for the group call request as defined in TS 24.379.

10. If the authorizations checks are successful, then controlling MCPTT function B does the remaining group call setup to the affiliated members of Group-B21.

Based on the example above, the following observations can be made as to the enhancements that are required to support Interconnection for MCPTT group call in stage 3.
Observations
· New functional element is required:  A new functional element needs to be defined, namely the MCPTT gateway server.
· Support of interconnection for MCPTT group call:  In order to support interconnection as defined in stage 2, the call flows for MCPTT group call need to be enhanced to take into account the scenario when the group controlling MCPTT server and the participating MCPTT server are not in the same system.

· Impacts related to access of the user profile by the group controlling server:  In the existing TS 24.379, the group controlling MCPTT server has access to user profiles for any MCPTT user that is a member of the group. This is shown in step 9 of the call flow above.
2.2
Interconnection for MCPTT private call
In the diagram MCPTT user database A is comprised of all of the MCPTT users in MCPTT system A. MCPTT user database B is comprised of all of the users in MCPTT system B. MCPTT participating and controlling functions in MCPTT system A only have access to the user profiles of the MCPTT users homed to MCPTT system A. MCPTT participating and controlling functions in MCPTT system B only have access to the user profiles of the MCPTT users homed to MCPTT system B.
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By definition, when a private call between two users in different MCPTT systems occurs this is known as interconnection for MCPTT private call. Using the diagram above, the following scenario describes a private call where the originator is homed in MCPTT system A, but the target of the private call is homed to MCPTT system B.

Pre-conditions:

1. MCPTT user UserID-A-16 is defined in MCPTT system A.

2. MCPTT user UserID-B-67 is defined in MCPTT system B.

3. MCPTT user UserID-A-16 in MCPTT system A is the originator of a private call to MCPTT user UserID-B-67 in MCPTT system B.

4. Based on configuration, a proxy public service identity corresponding to the participating MCPTT function of any MCPTT user in system B has been configured into MCPTT system A. 

5. From the perspective of private call controlling MCPTT function A, this proxy public service identity for users in MCPTT system B points to MCPTT gateway A.

6. From the perspective of MCPTT gateway A, the public service identity of the participating MCPTT function for any user in MCPTT system B points to MCPTT gateway B.

7. Since MCPTT gateway B and participating MCPTT function B are in the same system, the public service identity that points to the actual participating function for MCPTT user UserID-B-67 is known in the MCPTT servers of MCPTT system B.

8. Controlling MCPTT function A is the private call controlling function for private calls that originate in MCPTT system A.

Call flow:

1. The originator (UserID-A-16) of a private call in MCPTT system A initiates a private call to target a target (UserID-B-67) in MCPTT system B.

2. The participating MCPTT function A receives the private call request.

3. The participating MCPTT function A does the initial authorization check of the request before sending the private call request to the private call controlling function in MCPTT system A.

4. The controlling MCPTT function A does the authorization checks for the private call request as defined in TS 24.379.

5. The private call request is sent to MCPTT gateway A because the target is homed outside of MCPTT system A.

6. MCPTT gateway A sends the private call request to MCPTT gateway B.

7. Signalling messages inside security domain A use security A between MCPTT servers in MCPTT system A.

8. MCPTT gateway B sends the group call request to the particpating MCPTT function B.

9. Signalling messages inside security domain B use security B between MCPTT servers in MCPTT system B.

10. Participating MCPTT function B sends the private call request to the target MCPTT client (UserID-B-67).

Based on the example above, the following observations can be made as to the enhancements that are required to support Interconnection for MCPTT group call in stage 3.

Observations
· New functional element is required:  A new functional element needs to be defined, namely the MCPTT gateway server.

· Support of interconnection for MCPTT private call:  In order to support interconnection as defined in stage 2, the call flows for MCPTT private call need to be enhanced to take into account the scenario when the private call controlling MCPTT server and the target participating MCPTT server are not in the same system.

· Impacts related to access of the user profile by the private call controlling server:  In the existing TS 24.379, the private call controlling MCPTT server has access to user profiles for any MCPTT user that is the target of MCPTT private call, even if the target is in another MCPTT system. This is shown in step 4 of the call flow above.
3.
Summary
The existing procedures in TS 24.379 assume that user profile access for group calls and user profile access for private calls by the controlling MCPTT function is possible regardless of whether the originator or target of the group/private call is defined in the same system, or defined in another MCPTT system. This assumption is not correct when the group call or private call is between users of two different MCPTT systems as illustrated in the two examples above.
Since the user profile of a user in MCPTT system B is generally not available to a controlling MCPTT function A (in MCPTT system A) there needs to be enhancements made to the procedures in TS 24.379 to realize these interconnection scenarios for release 16.
Solution options:

1. Keep the existing authorization checks which are done by the controlling MCPTT function as is, but create a default user profile for the group for members of the group that are not defined in the MCPTT system where the group is defined.

· Pros:  

i. Allows specification and procedures defined in stage 3 (TS 24.379) that exist today to be backwards compatible for all previous releases.

ii. Allows stage 2 interconnection for group call and private call to be realized with minimal changes.
iii. Assumes enforcement of policy for group and private calls is done within the controlling MCPTT system for the call

· Cons:

i. Keeps the sum of all authorizations checks split across participating and controlling MCPTT servers.

2. Move all existing authorization checks (if possible) which are done by the controlling MCPTT function from the controlling MCPTT function to the participating MCPTT function.

· Pros:  

i. Consolidates the sum of all authorizations at the participating MCPTT servers.

· Cons:

i. Does not allow specification and procedures defined in stage 3 (TS 24.379) that exist today to be backwards compatible with previous releases.

ii. Allows stage 2 interconnection for group call and private call to be realized with significant changes.

iii. Assumes enforcement of policy for group and private calls is done at the partipating MCPTT system for the call, not the controlling MCPTT function.

4.
Proposal

It is proposed that the appropriate pCRs be created to implement the changes to TR 24.885 to realize the solution as described in Option 1 above. These pCRs will be provided for the next CT1 meeting.
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