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1. Introduction
The EN in clause 12.1.3 "it is FFS if both directions are needed." is no longer needed, this contribution removes it.
2. Reason for Change
Clause 12.1.3 describes the procedure for the IWF receiving a SIP MESSAGE confirming that the MCPTT CF received the alert originated by the IWF performing the participating role. For the IWF performing the terminating participating role, there would be no SIP MESSAGE confirmation, confirmations only go to the originator. Therefore, the "other direction" for the procedure is not needed. 
3. Conclusions

The "other direction" for the procedure is not needed and therefore, the Editor's note is not needed. 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.379-101.
* * * First Change * * * *
12.1.3
Receipt of a SIP MESSAGE request indicating successful delivery of emergency notification

Upon receipt of an indication for successful delivery of an emergency notification the IWF performing the terminating participating role:

1)
shall generate an outgoing SIP MESSAGE request to the MCPTT user in accordance with 3GPP TS 24.229 [3] and IETF RFC 3428 [18] and:
a)
shall include in the SIP MESSAGE request all needed Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [5];

b)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to user information of the user homed to the IWF;

c)
shall generate an application/vnd.3gpp.mcptt-info+xml MIME body based on signalling received from the LMR system and include in the outgoing SIP MESSAGE request; and
d)
shall set the P-Asserted-Identity header field of the outgoing SIP MESSAGE request to the public user identity associated with the MCPTT ID of the user homed in the IWF; and

2)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [3].


