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1. Introduction
Remediates EN regarding distinctions of requests.
2. Reason for Change
First change adds the following distinctions to the TS:

SIP INVITE

"SIP INVITE request for controlling MCPTT function of an MCPTT group"
"SIP INVITE request for non-controlling MCPTT function of an MCPTT group" 

"SIP INVITE request for originating participating MCPTT function"

"SIP INVITE request for terminating participating MCPTT function"

"SIP INVITE request for controlling MCPTT function of a private call"

SIP MESSAGE

"SIP MESSAGE request for remotely initiated group call for terminating participating MCPTT function"

"SIP MESSAGE requests for emergency notification for terminating participating MCPTT function"
"SIP MESSAGE request for emergency notification for controlling MCPTT function" [TR removed 's' from 'requests']
Changed headings to align with 3GPP TS 24.379.

Second change removes an 's' from "requests" to be consistent with other distinguishing strings.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.379-101.
* * * First Change * * * *
6.6
IWF server role procedures
6.6.1
Distinction of requests sent to the IWF

6.6.1.1
SIP INVITE request
The IWF needs to distinguish between the following initial SIP INVITE requests for originations and terminations:

-
SIP INVITE requests routed to the IWF performing the participating role as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a public service identity of the IWF performing the participating role that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCPTT function" in the procedures in the present document;

-
SIP INVITE requests routed to the IWF performing the participating role as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI contains a PSI of the IWF performing the terminating participating role. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in the present document;

-
SIP INVITE requests routed to the IWF performing the controlling role as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in the present document;

-
SIP INVITE requests routed to the IWF performing the controlling role as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in the present document; and
-
SIP INVITE requests routed to the IWF performing the non-controlling role of an MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in the present document.
6.6.1.2
SIP MESSAGE request

The IWF needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request". Such requests are known as "SIP MESSAGE request for remotely initiated group call request for controlling MCPTT function";
-
SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call response for controlling MCPTT function".

-
SIP MESSAGE requests routed to the IWF performing the terminating participating role as a result of initial filter criteria with the Request-URI set to the public service identity of the IWF performing the terminating participating role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request" or with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call for terminating participating MCPTT function";

-
SIP MESSAGE requests routed to the IWF performing the terminating participating role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for terminating participating MCPTT function" in the procedures in the present document; and
-
SIP MESSAGE requests routed to the IWF performing the controlling role with the Request-URI set to the public service identity of the IWF and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element containing a <mcptt-Params> element containing an <emergency-ind> element or an <alert-ind> element. Such requests are known as "SIP MESSAGE request for emergency notification for controlling MCPTT function" in the procedures in the present document.
* * * Second Change * * * *
12.1.2
Receipt of a SIP MESSAGE request for emergency notification for terminating LMR user

In the procedures in this clause:

1)
emergency indication in an incoming SIP MESSAGE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
alert indication in an incoming SIP MESSAGE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of a "SIP MESSAGE request for emergency notification for terminating participating MCPTT function", the IWF performing the participating role:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF performing the participating role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [14] and skip the rest of the steps;

NOTE 1:
if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the IWF can by means beyond the scope of this specification choose to accept the request.

2)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP MESSAGE request to determine the terminating target; and
3)
if the terminating target is not served by the IWF the IWF shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response.
NOTE 2: LMR specific signalling is outside the scope of this specification.

The IWF shall generate s SIP 2xx response and follow the procedures specified in 3GPP TS 24.229 [3].

