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1. Introduction

This paper intends to analyze and summarize alternatives that can be used to support SMS transfer when the UE is using Control Plane CIoT EPS optimization. 
2. Discussion
In recent SA2#114 meeting, CR S2-162053 on support for SMS services using CP optimisation has been agreed. It is specified that a UE and MME that support Control Plane CIoT EPS optimisation use the control plane procedures to send/receive SMS messages: 

If the UE and MME use the Control Plane CIoT EPS Optimisation, they can transfer data in NAS PDUs including the EPS Bearer Identity of the PDN connection they relate to. Both the IP and Non IP data types are supported. If the UE and the MME support Control Plane CIoT EPS Optimisation, then for SMS transfer the Service Request procedures defined in clause 5.3.4 are not used for MO and MT SMS, but instead UE and MME shall be using the Data Transport in Control Plane CIoT EPS Optimisation.
Updates in 24.301 are needed to enable support of SMS transfer when Control Plane CIoT EPS optimization is used.

When the UE is in the EMM_CONNECTED mode, existing EMM based uplink and downlink transport of NAS messages procedure can be re-used to transport SMS messages:

Table 8.2.30.1: UPLINK NAS TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Uplink NAS transport message identity
	Message type

9.8
	M
	V
	1

	
	NAS message container
	NAS message container

9.9.3.22
	M
	LV
	3-252


Table 8.2.12.1: DOWNLINK NAS TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Downlink NAS transport message identity
	Message type

9.8
	M
	V
	1

	
	NAS message container
	NAS message container

9.9.3.22
	M
	LV
	3-252


The only update is that the UE when using EPS services with Control Plane CIoT EPS optimization could be in EMM-CONNECTED mode but without any PDN connection and/or data bearers, which is different from the SMS delivery without control plane optimization. 

When the UE is in EMM-IDLE mode and using EPS services with Control Plane CIoT EPS optimization, the normal Service Request procedures is NOT used, i.e. no data bearer establishment. In this case, the following alternatives can be considered when the UE in EMM_IDLE mode needs to send initial SMS message:
Alternative 1). Transport UPLINK NAS TRANSPORT message as initial NAS message
Whenever the UE is in EMM-IDLE mode and needs to transmit an initial NAS message, the UE requests the lower layer to establish a RRC connection. Initial NAS messages trigger RRC connection establishment and transition the UE to EMM-CONNECTED mode. Currently the following messages are designated as initial NAS messages: ATTACH request, DETACH request, TAU request, Service Request, Extended Service Request.
So the simplest option is to reuse the UPLINK NAS TRANSPORT message and make it an initial NAS message. When transfering SMS as initial NAS message, we are essentially using the NAS transport capabilities of RRC and S1-AP protocols. Based on existing RAN specification, there is no restriction on what message can be initial NAS message.  The only impact is eKSI identitier IE needs to be included in the message.  
Alternative 2). Transport SMS in encapsulated Generic message container along with new (Data) Service Request
This is based on existing EMM based generic transport of NAS messages procedure and to introduce a new Generic message container as an IE for the new (Data) Service Request, the container then can be used for transporting both IP/non-IP data and SMS messages by using different service types:
Table 8.2.x.1: DATA SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Data service request message identity
	Message type

9.8
	M
	V
	1

	
	Service type
	Data service type

9.9.3.w
	M
	V
	1/2

	
	NAS key set identifier
	NAS key set identifier
9.9.3.21
	M
	V
	1/2

	
	EPS Bearer Id
	Flow identity
9.9.3.y
	M
	V
	1/2

	
	Release assistance information
	Release assistance information

9.9.3.z
	M
	V
	1/2

	
	Data message container
	Generic message container 

9.9.3.43
	M
	LV-E
	2-n

	D-
	Device properties
	Device properties

9.9.2.0A
	O
	TV
	1


Table 9.9.3.w.1: Data service type information element
	Data service type value (octet 1)

	

	Data service type value

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	mobile originating data transfer

	0
	0
	1
	0
	mobile terminating data transfer

	0
	0
	1
	0
	mobile originating SMS transfer

	

	All other values are reserved.


9.9.3.43
Generic message container

This information element is used to encapsulate the application message transferred between the UE and the network.The generic message container information element is coded as shown in figure 9.9.3.43.1 and table 9.9.3.43.1.

The generic message container is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Generic message container IEI
	octet 1

	Length of generic message container contents
	octet 2

	
	octet 3

	
	octet 4

	Generic message container contents
	

	
	octet n


Figure 9.9.3.43.1: Generic message container information element

Table 9.9.3.43.1: Generic message container information element

	Generic message container contents (octet 4 to octet n); Max value of 65535 octets

	

	The coding of the contents of the generic message container is dependent on the particular application.

	


Note that this approach would mean to reuse the existing EMM transport of NAS messages procedures for transporting IP/non-IP data and SMS messages instead of introducing new ESM data transport procedure when the UE is in EMM-CONNECTED mode (for details, see C1-161996, C1-161974). Appendix A also lists some disadvantages for introducing new ESM data transport procedure for this purpose.

The benefits for this approach can be summarized as follows:

1. Synergized handling for transporting all traffic types (IP, non-IP and SMS) via NAS signalling for initial transfer when the UE is in EMM-IDLE mode, same interface and encoding structure;

2. Allow reuse of existing NAS transport procedures for transporting all traffic types (IP, non-IP and SMS) when the UE is in EMM-CONNECTED mode, less development efforts;

3. Match well with existing functionality split between EMM and ESM functions, no mixed EMM/ESM functionalities.
Alternative 3). Transport SMS in encapsulated NAS message container along with ESM message container in the new (Data) Service Request
This approach is based on tentative agreement from last meeting that new ESM transport procedure is introduced for transporting user IP/non-IP data, therefore a new ESM message container is included as an IE for the new (Data) Service Request (see C1-162325, C1-162166).

If this arrangement is the way forward for user IP/non-IP data transport, then obviously this ESM message cannot be used for transporting SMS messages. Not only because there is already existing procedures for SMS transfer, also for control plane EPS optimization, it is possible that the UE and the network may transport SMS message when there are no PDN connections established at all, so it is totally irrelevant to ESM layer.
One possibility may be to introduce another optional EMM message container IE in the new (Data) Service Request as follows: 

Table 8.2.x.1: DATA SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Data service request message identity
	Message type

9.8
	M
	V
	1

	
	Data service type
	Data service type
9.9.3.XX
	M
	V
	1/2

	
	NAS key set identifier
	NAS key set identifier

9.9.3.21
	M
	V
	1/2

	
	ESM message container
	ESM message container

9.9.3.15
	O
	LV-E
	3-n

	
	SMS message container
	NAS message container 

9.9.3.22
	O
	TLV
	4-253

	57
	EPS bearer context status
	EPS bearer context status

9.9.2.1
	O
	TLV
	4

	D-
	Device properties
	Device properties

9.9.2.0A
	O
	TV
	1


This SMS message container is then used for EMM transport of SMS messages over the NAS signalling.

This approach could work, albeit not very elegant in that two different containers have to be used which do the same thing to transport application level messages across control plane.  

3. Conclusion

It is proposed to discuss the pros and cons of these three solution alternatives and make a decision from a holistic view so that SMS transfer using Control Plane CIoT EPS optimization can be properly supported. 
Currently alternative 3 is provided in C1A160056. 
4. Appendix A
Issues on proposal to use a new ESM message “ESM DATA TRANSPORT” for CIoT data transfer

a) Our spec clearly specifies that ESM functionality is used for two main purposes, EPS bearer context related activation/deactivation/modification, or transaction/resource mgmt. When the UE sends CIoT data (e.g. blood pressure monitoring), it is transparent to the MME, the MME only needs to know how to route the data, the MME will NOT look at the data. The user data itself has nothing to do with EPS bearer context management, and no EPS bearer contexts will be changes as a result of user data transfer. So it is very difficult to be convinced that this CIoT application data transport should naturally be part of ESM functionality. 
b) There has been argument that the benefit for introducing ESM transport is to avoid ESM and EMM functionality split. But first of all, application data transport is not ESM functionality. In addition, the Release assistance information that is to be put inside of an ESM message actually has nothing to do with ESM functionality as well. The Release assistance information is about RRC connection management and clearly EMM functionality, so not only the user data itself does not belong to ESM, but the EMM information is now mixed inside ESM message, which is somewhat contradictory to the CT1 objective to “maintain the split between EMM and ESM functionality”.
c) In comparison, EMM generic NAS transport is a flexible mechanism designed for providing application level transport over NAS signaling and already implemented/available. Similar EMM based NAS transport mechanism is also used to transport SMS messages over NAS signaling. The mechanism fits well with the intended usage of user data transfer for CIoT applications, again it is difficult to be convinced that we should abandon an existing suitable mechanism and instead to invent something new that is functionally NOT well matched for the usage (and mixing of existing functionality).





































































