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1. Reason for Change
The Mission Critical Push To Talk (MCPTT) configuration management protocol specification TS 24.384 needs an overview description of how configuration of MCPTT documents is perfomed.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.384 (Mission Critical Push To Talk (MCPTT) configuration management Protocol specification).
* * * First Change * * * *
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT network: A network infrastructure that supports the MCPTT service.

Offline Configuration: Configuration of the MCPTT UE without connectivity with any MCPTT network. Configuration of the MCPTT UE is achieved using some external device (e.g. a laptop) with some kind of IP connectivity with the MCPTT UE (e.g. over USB, WLAN, Bluetooth, etc). 

Online Configuration: Configuration of the MCPTT UE using the MCPTT network. Configuration of the MCPTT UE is achieved using the network connectivity with the MCPTT UE (e.g. over LTE).

Off-network operation: An MCPTT UE operating without connectivity to an MCPTT network (not even via a relay).
On-network operation: An MCPTT UE operating with connectivity to an MCPTT network including when network connectivity is achieved via a relay.

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC

XDMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [3] apply:

MCPTT administrator

MCPTT UE

MCPTT User Profile
MCPTT service
Mission Critical Push To Talk
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CMC
Configuration Management Client

CMS
Configuration Management Server

FQDN
Fully Qualified Domain Name

GC
General Client

HTTPS
HyperText Transfer Protocol Secure
IP
Internet Protocol

MCPTT
Mission Critical Push To Talk

MO
Management Object

OMA
Open Mobile Alliance
UE
User Equipment 
URI
Uniform Resource Identifier
USB
Univeral Serial Bus

WLAN
Wireless Local Area Network

XDMC
XML Document Management Client
XDMS
XML Document Management Server
XML
eXtensible Markup Language 
4
General


4.1
MCPTT service administrator configuration

An MCPTT service administrator can using an MCPTT UE configure the:
-
MPCTT UE initial configuration document;
-
MPCTT UE configuration document;
-
MPCTT user profile document;
-
MPCTT service configuration document;
-
MPCTT group document.
The format of the MPCTT UE initial configuration document for configuration by an MCPTT service administrator is defined in subclause 7.6.

The format of the MPCTT UE configuration document is defined in subclause 7.3.

The format of the MPCTT user profile document is defined in subclause 7.4.

The format of the MPCTT service configuration document is defined in subclause 7.5.

The format of the MPCTT group document is defined in 3GPP TS 24.381 [5].

To create a new configuration document on the configuration management server the MCPTT UE uses the procedures in subclause 6.3.2.2.
To update an existing configuration document on the configuration management server the MCPTT UE uses the procedures in subclause 6.3.4.2.
To delete an existing configuration document on the configuration management server the MCPTT UE uses the procedures in subclause 6.3.5.2.

To create a new MCPTT group document on the configuration management server the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].

To update an existing MCPTT group document on the configuration management server the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].

To delete an existing MCPTT group document on the configuration management server the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].
4.2
MCPTT UE configuration

4.2.1
Online configuration

In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data from the MPCTT UE initial configuration document, MCPTT UE configuration document, MCPTT user profile document and the MCPTT group document.
The format of the MPCTT UE initial configuration document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT UE configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.3.
The format of the MPCTT user profile document downloaded to the MCPTT UE during online configuration is defined in subclause 7.4.

The format of the MPCTT group document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.381 [5].
Figure 4.2.1-1 shows the MCPTT UE online configuration time sequence.
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Figure 4.2.1-1 MCPTT UE online configuration time sequence 

Upon startup the MCPTT UE bootstraps the required the information (e.g. FQDN or IP address) to locate the server for the MCPTT UE initial configuration managed object (MO). If the MCPTT UE initial configuration MO has changed from the version stored in the MCPTT UE the updated MCPTT UE initial configuration MO is downloaded to the MCPTT UE. 
Editor’s Note:
Where the MCPTT UE bootstraps the required information to locate the server for the MCPTT UE initial configuration managed object (MO) form is FFS.
The MCPTT UE contacts the identity management server using the HTTPS URI stored in initial configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6]. 
The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document, MCPTT user profile document and MCPTT service configuration document using the procedure specified in subclause 6.3.6.2.2 and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the cuurent version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request containing a HTTPS URI of the document. Retrieval by the MCPTT UE, using the notified HTTPS URI, of the MCPTT UE configuration document and MCPTT user profile document is performed as specified in subclause 6.3.3.2.2. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].
NOTE:
The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
4.2.2
Offline configuration

In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data from the MPCTT UE initial configuration document, MCPTT UE configuration document, MCPTT user profile document, MPCTT service configuration document and the MCPTT group document.
The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document and MCPTT user profile document using the procedure specified in subclause 6.3.6.2.2 and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the cuurent version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request containing a HTTPS URI of the document. Retrieval by the MCPTT UE, using the notified HTTPS URI, of the MCPTT UE configuration document and MCPTT user profile document is performed as specified in subclause 6.3.3.2.2. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].

NOTE:
The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
The format of the MPCTT UE initial configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT UE configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT user profile document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT service configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT group document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

4.3
MCPTT server 
The MCPTT server obtains the MCPTT service configuration document that contains the mission critical organisation configured parameters that defined the behaviour of the MCPTT service from the configuration management server. 
The format of the MCPTT service configuration document downloaded to the MCPTT server is defined in subclause 7.5.
The MCPTT server obtains the MCPTT service configuration document that contains the mission critical organisation configured parameters that defined the behaviour of the MCPTT service from the configuration management server. 

The MCPTT server subscribes to the MCPTT service configuration document for each mission critical organisation that is provisioned that is supported by the MCPTT server using the procedure specified in subclause 6.3.6.2.3. How the MCPTT server is provisioned with the identities of the mission critical organisations is out of scope of this specification.

If the MCPTT service configuration document has been updated since the cuurent version stored at the MCPTT server, then the MCPTT server will receive a SIP NOTIFY request containing a HTTPS URI of the MCPTT service configuration document. Retrieval by the MCPTT server, using the notified HTTPS URI, of the MCPTT service configuration document is performed as specified in subclause 6.3.3.2.3.

NOTE:
The MCPTT server can be notified of changes to the MCPTT serviceconfiguration document at any time while operating the MCPTT service. 
The format of the MCPTT service configuration document downloaded to the MCPTT server is defined in subclause 7.5.
4.4
Configuration management server 
Once a MCPTT user profile has been created or updated by the MCPTT UE, the configuration managment server uses the procedures specified in 3GPP TS 29.abc[7] to store MCPTT user profile in the MCPTT user database.
In order to download MCPTT the user profile to a MCPTT UE or to support a MCPTT UE updating the MCPTT user profile, the configuration managment server uses the procedures specified in 3GPP TS 29.abc[7] to obtain the MCPTT user profile from the MCPTT user database.
In order to be notified of changes to a MCPTT user profile that has been subscribed to by a MCPTT UE, the configuration managment server uses the procedures specified in 3GPP TS 29.abc[7] to be notified of changes to the MCPTT user profile stored in the MCPTT user database.

In order to delete MCPTT user profile when requested by a MCPTT UE, the configuration managment server uses the procedures specified in 3GPP TS 29.abc[7] to delete the MCPTT user profile from the MCPTT user database.
Editor's note: The reference to the CT4 specification 3GPP TS 29.abc[7] is FFS.
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