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1. Introduction
As the scope for 24.382 has evolved, additional entities need to be added for the specification. Specifically, the following entities need to be added:

-MCPTT client (user authentication framework)

-Key management client (discussion of the provisioning of key material and content of keying material)
-Key management server (discussion of the provisioning of key material and content of keying material)
-HTTP proxy (discussion of NDS between HTTP proxy and the KMS

2. Reason for Change
These additional entities will need to be referenced in procedures and/or discussions within 24.382. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.382 v0.1.1.
* * * First Change * * * *

5
Entities


5.1
Identity management client
This identity management client acts as the application user agent for MC ID transactions. It interacts with the identity management server. The Identity management client:

-
shall support identity management registration to the identity management server;

-
shall support the MCPTT user authentication framework as specified in 3GPP TS 33.179 [2];
-
shall support a username and password method of authentication as specified in 3GPP TS 33.179 [2]; and
-
may support additional methods of authentication.
5.2
Identity management server
The identity management server is a functional entity that is capable of authenticating the MC ID. It contains the knowledge and means to do authentication by verifying the credentials supplied by the user. The identity management server shall:

-
support identity management registration of the identity management client;

-
support the MCPTT user authentication framework as specified in 3GPP TS 33.179 [2];
-
shall support a username and password method of authentication as specified in 3GPP TS 33.179 [2]; and

-
may support additional methods of authentication.
5.3
Key management client
The key management client acts as the application user agent for key management functions. It interacts with the key management server. The key management client shall support the key management client functionality as specified in 3GPP TS 33.179 [2];
5.4
Key management server
The key management server stores and provides security related information (e.g. encryption keys) to the key management client, group management server and MCPTT server to achieve the security goals of confidentiality and integrity of media and signalling. The key management server shall provide the functionality specified for according to 3GPP TS 33.179 [2].
5.5
MCPTT client
The MCPTT client shall interact with the IdM client as specified in subclause 6.2: 
-
to trigger initiation of the user authentication procedure; and
-
to receive the credentials obtained from the IdM server.

5.6
HTTP proxy
This functional entity acts as the proxy for all hypertext transactions between the HTTP client and HTTP server. The HTTP proxy terminates the TLS session with the HTTP client of the MCPTT UE in order to allow the HTTP client to establish a single TLS session for hypertext transactions with multiple HTTP servers as specified in 3GPP TS 23.179 [8];
The HTTP proxy shall be in the same trust domain as the HTTP clients and HTTP servers that are located within a MCPTT service provider’s network.
* * * Next Change * * * *
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