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1. Introduction
This pCR supplies the functionality for the participating MCPTT function's handling of a received  re-INVITE from the served MCPTT client. Subclause 10.1.2.3.1.2 is chat-specific whereas subclause 6.3.2.1.9 is intended to be general and applicable to other call types.
This subclause is needed to support MCPTT emergency call and emergency alert functionality, although is not specific to either of them and may be used for other purposes as needed. 

2. Reason for Change
This pCR is required to support the handling of SIP re-INVITES generated by the MCPTT client.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.1.1.0.
* * * First Change * * * *

6.3.2.1.9
Generating a SIP re-INVITE request on receipt of a SIP re-INVITE
NOTE:
This subclause is referenced from other procedures.

When generating a SIP re-INVITE request according to 3GPP TS 24.229 [4] on receipt of an incoming SIP re-INVITE request, the participating MCPTT function: 

1)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

2)
shall include the option tag "timer" in the Supported header field;

3)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP re-INVITE;

4)
if the incoming SIP re-INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; 
5)
if the incoming SIP re-INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20];
6)
if the incoming SIP re-INVITE request contained an "application/vnd.3gpp.location-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the "application/vnd.3gpp.location-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20]; and
7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT session.
* * * Next Change * * * *
10.1.2.3.1.2
Reception of a SIP re-INVITE from served MCPTT client
Upon receipt of a SIP re-INVITE request for a served MCPTT client of a chat MCPTT group, the participating MCPTT function shall:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];
NOTE 1:
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info"MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.
2)
shall generate a SIP re-INVITE request as specified in subclause 6.3.2.1.9;
3)
shall include as the contents of the Request-URI the received Request-URI including any uri-parameters present in the received Request-URI;
4)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
Editor's Note [CT1onMCPTT, C1ah-160038]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the participating MCPTT function, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
5)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1; 
6)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and
NOTE 2: the controlling MCPTT function will determine the validity of the Resource-Priority header field.
7)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 11) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall copy the contents received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * Next Change * * * *
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