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1. Introduction
Since the last update to to 24.382, SA3 has progressed its work. Consequently, The Identity Management TS will cover topics that are beyond Identity Management proper, specifically aspects related to key management and LTE authentication. Consequently, the scope section of 3GPP TS 24.382 requires updating to reflect the work of  SA3 as expressed in 3GPP TS 33.279.
2. Reason for Change
Update to the scope section needed to capture the fact that the scope has expanded.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 3GPP TS 24.382 v0.1.1.
* * * First Change * * * *

1
Scope
This document specifies the identity management, authentication and key management protocols needed to support Mission Critical Push To Talk (MCPTT). Identity management applies only to on-network operation.

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

This document is applicable to User Equipment (UE) supporting the identity management client functionality, and to application servers supporting the identity management server functionality.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

