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1
Introduction

Among the procedures related to affiliation documented in TS 23.179, a set of procedures is related to the affiliation change of a user or a set of users by an authorised user. The distinct features of these procedures compared to the (de)-affiliation of a MCPTT client on behalf of itself are the following:
· The authorised user making or requesting the change may not be residing on the same participating function, creating some routing constraints for the messages used.

· The authorised user may perform or request change of affiliation for a set of users/clients instead of a single client.

· The change performed or requested may be a mixture of affiliation nd de-affiliation instead of being limited to a single type of operation;

2
Analysis of remote affiliation change procedures

2.1
Analysis of remote affiliation change procedure – negotiated mode

The negotiated mode for remote affiliation is described by the figure 1 and text from TS 23.179 below.
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Figure 1: Remote change of MCPTT group affiliation – negotiated mode
1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCPTT group or set of MCPTT groups, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCPTT group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.
[Comment. Affiliation change request sent by MCPTT client 1 (which is an authorised user) may be routed to one or more clients/users and may contain several groups and several types of operation (affiliation or de-affiliation). It is not supposed to create a session or a dialog.
Conclusion 1. The affiliation change request sent by the authorised user is a SIP MESSAGE request according to RFC 3248 and RFC 5365 with a URI-list body part and a part describing the required groups/operations.]
2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCPTT group(s). The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.

3.
If the target MCPTT user 2 is authorized to the changes to its affiliated MCPTT group(s), the primary MCPTT server sends the MCPTT group affiliation change request to the MCPTT client 2 of the target MCPTT user 2. 

[Comment. The affiliation change request sent to target user 2 is directed to a single client identified by its public user identity and it contains the groups and types of operation of the original request sent by the authorised user.
Conclusion 2. The affiliation change request sent by the authorised user is a SIP MESSAGE request according to RFC 3248 with a body describing the required groups/operations copied from the original request from the authorised user.]
4.
The MCPTT client 2 notifies the MCPTT group affiliation change request to the target MCPTT user 2 to receive the approval from the user on the proposed changes to the affiliated MCPTT group(s).

NOTE 1:
The procedure is aborted if the target MCPTT user 2 does not respond to the notification within an implementation dependent time.
5. 
If the target MCPTT user 2 provides a response (accept or reject) to the notification, then the MCPTT client 2 sends an MCPTT group affiliation change response to the primary MCPTT server. An response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MCPTT server (see subclause 10.3) as per the MCPTT user 1's requested changes to the target user 2's affiliated group(s). 

NOTE 2:
In the case where the affiliation changes for target user 2 includes MCPTT groups defined in partner MCPTT systems, the primary MCPTT server performs the affiliation or de-affiliation procedures by interacting with the partner MCPTT systems (see subclause 10.3).
6.
The primary MCPTT server sends the MCPTT group affiliation change response to the MCPTT client 1.

If multiple MCPTT groups are included in step 1, and these MCPTT groups belong to different partner MCPTT systems, the primary MCPTT server may wait until all the partner MCPTT systems provides the MCPTT group affiliation change response messages.
[Comment. 
As the (de)-affiliation procedure of step 5 can be asynchronous with the procedure of step 1, the response in step 6 should be a notification according to some previous subscription. This subscription should preferably relate to the affiliation status of the set of MCPTT users/clients that the authorised user is monitoring.
Conclusion 3. The group affiliation change response is a SIP NOTIFY message following a previous subscription by the authorised user of the change of affiliation status of the monitored users. Subscription monitors the status of a set of monitored users with a single subscription.]
2.2
Analysis of remote affiliation change procedure – mandatory mode

The mandatory mode for remote affiliation is described by the figure 2 and text from TS 23.179 below.
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 Figure 2: Remote change of MCPTT group affiliation – mandatory mode
1. When an authorized user requires one or more MCPTT users to change the affiliation to an MCPTT group or set of MCPTT groups, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request with the indication of mandatory mode to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCPTT group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.
[Comment: Affiliation change request sent by MCPTT client 1 (which is an authorised user) is routed to the participating server of the target users and may contain a request for several users, several groups and several types of operation (affiliation or de-affiliation). It is not supposed to create a session or a dialog.

Conclusion 4. The affiliation change request sent by the authorised user is a SIP MESSAGE request according to RFC 3248 with a body describing the required users/groups/operations.]
2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCPTT group(s). The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.

3a.
The primary MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server, then, the MCPTT server subscribes to the group policy from the group management server.

3b.
The primary MCPTT server receives the group policy from the group management server via notification and locally caches the group policy information.

4.
Based on the group policy, the primary MCPTT server checks if the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCPTT group(s). It is possible that the target MCPTT user 2 affiliates to one or several MCPTT groups and also de-affiliates from one or more MCPTT groups. 

5.
If the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCPTT group(s) then the primary MCPTT server stores the new affiliation status of the target MCPTT user 2 for the MCPTT group(s).

6.
The primary MCPTT server updates the group management server with the affiliation status of the MCPTT user 2 for the MCPTT group(s).
7a.
The primary MCPTT server sends the MCPTT group affiliation change request with the indication of mandatory mode to MCPTT client 2 of the target MCPTT user 2. The target MCPTT user 2 receives the latest information about the affiliated MCPTT groups. Further the MCPTT client 2 may subscribe for the affiliated MCPTT groups information with the group management server.

7b. If the target MCPTT user 2 provides a response to the primary MCPTT server.

[Comment: The notification of change of affiliation to the target client is performed by a SIP NOTIFY under the subscription of target client to its own affiliation status document as provided in TS 24.379 subclause 9.2.1.3]

8.
The primary MCPTT server sends the MCPTT group affiliation change response to MCPTT client 1.

NOTE:
Steps 6, 7 and 8 can occur in any order or in parallel.

2.3
Affiliation change procedure triggered by the server owning a group
Affiliation of clients may also be modified by the server owning the group based on notification received from the corresponding GMS. The notification may be triggered by the enabling/disabling of the group, y a regrouping operation or by the creation of a group broadcast group. Consistent to the conclusions of the previous sections, C1-160042 proposes the use of SIP MESSAGE for the transport of the affiliation change from the server owning the group to the participating server. The following conclusion can thus be proposed:
Conclusion 5. The affiliation change request sent by the server owning a group is a SIP MESSAGE request according to RFC 3248 with a body describing the required users/groups/operations.
3
Conclusion
The two modes of remote affiliation procedure and the affiliation change procedure triggered by the server owning the group may be performed with the same procedure using SIP MESSAGE with a common type of body describing the users/clients and operation required. In the case of negotiated mode, an additional body is required for describing the set of recipients, while in all other uses of the SIP MESSAGE request, the request line indicating the target server is sufficient for proper routing of the request.
It is recommended to use SIP MESSAGE with a common type of body for all the considered procedures. It is also recommended that the subscription used for monitoring the affiliation status of users/clients by a remote authorised user allows for the simultaneous monitoring of several users served by the same participating server.
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