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1. Introduction
When a WiFi to CS DRVCC handover call (DRVCC call) occurs, according to TS 23.237 the handover call leg is setup as for an MO call. This means that a number of functionalities applied during the MO call set up will apply for DRVCC Call scenario as well. For example, during an MO call security related functions can be invoked like Authentication, Cyphering, TMSI Reallocation, IMEI Check etc. and additionally subscribed based services like CAMEL, CUG etc. For the latter, CR1237 (CT1 CR) in TS 24.237v13.3.0 introduced the suppression of the subscribed based services for a DRVCC call. 
The following figures provide an overview of a DRVCC call and the functions that can be invoked during the DRVCC call setup.
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Figure 1. DRVCC call
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Figure 1a. CS Registration during a DRVCC call
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Figure 2. Security Related Functions

2. Problem description 
During the setup of a CS call via WiFi access, functionalities like Authentication and Identity Check are normally triggered. Authentication and/or identity check may also be repeated during the DRVCC call setup as this call is setup as MO call. This results in additional delay of the WiFi to CS DRVCC session transfer leading to bad speech quality, or total lost of the WiFi call when the WiFi to CS DRVCC session transfer is significantly delayed.
The frequency of the previous mentioned functionalities in CS can be lowered, so the WiFi to CS DRVCC session transfer can be performed faster, if the MSC knows in advance that the specific MO call setup or even the CS Registration is performed as result of a DRVCC call. The STN cannot be used to inhibit these functions as this number is received during CC SETUP i.e. after Authentication or Identity Check has been performed.
Measurements show these functions to consume 700–1500 msec.
3. Solution
In order to speed up the WiFi to CS DRVCC session transfer, the MSC server may be configured through operator’s policy to lower the frequency of the Authentication, TMSI reallocation and identity check. Key point in order to apply such solution is to identify the call as DRVCC. 

As STN is received late a possible solution would be for the SC UE to indicate to the MSC that the call is due to WiFi to CS DRVCC session transfer. This means that a new flag (similar to CSMO flag) needs to be introduced. 

This new DRVCC Indicator flag will be included in Location Updating Request (if registration prior to WiFi to CS DRVCC session transfer is required) or to CM Service Request related to Mobile Originating Call process. Reception of Location Updating Request
 or CM service request with DRVCC Indicator flag will enable MSC to bypass Authentication, TMSI Reallocation and Identity check procedures, where applicable. 
The gain that can be achieved by the suppression of Authentication, Identity check and TMSI Reallocation is estimated to be up to 20% of the call setup-establishment based on field measurements. 
The usage of STN as a mean to suppress subscription based functionalities will still remain relevant in order to prevent fraud call scenarios e.g. presence of DRVCC indicator in CM Service but lack of STN is CC SETUP.

4. Conclusion
The introduction of DRVCC indicator in CM Service Request or Location Updating Request enabling the skipping of the authentication and security features lead to a faster call setup of the DRVCC call, thus faster transfer of the UE from WiFi to CS.
� The optimization does not apply for the case of Location Update request is due to new registration.
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