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4.1
MCPTT overview


The MCPTT service supports communication between several users (i.e. group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. The MCPTT service also supports private calls between two users. Group calls and private calls can be provided on-network and off-network. In this release of the present document, support is only allowed for MCPTT speech communications.
The present document provides the protocol enhancements to support the MCPTT architectural procedures specified in 3GPP TS 23.179 [3].
For on-network calls, the present document makes use of the existing the IMS procedures specified in 3GPP TS 24.229 [4], and provides new IMS application procedures specific for MCPTT. For on-network group calls, the procedures in the present document allow the use of unicast or multicast bearers.
For off-network calls, the present document utilises the procedures for ProSe direct discovery for public safety and the procedures for one-to-one ProSe direct communication for Public Safety, as specified in 3GPP TS 24.334 [28]. The present document specifies the MCPTT Off-Network Protocol (MONP) and the MONP application procedures.
For on-network and off-network calls, the present document provides support for MCPTT emergency calls, MCPTT imminent-peril calls and MCPTT emergency alerts.

NOTE:
MCPTT emergency calls do not utilise emergency bearers. Instead the EPS bearer priority of a normal bearer is adjusted.
The MCPTT procedures provided by the present document refer to:
-
the floor-control procedures defined in 3GPP TS 24.380[5];
-
the group management procedures defined in 3GPP TS 24.381 [31];
-
the identity management procedures defined in 3GPP TS 24.382 [49];
-
the security procedures defined in 3GPP TS 33.179 [46]; and
-
the PS-PS access transfer procedures procedures defined in 3GPP TS 24.237 [58].
The MCPTT procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.383 [45] and 3GPP TS 24.384 [50].
Codecs and media handling for MCPTT are specified in 3GPP TS 26.179 [xx];
The following procedures are provided within this document:

-
common procedures are specified in clause 6;

-
procedures for registration in the IM CN subsystem and service authorisation are specified in clause 7;
-
procedures for pre-established session establishment, modification and release are specified in clause 8;
-
procedures for affiliation are specified in clause 9;
-
procedures for on-network and off-network group call are specified in clause 10;
-
procedures for on-network and off-network private call are specified in clause 11;
-
procedures for on-network and off-network emergency alert are specified in clause 12;
-
location procedures are specified in clause 13;
-
MBMS transmission usage procedures are specified in clause 14; and
-
MCPTT service continuity procedures are specified in clause 14A.
The MCPTT UE primarily obtains access to the MCPTT service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [yy]. 

***** Next change *****
5.3.1
General
An MCPTT server can perform the controlling role for group calls and private calls as defined in 3GPP TS 23.179 [3].

An MCPTT server can perform the participating role for group calls and private calls as defined in 3GPP TS 23.179 [3].

An MCPTT server can perform a non-controlling role for temporary group calls involving groups from multiple MCPTT systems as specified in 3GPP TS 23.179 [3].
An MCPTT server can perform a non-controlling role for temporary group calls involving groups only from the primary MCPTT system.
An MCPTT server performing the participating role can serve an originating MCPTT user.

An MCPTT server performing the participating role can serve a terminating MCPTT user.

The same MCPTT server can perform the participating role and controlling role for the same group session.
The same MCPTT server can perform the participating role and non-controlling role for the same group session.

When referring to the procedures in the present document for the MCPTT server acting in a participating role for the served user, the term, "participating MCPTT function" is used.

When referring to the procedures in the present document for the MCPTT server acting in a controlling role for the served user, the term "controlling MCPTT function" is used.

When referring to the procedures in the present document for the MCPTT server acting in a non-controlling role for a group call, the term "non-controlling MCPTT function of an MCPTT group" is used.

To be compliant with the procedures in the present document, an MCPTT server shall:

-
support the MCPTT server procedures defined in 3GPP TS 23.179 [3];

-
implement the role of an AS performing 3rd party call control acting as a routing B2BUA as defined in 3GPP TS 24.229 [4];
-
support the GCS AS procedures defined in 3GPP TS 23.468 [57] for unicast delivery, MBMS delivery and service continuity;
-
generate SDP offer and SDP answer in accordance with 3GPP TS 24.229 [4] and subclause 6.3;

-
implement the role of a centralised floor control server and implement the on-network procedures for floor control as specified in 3GPP TS 24.380 [5];

-
for registration and service authorisation, implement the procedures specified in subclause 7.3;

-
for pre-established sessions, implement the procedures specified in subclause 8.2.2, subclause 8.3.2, subclause 8.4.2 and the procedures specified in 3GPP TS 24.380 [5];

-
for affiliation, implement the procedures specified in subclause 9.2.2;

-
for group call functionality (including broadcast, emergency and imminent peril), implement the MCPTT server procedures specified in subclause 10.1; and

-
for private call functionality (including emergency), implement the MCPTT server procedures specified in subclause 11.1.

To be compliant with the procedures in the present document requiring the distribution of private call keying material between MCPTT clients as specified in 3GPP TS 33.179 [46], an MCPTT server shall ensure that the keying material is copied from incoming SIP messages into the outgoing SIP messages.

To be compliant with the procedures for confidentiality protection of XML elements in the present document, the MCPTT server shall implement the procedures specified in subclause 6.6.2.

To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT server shall implement the procedures specified in subclause 6.6.3.


***** Next change *****
6.3.2.1.5.2
Final response

This subclause is referenced from other procedures.
When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

4)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

5)
shall include the option tag "norefersub" in a Supported header field according to rules and procedures of IETF RFC 4488 [22];
6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.2 in 3GPP TS 24.229 [4]; and
7)
if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing SIP 200 (OK) response.

***** Next change *****
6.3.3.1.8
Sending a SIP UPDATE request for Resource-Priority header field correction

This subclause is referenced from other procedures.

This subclause describes the procedures for updating an MCPTT session associated with an MCPTT emergency group call or MCPTT imminent peril group call when the received SIP INVITE request did not include a correctly populated Resource-Priority header field. The procedure is initiated by the controlling MCPTT function for the purpose of providing the correct Resource-Priority header field.
1)
shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4] with the clarifications provided specified in subclause 6.3.3.2.3.1;

2)
shall include the option tag "100rel" in a Require header field in the SIP 183 (Session Progress) response;

3)
shall include in the SIP 183 (Session Progress) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1; and
4)
shall send the SIP 183 (Session Progress) response towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP PRACK request to the SIP 183 (Session Progress) response the controlling MCPTT function:

1)
shall send the SIP 200 (OK) response to the SIP PRACK request according to 3GPP TS 24.229 [4].

2)
shall generate a SIP UPDATE request according to 3GPP TS 24.229 [4] with the following clarifications:


3)
shall include in the SIP UPDATE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1;
4)
if the in-progress emergency group state of the group is set to a value of "true" the controlling MCPTT function shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level designated for MCPTT emergency group call; and
Editor's Note [CT1-onMCPTT, C1ah160039]: need a reference on how the proper namespace priority levels are to be retrieved.
NOTE 1:
This is the case when the sending MCPTT client did not send a Resource-Priority header field populated appropriately to receive emergency-level priority. In this case, the Resource-Priority header field is populated appropriately to provide emergency-level priority.

5)
if the in-progress emergency group state of the group is set to a value of "false" the controlling MCPTT function:

a)
if the in-progress imminent peril state of the group is set to a value of "false", shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level designated for a normal priority MCPTT group call; and

b)
if the in-progress imminent peril state of the group is set to a value of "true", shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level designated for an imminent peril MCPTT group call.
NOTE 2:
This is the case when the sending MCPTT client incorrectly populated a Resource-Priority header field for emergency-level or imminent peril-level priority and the controlling MCPTT function re-populates it as appropriate to an imminent peril level priority or normal priority level.
***** Next change *****
11.0
General

This subclause describes the private call procedures between two MCPTT clients for on-network and off-network.

For on-network, private call procedures with floor control are specified in subclause 11.1.1 and without floor control are specified in subclause 11.1.2.
For on-network, private call procedures are specified for the MCPTT client, the participating MCPTT function and the controlling MCPTT function on the originating side and terminating side.
For off-network, only private call procedures with floor control are specified in subclause 11.2.
For off-network, private call procedures are specified for the MCPTT client on the originating side and terminating side.
For both on-network and off-network private calls, the use of automatic commencement mode and manual commencement mode are specified.
11.1
On-network private call

11.1.1
Private call with floor control
11.1.1.1
General
Subclause 11.1.1 specifies the MCPTT client procedures, participating MCPTT function procedures and controlling MCPTT function procedures for on-network private calls with floor control. The procedures cover both on-demand and pre-established session establishment. The procedures also cover emergency private call initiation, upgrade and cancellation.
***** Next change *****
11.1.2
Private call without floor control


11.1.2.1
General
Subclause 11.1.2 specifies the MCPTT client procedures, participating MCPTT function procedures and controlling MCPTT function procedures for on-network private calls without floor control. The procedures in subclause 11.1.2 refer to the on-network private calls without floor control procedures in subclause 11.1.1 citing the differences.
***** Next change *****
Annex A (informative):
Signalling flows



***** Next change *****
F.1.1
General

This subclause defines XML schema and MIME type for MCPTT information.


***** Next change *****
Annex G (informative):
On-network emergency and imminent peril related states
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