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***** Next change *****
6.6.2.1
General

In general, confidentiality protection is applied to specific XML elements in XML MIME bodies in SIP requests and SIP responses as specified in subclause 4.8 However in the case of SIP REFER requests used for pre-established sessions, confidentiality protection is required for:

the targeted MCPTT ID or MCPTT Group ID, placed in a "uri" attribute of an <entry> element of an application/resource-lists+xml MIME body that is pointed to by a "cid" URL located in the Refer-To header field of the SIP REFER request; and
-
sensitive XML data included in MIME bodies which are placed in the hname "body" URI header field of the URI included in the "uri" attribute of the <entry> element of the application/resource-lists+xml MIME body.
Configuration for applying confidentiality protection is not selective to a specific XML element of the data described in subclause 4.8. If configuration for confidentiality protection is turned on, then all XML elements described in subclause 4.8 are confidentiality protected. If configuration for confidentiality protection is turned off, then no XML content in SIP requests and SIP responses are confidentiality protected.
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