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1 Introduction
Entities in the network may answer to a request with a failure response for different reasons. This may happen for registration request or any other request. 
When the request is rejected by the network, the UE needs to consider this failure response in addition to its own knowledge of the connectivity conditions, session requirements…to decide which action should be performed.
An error response may have different significations depending on the network entity that sent it and the exact reason for which it has been sent.

For the time being, granularity offered to the UE is the set of SIP responses defined by IETF with few means to determine from which entity the failure response comes from or the actual reason of the failure.

SIP responses give a protocol view on why a failure occurred but with time, it has been observed that this view was not sufficient to provide additional information to the UE related to services or applicative reasons. 
The following sections present existing and future needs to illustrate the weakness of the granularity of SIP error responses.
2 Currents needs with existing solutions
2.1 ISUP errors response conveyance

In the past, it has been identified that the granularity of SIP responses was not sufficient to reflect the ISUP Q.850 responses. RFC 6432 has been published in 2011 to cover this need by adding the ISUP error responses within the SIP Reason header filed.

2.2 Emergency service indication
In TS 24.229, it has been defined that a UE receiving a 380 (Alternative Service) response from the P-CSCF to an INVITE request with the response containing an XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" then the UE shall apply its emergency call logic.
2.3 IMS registration indication due to IMS restoration
In case of an originating request, if the UE receives a 504 response with an XML body with the <alternative-service> child element: <type> = "restoration"; and <action> = "initial-registration"; it has been defined that the UE shall initiate a S-CSCF restoration procedures by performing an initial registration.

2.4 RCS use case for Group Chat

For the Group Chat management, RCC.07 defined a usage of the Reason header to be able to distinguish a participant that left voluntarily the group from a user that left the session involuntarily (eg. loss of connectivity).

It this case, the header Reason is added by the UE to provide this indication in the BYE request using the protocol parameter set to ‘SIP’ as in the following example:

Reason:protocol=SIP;cause=200;text="Call completed" => voluntary departure

Reason:protocol=SIP;cause=503;text=”Service Unavailable” => involuntary departure
3 Upcoming and Future needs

The recent discussions have shown that new needs are expressed in particular with the introduction of VoLTE. The following use cases illustrate those emerging needs.
3.1 Extension of the Reason header in TS 24.229 (CR#5612)
During last meeting, it has been expressed the need for a better understanding of release cause events when the UE sends a BYE or CANCEL request.

For this need, it has been decided to extend the Reason header with a new value “release_cause” for the protocol parameter and defined a set of session termination values (eg. media bearer loss, call-setup time-out, user ends call…)

As expressed in this document, these values are used to provide information that is not directly related to SIP protocol but more about functionalities or events coming for an applicative layer.
3.2 CSFB indication for originating calls
From the network failure answers, in some cases it may be useful to apply a CSFB procedure to achieve the request but in some other, a CSFB is not relevant. It would be interesting to have the capability to indicate that a response is compatible with a CSFB so that the UE knows that it is a potential way (even if not the only one or the first one to try).  

In another situation, a CSFB may be requested to achieve a special number routing only available in CS domain.
3.3 Handling of the 403 response

In the current standards, the granularity of the 403 response to an initial registration request may cover different needs:

· From 24.229 (§5.1), reception of a 4xx response leads to the re-attempt procedure following the RFC5626 algorithm.

· It has been observed that in some cases, this procedure is not suitable: in case of a registration attempt from a VPLMN network without roaming agreement, the network will answer a 403 response to the initial registration request. In this case, it is useless or at least not obvious that a re-attempt is the best way to proceed.
3.4 Requests from GSMA/SA2

· In 2015 (nov), GSMA and SA2 requested a recommendation on error response to avoid VoLTE call setup failure when the UE is under weak LTE coverage (esp. indoor) and perform a CSFB instead.
CT1 answered with the following NOTE in TS24.229 (Annex L.5) which does not provide a clear answer to the question:  

NOTE 2:
If the UE has sent an INVITE request including voice codecs, receives a 500 (Server Internal Error) response to this INVITE request containing no Retry-After header field, this response contains a P-Asserted-Identity header field with a value equal to the value of the last entry of the Path header field value received during registration and the UE is attached to both PS and CS domains, the UE can attempt the voice call via the CS domain, e.g. by initiating a service request for CS fallback (see 3GPP TS 24.301 [8J]).

· For this meeting, SA2 sends a request issued from their RobVoLTE study item that illustrate the need to enrich SIP errors for the VoLTE service need: 

VoLTE may require better LTE RSRP compared to data service, which means the LTE radio signal may be good enough for pure data session but may not good enough for VoLTE (i.e, QCI-1). When radio network is configured in such a manner, eNB may trigger SRVCC handover as soon as EPS bearer with QCI-1 is setup. At this point, the VoLTE setup may fail if either UE or IMS does not support bSRVCC or aSRVCC. As a result, call drop rate is increased due to call setup failure. 

3GPP SA2 have agreed Robust Call Setup for VoLTE subscriber in LTE (RobVoLTE) work item to start the normative work with possible impacts to TS 23.228, TS 23.237 and TS 23.292. CT WGs now need to do the core network related work at Stage 3.
4 Discussion
For several use cases it has been used the Reason header field as a way to send complementary information.
In some other cases, the usage of an xml body has been chosen to convey supplementary information inside a SIP response.

· Usage of the Reason header allows an easy reading of the information and existing mechanisms are based on it. There is still a concern about extending the protocol parameter using it in a different way than the RFC3326 definition:

RFC3326: Reason protocols MUST refer to either an ITU-T Recommendation number, an IETF protocol name or the recognized protocol identifier from another standardization organization.
Usage of the Reason header does not permit to add an indication of the entity at the origin of the response.
· Usage of the XML body allows a flexible solution to indicate both why and which entity is at the origin of the error response. The XML body also enables to structure the schema in a per-service type basis. The XML body has the disadvantage to increase the size of the SIP message more than the Reason header.

5  Conclusion
SIP error cause framework do not always provide the required granularity to enable the most appropriate behavior of the functional entity (eg UE, AS…) which receives the failure or release message. 

Some previous needs have already been identified and in the past some dedicated solution were defined for each one. 

At the moment, we see emergence of new needs to provide additional service or application oriented indications that go beyond the basic SIP framework and that introduction of future IMS services may again bring new requirements. 

Addressing these needs and providing, especially UE with all the indications needed to apply the suitable actions, is important to avoid fragmentation in implementations and possible interoperability issues or other side effects.

Instead of case by case solutions, it would be better to have a global discussion and find a generic and flexible future proof solution. 

2 solutions are proposed to be discussed during the CT1 meeting to decide in which direction the work should progress:

· extension of the IMS XML body,

· extension of the Reason header field.

Finally it is proposed to create a Release 14 Work Item in CT1 to handle this work. 
