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4.5.2.12
Actions at the terminating UE
A terminating UE shall support the receipt of one or more P-Asserted-Identity header fields in SIP requests initiating a dialog or standalone transactions.
The UE may support the operator's originating party identity determination policy.
The UE may support being configured with the operator's originating party identity determination policy in the "FromPreferred" leaf node of 3GPP TS 24.417 [xx].
Editor's note [CR#0055, IOC_UE_conf]: Handling of any configuration on UICC related to the operator's originating party identity determination policy is FFS.
If the UE supports the operator's originating party identity determination policy:

1)
if the operator's originating party identity determination policy indicates that the From header field is not used for determination of the originating party identity in OIP service, the UE shall determine that the identity(ies) in the P-Asserted-Identity header field(s) is(are) the originating user identity. If the P-Asserted-Identity header field is absent and the Privacy header field is set to "id", the UE shall determine the originating party identity is anonymized. If the P-Asserted-Identity header field is absent and the Privacy header field is set to "none" or absent, the UE shall determine the originating party identity is unavailable; and
2) 
if the operator's originating party identity determination policy indicates that the identity provided within the From header field is used for determination of the originating party identity in OIP service, then regardless of the presence or absence of the P-Asserted-Identity header field, the UE shall determine that the identity in the From header field is the originating user identity.

NOTE 1:
The UE finds the network-asserted identity(ies) of the originating user in the P-Asserted-Identity header field(s). The UE finds the additional identity in the From header field.

NOTE 2:
If the UE does not support the operator's originating party identity determination policy, it is dependent on the UE implementation whether the additional identity, the network-asserted identity(ies), all or none are presented to the user.

NOTE 3:
It is not guaranteed that the additional identity is trusted.
NOTE 4:
If no P-Asserted-Identity header fields are present, but a Privacy header field was present, then the one or more network-asserted identities of the originating user can have been withheld due to presentation restriction.

NOTE 5:
If neither P-Asserted‑Identity header fields nor a Privacy header field are present, then the network-asserted identities of the originating user can lack availability (due to, for example, interworking with other networks), or the user can be without a subscription to the OIP service.
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