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	Reason for change:
	In the subclause 4.3.17.8.3.3.2 of TS 23.401, for the non-IP PDN connection.
The P-GW performs the IP related operations (e.g. allocates IP address for the PDN connection), but the IP address or IP prefix is not provided to the UE (i.e. SLAAC / Router Advertisements are not performed. DHCP or DHCPv6 are not used). In case of IPv6 the P-GW assigns an Interface Identifier for the PDN connection. The allocated IP address or IPv6 prefix identifies the PDN connection of the UE. The P-GW may inform the MME of the assigned IPv6 prefix for a given UE. However, the UE is not informed about the assigned IPv6 prefix.

NOTE 1:
Whether the P-GW informs S-GW/MME of the assigned IP v6 prefix or not is left to stage 3 decision.

However in the CT4 spec TS 29.274, Table 7.2.2-1.
PDN Address Allocation (PAA) IE in the Create Session Response message, 
For Non-IP PDN connections, the PDN Address and Prefix field shall not be present.
The IE PDN address in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is mandatory and this IE shall be included even if the PDN connection is a non-IP PDN connection and the MME does not have the PDN address.


	
	

	Summary of change:
	The PDN address IE is updated to include the non IP PDN type.
The length of PDN address IE in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is updated.

	
	

	Consequences if not approved:
	The IPv4 or IP v6 prefix is still sent to the UE. This is not aligned with stage2 and would cause non-IP PDN connection does not work.
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***** First change *****
8.3.6.1
Message definition

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	EPS QoS
	EPS quality of service

9.9.4.3
	M
	LV
	2-14

	
	Access point name
	Access point name

9.9.4.1
	M
	LV
	2-101

	
	PDN address
	PDN address

9.9.4.9
	M
	LV
	2-14

	5D
	Transaction identifier
	Transaction identifier

9.9.4.17
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service

9.9.4.12
	O
	TLV
	14-22

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.7
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.13
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.8
	O
	TLV
	3

	5E
	APN-AMBR
	APN aggregate maximum bit rate

9.9.4.2
	O
	TLV
	4-8

	58
	ESM cause
	ESM cause

9.9.4.4
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	B-
	Connectivity type
	Connectivity type

9.9.4.2A
	O
	TV
	1

	C-
	WLAN offload indication
	WLAN offload acceptability
9.9.4.18
	O
	TV
	1

	33
	NBIFOM container
	NBIFOM container
9.9.4.19
	O
	TLV
	3-257

	66
	Header compression configuration
	Header compression configuration

9.9.4.22
	O
	TLV
	6-257

	9-
	Control plane only indication
	Control plane only indication

9.9.4.23
	O
	TV
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.9.4.26
	O
	TLV-E
	4-65538

	6E
	Serving PLMN rate control
	Serving PLMN rate control

9.9.4.28
	O
	TLV
	4


***** Next change *****
9.9.4.9
PDN address

The PDN address information element can assign an IPv4 address to the UE associated with a packet data network and provide the UE with an interface identifier to be used to build the IPv6 link local address.

The PDN address information element is coded as shown in figure 9.9.4.9.1 and table 9.9.4.9.1.

The PDN address is a type 4 information element with minimum length of 3 octets and a maximum length of 15 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDN address IEI
	octet 1

	Length of PDN address contents
	octet 2

	0
	0
	0
	0
	0
	PDN type value
	octet 3

	spare
	
	

	PDN address information


	octet 4

octet 15


Figure 9.9.4.9.1: PDN address information element

Table 9.9.4.9.1: PDN address information element

	PDN type value (octet 3)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	IPv4

	0
	1
	0
	
	IPv6

	0
	1
	1
	
	IPv4v6

	1
	0
	0
	
	non IP

	

	All other values are reserved.

	

	Bit 4 to 8 of octet 3 are spare and shall be coded as zero.

	

	

	PDN address information (octet 4 to 15)

	

	If PDN type value indicates IPv4, the PDN address information in octet 4 to octet 7 contains an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv4 address and bit 1 of octet 7 the least significant bit.

	

	If PDN type value indicates IPv6, the PDN address information in octet 4 to octet 11 contains an IPv6 interface identifier. Bit 8 of octet 4 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit.

	

	If PDN type value indicates IPv4v6, the PDN address information in octet 4 to octet 15 contains an IPv6 interface identifier and an IPv4 address. Bit 8 of octet 4 represents the most significant bit of the IPv6 interface identifier and bit 1 of octet 11 the least significant bit. Bit 8 of octet 12 represents the most significant bit of the IPv4 address and bit 1 of octet 15 the least significant bit.

	

	If PDN type value indicates IPv4 or IPv4v6 and DHCPv4 is to be used to allocate the IPv4 address, the IPv4 address shall be coded as 0.0.0.0.

	

	If PDN type value indicates non IP, the PDN address information field is not included.

	


***** End of changes *****
