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1. Abstract
This paper discusses an issue related to providing GMK and MKFC and proposes a solution.
2. Discussion
2.1 Introduction

In the May 2016 CT1 meeting, it was decided to store the GMK(s) and the MKFC(s) in the <group-key-transport-payload> element(s) of the MCPTT Group document.

Two arguments were provided for this solution:

Arg-1:
storage of the GMK(s) and the MKFC(s) in elements of an XML document stored in XCAP server enables SIP subscription to changes of solely the GMK(s) and the MKFC(s) (instead of requiring an unncessary subscription to the MCPTT group document and piggybacking the GMK(s) and the MKFC(s) in SIP NOTIFY request carrying the MCPTT Group document).

Arg-2:
if the GMK(s) and the MKFC(s) are stored in an MCPTT Group document, then subscription to one group document is sufficient for notification of changes of both the GMK(s) and the MKFC(s) and of the rest of the MCPTT Group document.

Moreover, it was also agreed that the GMK(s) and the MKFC(s) cannot be provided using XCAP, but can be provided using SIP only, due to security requirements.
2.2 Issue

Given that the MCPTT group documents are quite large, it would be advantageous to enable GMS to inform GMC about the changes of the MCPTT group documents by providing SIP NOTIFY request containing only the URL of the modified MCPTT group document and the event type (creation, modification, and removal). The GMC would fetch the modified MCPTT group document using XCAP. See "no-patching" mode in RFC5875.
The advantage of the above is that the SIP NOTIFY requests are small.
However, given that the GMK(s) and the MKFC(s) can be provided using SIP only, the method above does not provide consistent results. 
In order to get complete MCPTT Group document, the GMC must either get the entire MCPTT group document via SIP (and thus generating quite large SIP NOTIFY requests) or the GMC must:

1)
separately subscribe for the MCPTT group document and for the <group-key-transport-payload> element (containing the the GMK(s) and the MKFC(s)) of the MCPTT Group document (i.e. the Arg-2 is no longer valid);

2)
if notified that the MCPTT group document is modified, retrieve the MCPTT group document using XCAP and locally insert the <group-key-transport-payload> element previously received via SIP into the retrieved MCPTT group document.
3)
if notified about a new value of the <group-key-transport-payload> element of an MCPTT group document, replace the <group-key-transport-payload> element in the locally cached MCPTT group document with the received <group-key-transport-payload> element.
Such procedure is likely to generate errors.
2.3 Proposed solution

It is proposed to define a new XCAP application usage, accessible using SIP only, with XML documents containing the GMK(s) and the MKFC(s) of the MCPTT group. 

If the MCPTT group is a constituent MCPTT group of a temporary MCPTT group, this new document would also contain the GMK(s) and the MKFC(s) of the temporary MCPTT group.
3. Proposal

It is proposed to discuss the issue and the solution above.
