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1
Overall description
CT1 discussed stage-3 specification of Group management server (GMS) determination of MCPTT ID of a sender of HTTP requests and SIP requests.
CT1 believes that GMS is expected to derive the MCPTT ID of a sender of HTTP requests and SIP requests from access token provided by Group management client (GMC).

CT1 identified that an asserted IMPU of the sender of the HTTP request is not provided on HTTP-2 reference points and thus:

-
GMS cannot associate HTTP requests using an IMPU; and

-
GMS cannot associate a SIP request with an earlier HTTP request using an IMPU.

CT1 assumes that GMC needs to provide the access token to GMS in every HTTP request and every initial SIP SUBSCRIBE request.

2
Actions
To SA3
ACTION: 
CT1 would like to ask SA3 to evaluate and to confirm CT1 assumption and update SA3 specifications if found appropriate.
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 99
25-29 July 2016
Tenerife, Spain
TSG CT WG1 Meeting 100
17-21 October 2016
TBD, P.R. of China
