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	Reason for change:
	Stage 2 specifications in C4-162252 require that:

· the ePDG locally release the NBIFOM PDN connection upon receiving release from the PGW with cause "local release"; and
· the UE locally release the NBIFOM PDN connection over untrusted WLAN upon receiving the connection release over the 3GPP access with cause "reactivation requested". 
 The procedures for the local release by the UE and the ePDG need to be clarified.
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***** Next change *****
7.2.4.x
Local tunnel disconnection initiated via 3GPP access
A PDN connection over untrusted WLAN over S2b can be released locally in the UE, i.e. without any peer-to-peer signalling between the ePDG and the UE, based on the trigger received via 3GPP access. This can happen, for example, during the P-CSCF restoration procedure for NBIFOM PDN connections (see 3GPP TS 23.380 [66]). In this case, the UE shall perform local disconnection of the IPSec tunnel associated with the PDN connection that needs to be released, as follows:
Upon receiving over the 3GPP access:

-
a DEACTIVATE EPS BEARER CONTEXT REQUEST message with the EPS bearer context of a default EPS bearer context and ESM cause #39 "reactivation requested" (see 3GPP TS 24.301 [10]); or

-
a DETACH REQUEST message with the detach type "re-attach required" (see 3GPP TS 24.301 [10])

to release the resources for a PDN connection over the 3GPP access, the UE shall: 

a)
close the related IKEv2 security association for the IPsec tunnel associated with this PDN connection; and

b)
consider that the ePDG is no longer responding (see RFC 5996 [28]) and not send any messages to the ePDG.
***** Next change *****
7.4.3.x
Local tunnel disconnection initiated by PGW
A PDN connection over untrusted WLAN over S2b can be released locally in the ePDG, i.e. without any peer-to-peer signalling between the ePDG and the UE, based on the trigger received from the PGW. This can happen, for example, during the P-CSCF restoration procedure for NBIFOM PDN connections (see 3GPP TS 23.380 [66]). In this case, the ePDG shall perform local disconnection of the IPSec tunnel associated with the PDN connection that needs to be released, as follows:
Upon receiving a request from PGW to release the resources for a PDN connection with cause "local release" (see 3GPP TS 29.274 [50]) the ePDG shall:
a)
close the related IKEv2 security association for the IPsec tunnel associated with this PDN connection; and

b)
consider that the UE is no longer responding (see RFC 5996 [28]) and not send any messages to the UE.
***** No more changes *****
