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1
Problem statement

Application Servers (AS) interacting with the core network over ISC Reference point typically implement end user services among other things. The S-CSCF invokes end-user services over the ISC interface according to configured iFCs for the registered IMPU.

Every service, and  AS hosting the different business/service logic may require different actions and behaviour by the S-CSCF under certain conditions and events; for example, execution of different timers under certain failure conditions, selective re-authentication of users before accessing the service, AS instance caching for certain services, etc. However, the S-CSCF is service agnostic, and hence it applies the same logic for all events, and cannot have a differentiated behaviour for the same event experienced by different services. This can result in bad user experience, such as long ringing time as an example. It would be desirable to instruct the S-CSCF how to behave under different events, so the CSCF behaviour can be tailored according to the AS and business needs, hence resulting in a better user experience.

The following example is a simple illustration of a scenario that highlights the need to apply different S-CSCF behaviours depending on the specifics of each Service/Application Server under certain events.

A service is offered by an AS in many foreign countries, and each operator has a local/regional SIP Front-End but the service logic is centralized in a Service Logic Back-End (shown in figure 1 as SIP FE and Service Logic BE). This implementation may cause unusual (but existing) scenarios of failure due to a generic logic applied for the IMS subscription.
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Figure 1. Generic timer per IMS subscription problem
Detailed steps:

1.- 
User A initiates a call.

2.- 
The S-CSCF triggers the AS (server by SIP-FE and SIP-BE) after executing the User A corresponding iFC (Initial Filter Criteria). 

3.- 
Pre-configured failover timer is started in the S-CSCF.

4.- 
SIP FE in the AS returns SIP 100 trying (failover timer is expired to stop retransmissions of SIP INVITE)

5-6.-
The S-CSCF starts response timer (if not final response is received the request is rejected/progressed, depending on the IFC configuration). The minimum value allowed for this timer (timer C) according to standards (IETF RFC 3261) is 3 minutes.

7-9.- The SIP FE in the AS attempts unsuccessfully a service request from the AS BE (e.g. due to connectivity problems between different geographical regions where the FE and the BE are located).

10.- The response is not received during 3 minutes. 

11.-
S-CSCF cancels the request when timer C expires after 3 minutes.
In short, when any communication failure occurs between SIP FE and Service Logic BE, the SIP transactions are kept for 3 minutes which results in bad user experience. If the AS can have a rule that instructs the S-CSCF to route the session to a different destination (for an announcement) to the originator after a certain timeout with no response from the AS or just continue with the session, then user experience would be greatly enhanced.  

2
Proposal
To mitigate the above short comings and provide enough flexibility for operators to deal with these diverse needs, there is a need to support a mechanism that allows different rules for different events to be applied by the S- CSCF for each Service/AS that is invoked, while keeping the S-CSCF service agnostic.  

These rules per Service/Application Service can be provided to the S-CSCF; as part of the iFC downloaded to the S-CSCF at successful IMPU registration, and that can be configured in HSS. 

The HSS should support the optional capability to configure for every service and/or every AS defined in an iFC, the rules to apply under different events than the S-CSCF can encounter when the service is triggered.
These configurable rules for each new Service/AS class can cover various actions to be performed by the S-CSCF under different conditions. Examples are:

· Different timers (see example) can be applied to handle service failure issues for a Service/AS.

· The CSCF to ignore delayed requests/responses from a Service/AS that timed out.

· The frequency for receiving a third party Registration regardless of UE registration and/or Re-registrations.
