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***** Next change *****
6.3.13.1
General

This procedure enables the GMC or MCPTT server to subscribe to notification of changes of a group document in GMS.
The confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client apply for GMC.

The confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT server apply for GMS.
***** Next change *****
6.3.13.2.1
General client (GC) procedures

In order to subscribe to notification of changes of an MCPTT group document, a GC shall send a SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [4] and IETF RFC 5875 [rfc5875]. . In the SIP SUBSCRIBE request, the GC:






a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the GC shall include the <mcptt-request-uri> element set to MCPTT Group ID; and

b)
shall include an Accept header field with the value "application/xcap-diff+xml".

***** Next change *****
6.3.13.2.2
Group management client (GMC) procedures

In order to subscribe to notification of changes of an MCPTT group document, a GMC shall perform the procedures in subclause 6.3.13.2.1 specified for GC. Additionally, in the SIP SUBSCRIBE request, the GMC:

a)
shall set the Request-URI to the configured public service identity of the GMS serving the MCPTT user;

b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body the <mcptt-access-token> element set to the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [49]; and
c)
if identity hiding is required:

1)
shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [5].
***** Next change *****
6.3.13.2.3
MCPTT server procedures

In order to subscribe to notification of changes of an MCPTT group document, an MCPTT server shall perform the procedures in subclause 6.3.13.2.1 specified for GC. Additionally, in the SIP SUBSCRIBE request, the MCPTT server:

a)
shall set the Request-URI to the configured public service identity of the GMS serving the MCPTT server; and
b)
shall include a P-Asserted-Identity header field containing the public service identity of the MCPTT server.
***** Next change *****
6.3.13.3
Group management server (GMS) procedures
6.3.13.3.1
General

The GMS procedures consist of:

a)
procedures of GMS serving the MCPTT user; and

b)
procedures of GMS owning the MCPTT group.

6.3.13.3.2
Procedures of GMS serving the MCPTT user
6.3.13.3.2.1
General
The procedures of GMS serving the MCPTT user consist of:

a)
a GMC originated subscription request receiving procedure.
6.3.13.3.2.2
Stored information
The GMS:

a)
shall be configured with own public service identity of the GMS serving the MCPTT user; and
b)
shall be configured with the public service identities of the GMSs owning the MCPTT groups, associated with MCPTT group IDs.
6.3.13.3.2.3
Receiving subscription request procedure
Upon reception of a SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to a public service identity of the GMS serving the MCPTT user;
c)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> element; and

d)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-access-token> element;

the GMS:

a)
if an <EncryptedData> XML tag is not available in the received application/vnd.3gpp.mcpttinfo+xml MIME body, shall identify the originating MCPTT ID from <mcptt-access-token> element received in the application/vnd.3gpp.mcpttinfo+xml MIME body;

b)
if an <EncryptedData> XML tag is available in the received application/vnd.3gpp.mcpttinfo+xml MIME body, shall decrypt the received encrypted access-token in <mcptt-access-token> using the CSK received in an application/mikey MIME body of the SIP SUBSCRIBE request as specified in 3GPP TS 24.379 [5] and shall identify the originating MCPTT ID from the decrypted value;

c)
if the originating MCPTT ID is not authorized MCPTT user, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
d)
shall identify the target MCPTT Group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request;

e)
shall generate a SIP SUBSCRIBE request from the received SIP SUBSCRIBE request. In the generated SIP SUBSCRIBE request, the GMS:

1)
shall set the Request-URI to the public service identity of the GMS owning the MCPTT group, associated with the target MCPTT group ID; 

2)
shall include a P-Asserted-Identity header field containing the public service identity of the GMS serving the MCPTT user; and
3)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the GMS:

A)
shall include the <mcptt-request-uri> element set to the target MCPTT Group ID; and

B)
shall include the <mcptt-calling-user-id> element set to the originating MCPTT ID; and

4)
shall include other signalling elements from the received SIP SUBSCRIBE request; and

f)
shall send the generated SIP SUBSCRIBE request according to 3GPP TS 24.229 [r24229].

The GMS shall forward SIP responses to the SIP SUBSCRIBE request, SIP NOTIFY requests and SIP responses to SIP NOTIFY requests. In the SIP NOTIFY request, if identity hiding is required, the GMS shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT server.
6.3.13.3.3
Procedures of GMS owning the MCPTT group
6.3.13.3.3.1
General
The procedures of GMS owning the MCPTT user consist of:

a)
a GMC originated subscription request handling procedure; and
b)
an MCPTT server originated subscription request handling procedure;
6.3.13.3.3.2
Stored information

The GMS:

a)
shall be configured with own public service identity of the GMS owning the MCPTT group;

b)
shall be configured with the public service identities of the GMSs serving the MCPTT users; and
c)
shall be configured with the public service identities of the MCPTT servers.
6.3.13.3.3.3
GMC originated subscription request handling procedure
Upon reception of a SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to a public service identity of the GMS owning the MCPTT group;
c)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> element and the <mcptt-calling-user-id> element; and

d)
with the P-Asserted-Identity header field containing a public service identity of a GMS serving an MCPTT user;

the GMS:

a)
shall identify the target MCPTT Group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request;

b)
shall identify the originating MCPTT ID from public user identity in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request; 

c)
if the originating MCPTT ID is not a member of the MCPTT group and is not an authorized MCPTT user, shall reject the SIP SUBSCRIBE request with 403 (Forbidden) response and shall not continue with the rest of the steps; and

d)
shall provide notification for the group document defining the target MCPTT Group ID according to the 3GPP TS 24.229 [4] and IETF RFC 5875 [rfc5875].
6.3.13.3.3.4
MCPTT server originated subscription request handling procedure
Upon reception of a SIP SUBSCRIBE request:

a)
with the Event header field set to xcap-diff;

b)
with the Request-URI set to a public service identity of the GMS owning the MCPTT group;
c)
with an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> element; and

d)
with the P-Asserted-Identity header field containing a public service identity of an MCPTT server;

the GMS:

a)
shall identify the target MCPTT Group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request; and

b)
shall provide notification for the group document defining the target MCPTT Group ID according to the 3GPP TS 24.229 [4] and IETF RFC 5875 [rfc5875].


