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FIRST CHANGE

1
Scope

This document specifies the configuration management documents and protocols needed to support Mission Critical Push To Talk (MCPTT) online configuration over the CSC-4 and CSC-5 reference points. Configuration management documents defined in this document includes:

MCPTT UE initial configuration document;

MCPTT UE configuration document;

MCPTT user profile configuration document; and

MCPTT service configuration document.

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

This document is applicable to an MCPTT UE supporting the configuration management client functionality, to application server supporting the configuration management server functionality, and to application server supporting the MCPTT server functionality.

NEXT CHANGE

4
General

4.1
MCPTT service administrator configuration

An MCPTT service administrator can, using an MCPTT UE configure the:

-
MPCTT UE initial configuration document;

-
MPCTT UE configuration document;

-
MPCTT user profile configuration document;

-
MPCTT service configuration document; and
-
MPCTT group document.

The format of the MPCTT UE initial configuration document for configuration by an MCPTT service administrator is defined in subclause 7.2.

The format of the MPCTT UE configuration document is defined in subclause 7.3.

The format of the MPCTT user profile configuration document is defined in subclause 7.4.

The format of the MPCTT service configuration document is defined in subclause 7.5.

The format of the MPCTT group document is defined in 3GPP TS 24.381 [5].

To create a new configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.2.2.

To update an existing configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.4.2.

To delete an existing configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.5.2.

To create a new MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].

To update an existing MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].

To delete an existing MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].
4.2
MCPTT UE configuration

4.2.1
Online configuration

In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data from the MPCTT UE initial configuration document, the MCPTT UE configuration document, the MCPTT user profile configuration document and the MCPTT group document.

The format of the MPCTT UE initial configuration document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT UE configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.3.

The format of the MPCTT user profile configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.4.

The format of the MPCTT group document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.381 [5].

Figure 4.2.1-1 shows the MCPTT UE online configuration time sequence.
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Figure 4.2.1-1 MCPTT UE online configuration time sequence

Upon startup the MCPTT UE bootstraps the required information (e.g. FQDN or IP address) to locate the server for the MCPTT UE initial configuration managed object (MO). If the MCPTT UE initial configuration MO has changed from the version stored in the MCPTT UE, the updated MCPTT UE initial configuration MO is downloaded to the MCPTT UE. 

Editor’s Note:
Where the MCPTT UE bootstraps the required information to locate the server for the MCPTT UE initial configuration managed object (MO) form is FFS.

The MCPTT UE contacts the identity management server using the HTTPS URI stored in the MCPTT UE initial configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6].

The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document, the MCPTT user profile configuration document and the MCPTT service configuration document using the procedure specified in subclause 6.1.2.1.2 of OMA OMA-TS-XDM_Core-V2_1 [2] "XDMC" (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies in accordance with OMA OMA-TS-XDM_Core-V2_1 [2]. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].

NOTE:
The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
4.2.2
Offline configuration

In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data from the MPCTT UE initial configuration document, the MCPTT UE configuration document, the MCPTT user profile document, the MPCTT service configuration document and the MCPTT group document.

The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document and MCPTT user profile document using the procedure specified in subclause 6.3.13.2.2 and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request containing an HTTPS URI of the document. Retrieval by the MCPTT UE, using the notified HTTPS URI, of the MCPTT UE configuration document and MCPTT user profile document is performed as specified in subclause 6.3.3.2.2. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].

NOTE:
The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
The format of the MPCTT UE initial configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT UE configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT user profile configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT service configuration document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

The format of the MPCTT group document downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].

NEXT CHANGE

4.4
Configuration management server

Once an MCPTT User Profile configuration document has been created or updated by the MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to store MCPTT user profile configuration document as the user profile in the MCPTT user database.
In order to download MCPTT the user profile configuration document to an MCPTT UE or to support an MCPTT UE updating the MCPTT user profile configuration document, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to obtain the MCPTT user profile from the MCPTT user database.

In order to be notified of changes to an MCPTT user profile configuration document that have been subscribed to by an MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to be notified of changes to the MCPTT user profile stored in the MCPTT user database.

In order to delete the MCPTT user profile when requested by an MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to delete the MCPTT user profile from the MCPTT user database.

NEXT CHANGE

7
Configuration management documents

7.1
Introduction

This subclause defines the structure, default document namespace, AUID, XML schema, MIME type, validation constraints and data semantics of the following documents: 
MCPTT UE initial configuration document;

MCPTT UE configuration document;

MCPTT user profile configuration document; and

MCPTT service configuration document.

NEXT CHANGE

7.4
MCPTT user profile configuration document

7.4.1
General
The user profile configuration document is specified in this subclause. The MCPTT user profile configuration document content is based on requirements of Annex B.3 of 3GPP TS 23.179 [8], and structure and procedures of OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT user profile in the MCPTT service is described in 3GPP TS 24.379 [9]. The schema definition is provided in subclause 7.4.2.
7.4.2
Coding

7.4.2.1 Structure

The userprofile configuration document structure is specified in this subclause.

The <user-profile> document:

1)
shall include an "XUI-URI" attribute that contains the XUI of the user for whom this user profile configuration document is intended;
2)
shall include a "user-profile-index" attribute that indicates the particular user profile configuration document in the collection;
3)
may include any other attribute for the purposes of extensibility;

4)
may include one <ProfileName> element specifying the name of the user profile configuration document;
5)
may include zero or more <common> elements, each of which:
a)
shall have an "index" attribute for uniqueness purposes;
b)
shall include one <UserAlias> element containing one or more <alias-entry> elements, each indicating an alphanumeric alias of the user. Each <alias-entry> element shall have an ‘index’ attribute for uniqueness purposes;
c)
shall include one <MCPTTUserID> element that contains a <uri-entry> that contains the MCPTT User ID , which is a URI, and may contain a <display-name> element with a human readable name;
d)
shall include one <MaxAffiliations> element indicating the maximum number of group affiliations of the user;
e)
shall include one <PrivateCall> element. The <PrivateCall> element contains one or more <entry> elements indicating users who can be called in a private call. Each <entry> element shall contain a <uri-entry> element containing either a SIP URI or a TEL URI set to a valid user address, and may contain a <display-name> child string element containing a human readable name;
f)
shall contain one <MCPTT-group-call> element containing:
i)
one <MaxCalls> element indicating the maximum number of simultaneously received group calls;
ii)
one <MaxTransmissions> element indicating the maximum number of simultaneous transmissions received in one group call;
iii)
one <EmergencyCall> element containing:
A)
one <MCPTTGroupInitiation> element indicating the group to be used for initiation of an MCPTT emergency group call. The <MCPTTGroupInitiation> element shall contain a <uri-entry> element containing an MCPTT Group Identity, which is a URI, and may contain a <display-name> string element containing a human readable name of the group; and
B)
one <Recipient> element containing one or more <entry> element, each containing a <uri-entry> element containing either a SIP URI or TEL URI of a recipient for an emergency private call, and may contain a <display-name> string element. Each <entry> element shall have an "index" attribute;
iv)
one <ImminentPerilCall> element containing:
A)
one <MCPTTGroupInitiation> element containing a <uri-entry> element containing the MCPTT Group ID, which is a URI, to be used for initiation of an MCPTT imminent peril group call, and may contain a <display-name> with a human readable name of the group; and
v)
one <EmergencyAlert> element containing:
A)
a <Recipient> element containing a list of <entry> elements containing a <uri-entry> element containing either a SIP URI or TEL URI of a recipient for an emergency alert, and may contain a <display-name> string element containing a human readable name. Each <entry> element shall have an "index" attribute; and
g)
shall contain one <Priority> element indicating the priority for the user initiating or receiving calls;
6)
shall include zero or more <OffNetwork> elements each of which:
a)
shall have an "index" attribute for uniqueness purposes; and
b)
shall include one or more <MCPTTGroupInfo> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID, and may contain a <display-name> element with a human readable name of the group. Each <MCPTTGroupInfo> and each <entry> element shall have an "index" attribute;
7)
shall include zero or more <OnNetwork> elements each of which:
a)
shall have an "index" attribute for uniqueness purposes;
b)
shall include one or more <MCPTTGroupInfo> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID, and may contain a <display-name> element with a human readable name of the group. Each <MCPTTGroupInfo> and each <entry> element shall have an "index" attribute;
c)
shall include one User Info ID containing a URI in accordance with 3GPP TS 24.333 [12];
d)
shall include one <MaxAffiliations> element indicating the maximum number of group affiliations of the user; and
e)
shall include one or more <ImplicitAffiliations> elements, each containing one or more <entry> elements. Each <entry> element shall contain a <uri-entry> element with an MCPTT Group ID to which the MCPTT user requests to be implicitly affiliated. Each <entry> element may contain a <display-name> element with a human readable name of the group. Each <ImplicitAffiliations> and each <entry> element shall have an "index" attribute;
8)
a <ruleset> element conforming to IETF RFC 4745 [13] containing a sequence of zero or more <rule> elements:
a)
the <conditions> of a <rule> element may include the <identity> element as described in IETF RFC 4745 [13]; 

b)
the <actions> child element of any <rule> element may contain:

i)
an <allow-private-call> element indicating the user is authorized to make a private call;
ii)
an <allow-manual-commencement> element indicating the user is authorized to make a private call with manual commencement;
iii)
an <allow-automatic-commencement> element indicating the user is authorized to make a private call with automatic commencement;
iv)
an <allow-force-auto-answer> element indicating the user is authorized to force automatic answer for a private call;
v)
an <allow-failure-restriction> element indicating the user is authorized to restrict notification of a call failure reason for a private call;
vi)
an <allow-emergency-group-call> element indicating the user is authorized to make an emergency group call;
vii)
an <allow-emergency-private-call> element indicating the user is authorized to make an emergency private call;
viii)
an <allow-cancel-group-emergency> element indicating the user is authorized to cancel an emergency with this group;
ix)
an <allow-cancel-private-emergency-call> element indicating the user is authorized to cancel a private emergency call;
x)
an <allow-imminent-peril-call> element indicating the user is authorized to make an imminent peril group call;
xi)
an <allow-cancel-imminent-peril> element indicating the user is authorized to cancel an imminent peril group call;
xii)
an <allow-activate-emergency-alert> element indicating the user is authorized to activate an emergency alert;
xii)
an <allow-cancel-emergency-alert> element indicating the user is authorized to cancel an emergency alert;
xiv)an <allow-offnetwork> element indicating the user is authorized for off-network services; and
xv)
an <allow-imminent-peril-change> element that indicates the user is authorized to change an off-network group call in progress to an off-network imminent peril group call; and
9)
may include any other element for the purposes of extensibility.

NEXT CHANGE

7.4.2.3
XML Schema

The userprofile configuration document shall be composed according to the following XML schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 


xmlns="urn:3gpp:mcptt:user-profile"


xmlns:xs="http://www.w3.org/2001/XMLSchema"


targetNamespace="urn:3gpp:mcptt:user-profile"


elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:import namespace="http://www.w3.org/XML/1998/namespace"


schemaLocation="http://www.w3.org/2001/xml.xsd"/>

<xs:element name="user-profile">


<xs:complexType>



<xs:choice minOccurs="1" maxOccurs="unbounded">




<xs:element name="ProfileName" type="ProfileNameType"/>




<xs:element name="Common" type="CommonType"/>




<xs:element name="OffNetwork" type="OffNetworkType"/>




<xs:element name="OnNetwork" type="OnNetworkType"/>




<xs:any namespace="##other" processContents="lax"/>



</xs:choice>



<xs:attribute name="XUI-URI" type="xs:anyURI" use="required"/>


<xs:attribute name="user-profile-index" type="xs:anyURI" use="required"/>


<xs:anyAttribute processContents="lax"/>


</xs:complexType>

</xs:element>
<xs:complexType name="ProfileNameType">


<xs:simpleContent>



<xs:extension base="xs:token">




<xs:attribute ref="xml:lang"/>



</xs:extension>


</xs:simpleContent>

</xs:complexType>

<xs:complexType name="CommonType">



<xs:choice minOccurs="1" maxOccurs="unbounded">



<xs:element name="UserAlias" type="UserAliasType"/>



<xs:element name="MCPTTUserID" type="EntryType"/>



<xs:element name="MaxAffililations" type="xs:nonNegativeInteger"/>



<xs:element name="PrivateCall" type="ListEntryType"/>



<xs:element name="MCPTT-group-call" type="MCPTTGroupCallType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="UserAliasType">


<xs:choice minOccurs="0" maxOccurs="unbounded">



<xs:element name="alias-entry" type="AliasEntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:attributeGroup ref="IndexType"/>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="AliasEntryType">


<xs:simpleContent>



<xs:extension base="xs:token">




<xs:attributeGroup ref="IndexType"/>




<xs:attribute ref="xml:lang"/>



</xs:extension>


</xs:simpleContent>

</xs:complexType>

<xs:complexType name="ListEntryType">


<xs:choice minOccurs="0" maxOccurs="unbounded">



<xs:element name="entry" type="EntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:attribute ref="xml:lang"/>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="EntryType">


<xs:sequence>



<xs:element name="uri-entry" type="xs:anyURI"/>



<xs:element name="display-name" type="DisplayNameElementType" minOccurs="0" maxOccurs="1"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:sequence>


<xs:attributeGroup ref="IndexType"/>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>
<xs:complexType name="DisplayNameElementType">


<xs:simpleContent>



<xs:extension base="xs:string">




<xs:attribute ref="xml:lang"/>




<xs:anyAttribute processContents="lax"/>



</xs:extension>


</xs:simpleContent>

</xs:complexType>

<xs:complexType name="MCPTTGroupCallType">



<xs:choice minOccurs="0" maxOccurs="unbounded">



<xs:element name="MaxCalls" type="xs:positiveInteger"/>



<xs:element name="MaxTransmissions" type="xs:positiveInteger"/>



<xs:element name="EmergencyCall" type="EmergencyCallType"/>



<xs:element name="ImminentPerilCall" type="ImminentPerilCallType"/>



<xs:element name="EmergencyAlert" type="EmergencyAlertType"/>



<xs:element name="Priority" type="xs:nonNegativeInteger"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>
<xs:complexType name="EmergencyCallType">


<xs:sequence>



<xs:element name="MCPTTGroupInitiation" type="EntryType"/>



<xs:element name="Recipient" type="ListEntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:sequence>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="ImminentPerilCallType">


<xs:sequence>



<xs:element name="MCPTTGroupInitiation" type="EntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:sequence>


<xs:attributeGroup ref="IndexType"/>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>
<xs:complexType name="EmergencyAlertType">


<xs:sequence>



<xs:element name="Recipient" type="ListEntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:sequence>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="OffNetworkType">


<xs:choice minOccurs="0" maxOccurs="unbounded">



<xs:element name="MCPTTGroupInfo" type="ListEntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>

<xs:complexType name="OnNetworkType">


<xs:choice minOccurs="0" maxOccurs="unbounded">



<xs:element name="MCPTTGroupInfo" type="ListEntryType"/>



<xs:element name="UserInfoID" type="xs:anyURI"/>



<xs:element name="MaxAffililations" type="xs:nonNegativeInteger"/>



<xs:element name="ImplicitAffiliations" type="ListEntryType"/>



<xs:element name="PrivateCall" type="ListEntryType"/>



<xs:any namespace="##other" processContents="lax"/>


</xs:choice>


<xs:anyAttribute processContents="lax"/>

</xs:complexType>
<xs:attributeGroup name="IndexType">


<xs:attribute name="index" type="xs:token"/>

</xs:attributeGroup>

</xs:schema>
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7.4.2.5
MIME type

The MIME type for the user pProfile configuration document shall be "application/vnd.3gpp.mcptt.user-profile+xml".

7.4.2.6
Validation Constraints

The userprofile configuration document shall conform to the XML Schema described in subclause 7.4.2.3 "XML Schema", with the clarifications given in this subclause.

The value of the "XUI-URI" attribute of the <user-profile> element shall be the same as the XUI value of the Document URI for the userprofile configuration document. If not, the XDMS shall return an HTTP "409 Conflict" response as described in IETF RFC 4825 [14], including the <constraint-failure> error element. If included, the "phrase" attribute SHOULD be set to "Wrong User Profile URI".

7.4.2.7
Data Semantics

The <ProfileName> element is of type "token", and corresponds to the "Name" element of subclause 5.2.3 in 3GPP TS 24.383 [4].

The <alias-entry> element is of type "token", and corresponds to the leaf nodes of the "UserAlias" element of subclause 5.2.8 in 3GPP TS 24.383 [4].

The <display-name> element is of type "string", is optional, and does not appear in the userprofile configuration managed object specified in 3GPP TS 24.383 [4].
The <uri-entry> element is of type "anyURI".

The "index" attribute is of type "token".

The "user-profile-index" is of type "token".
The <MCPTTUser ID> element contains the element <uri-entry> which is of type "anyURI", and corresponds to the "MCPTTUserID" element of subclause 5.2.9 in 3GPP TS 24.383 [4].

The <MaxAffiliations> element is of type "nonNegativeInteger", and corresponds to the "MaxAffiliations" element of subclause 5.2.10 in 3GPP TS 24.383 [4].

The <MaxCalls> element is of type "positiveInteger", and corresponds to the "MaxCalls" element of subclause 5.2.19 in 3GPP TS 24.383 [4].

The <MaxTransmissions> element is of type "positiveInteger", and corresponds to the "MaxTransmissions" element of subclause 5.2.20 in 3GPP TS 24.383 [4].

The <Priority> element is of a type from a namespace referenced in IETF RFC 6878 [15], and corresponds to the "Priority" element of subclause 5.2.36 in 3GPP TS 24.383 [4].

The <allow-private-call> element is of type Boolean, as follows, and corresponds to the "Authorized" element of subclause 5.2.12 in 3GPP TS 24.383 [4].
	"true"
	instructs the Application Server performing the originating participant function that the user is authorized to request a private call request using procedures as defined by the enabler. The recipient must be a user identified in a <user-entry> element of the <PrivateCall> element, which corresponds to leaf nodes of "UserAuthorized" in subclause 5.2.13 in 3GPP TS 24.383 [4].

	"false"
	instructs the Application Server performing the originating participant function to reject private call request using procedures as defined by the enabler. This shall be the default value taken in the absence of the element;


The <allow-manual-commencement> element is of type Boolean, as follows, and corresponds to the "ManualCommence" element of subclause 5.2.14 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with manual commencement using procedures as defined by the enabler. 

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with manual commencement using procedures as defined by the enabler.


The <allow-automatic-commencement> element is of type Boolean, as follows, corresponds to the "AutoCommence" element of subclause 5.2.15 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with automatic commencement using procedures as defined by the enabler.


The <allow-force-auto-answer> element is of type Boolean, as follows, and corresponds to the "AutoAnswer" element of subclause 5.2.16 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.


The <allow-failure-restriction> element is of type Boolean, as follows, and corresponds to the "FailRestrict" element of subclause 5.2.17 in 3GPP TS 24.383 [4].

	"true"
	

	"false"
	


The <allow-emergency-group-call> element is of type Boolean, as follows, and corresponds to the "Enabled" element of subclause 5.2.22 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency group call using procedures as defined by the enabler.


The <allow-emergency-private-call> element is of type Boolean, as follow, and corresponds to the "Authorized" element of subclause 5.2.23 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency private call using procedures as defined by the enabler.


The <allow-cancel-group-emergency-call> element is of type Boolean, as follows, and corresponds to the "CancelMCPTTGroup" element of subclause 5.2.25 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency group call using procedures as defined by the enabler.


The <allow-cancel-private-emergency-call> element is of type Boolean, as follows, and corresponds to the "CancelPrivate" of subclause 5.2.26 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency private call using procedures as defined by the enabler.


The <allow-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.29 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an imminent peril group call using procedures as defined by the enabler.


The <allow-cancel-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the "Cancel" of subclause 5.2.30 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an imminent peril group call using procedures as defined by the enabler.


The <allow-activate-emergency-alert> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.33 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to activate an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to activate an emergency alert using procedures as defined by the enabler.


The <allow-cancel-emergency-alert> element is of type Boolean, as follows, and corresponds to the "Cancel" of subclause 5.2.34 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency alert using procedures as defined by the enabler.


The <allow-offnetwork> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.42 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized for off-network service using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized for off-network service using procedures as defined by the enabler.


The <allow-imminent-peril-change> element is of type Boolean, as follows, and corresponds to the "Change" of subclause 5.2.47 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.


7.4.2.8
Naming Conventions

The name of user profile configuration document shall be "user-profile".

NEXT CHANGE

7.4.2.10
Resource interdependencies

This Application Usage is interdependent on user profile data in the MCPTT Database and the MCPTT Management Object.

7.4.2.11
Access Permissions Policies

The authorization and access policies for a userprofile configuration document shall conform to those described in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.1.5 "Authorization"and subclause 5.6.7 "Access Permissions Document" with the following exceptions:

1)
The Principal (i.e., the user) of the userprofile configuration document shall have permission to create, modify, or delete <alias-entry> child elements of the <UserAlias> elements, if the rule of the Access Permissions document associated with the userprofile configuration document contains the action element <allow-any-operation-own-data>, as specified in OMA OMA-TS-XDM_Core-V2_1-20120403-A [2] subclause 5.6.7 "Access Permissions Document".

END OF CHANGES
3GPP
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