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***** 1st  change *****
6.2.8.1.6
Determining authorisation for initiating or cancelling an MCPTT emergency alert
If the MCPTT client receives a request from the MCPTT user to send an MCPTT emergency alert and:
1)
if the <allow-activate-emergency-alert> element of the MCPTT user profile identified by the MCPTT ID of the calling MCPTT user as specified in 3GPP TS 24.384 [50] is set to a value of "true"; and

2)
if the <Recipient> element of the <EmergencyAlert> element of the <MCPTT-group-call> element of the of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling MCPTT user contains the MCPTT group identity of the group targeted for the MCPTT emergency alert.
then the MCPTT emergency alert request shall be considered to be an authorised request for an MCPTT emergency alert. In all other cases, it shall be considered to be an unauthorised request for an MCPTT emergency alert.
If the MCPTT client receives a request from the MCPTT user to cancel an MCPTT emergency alert, and if the <allow-cancel-emergency-alert> element of the MCPTT user profile identified by the MCPTT ID of the calling MCPTT user as specified in 3GPP TS 24.384 [50] is set to a value of "true", then the MCPTT emergency alert cancellation request shall be considered to be an authorised request to cancel an MCPTT emergency alert. In all other cases, it shall be considered to be an unauthorised request to cancel an MCPTT emergency alert.
***** 2nd change *****
6.2.8.1.7
Determining authorisation for cancelling the in-progress emergency state of an MCPTT group
When the MCPTT client receives a request from the MCPTT user to cancel the in-progress emergency state of a group the MCPTT client and:

1)
if the <allow-cancel-group-emergency> element of the <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling MCPTT user is set to a value of "true", then the in-progress emergency group state cancel request shall be considered to be an authorised request for in-progress emergency group state cancellation; or
2)
if the <allow-cancel-group-emergency> element of the <ruleset> element of the MCPTT user profile identified by the MCPTT ID as specified in 3GPP TS 24.384 [50] of the calling MCPTT user is set to a value of "false", then the in-progress emergency group state cancel request shall be considered to be an unauthorised request for in-progress emergency group state cancellation.
***** 3rd change *****
12
Emergency alert
12.0
General

This subclause describes the emergency alert procedures for on-network and off-network.

For on-network emergency alert, the procedures for originating and terminating MCPTT client, participating MCPTT functions and controlling MCPTT function is specified in subclause 12.1. MCPTT emergency call procedures that have emergency alerts as an optional capability shall be performed as defined in subclause 10.1 for on-network group call and as defined in subclause 11.1 for on-network private call.
For off-network emergency alert, the procedures for each functional entity is specified in subclause 12.2.
***** 4th change *****
12.1
On-network emergency alert
12.1.1
Client procedures

12.1.1.1
Emergency alert origination

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:


1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];


4)
shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
5)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml";

6)
shall include an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity; and

b)
the <alert-ind> element set to a value of "true";

7)
shall include a Content-Type header field set to "application/vnd.3gpp.location-info+xml";

8)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in clause F.3 with a <Report> element included in the <location-info> root element;

9)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;


10)
shall set the MCPTT emergency state if not already set;

11)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";


12)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and

13)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; or

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 2:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.
***** 5th change *****
12.1.1.2
Emergency alert cancellation
Upon receiving a request from the MCPTT user to send an MCPTT emergency alert cancellation to the indicated MCPTT group and this is an authorised request for an MCPTT emergency alert cancellation as determined by subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
This SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing the public user identity of the originator as specified in 3GPP TS 24.229 [4];

4)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity; and

b)
the <alert-ind> element set to a value of "false";
5)
if the MCPTT user has additionally requested the cancellation of the in-progress emergency state of the MCPTT group and this is an authorised request for an in-progress emergency group state cancellation as determined by subclause 6.2.8.1.7, shall include an <emergency-ind> element set to a value of "false" in the <mcpttinfo> element containing the <mcptt-Params> element;
6)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; 
7)
shall set the MCPTT emergency alert state to "MEA 4: Emergency-alert-cancel-pending"; and
8)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client:

1)
if the received SIP 2xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element: 

a)
if the <alert-ind> element is set to a value of "false", shall:

i)
set the MCPTT emergency alert state to "MEA 1: no-alert"; and

ii)
clear the MCPTT emergency state if not already cleared; 
b)
if the <alert-ind> element is set to a value of "true" and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

NOTE 2:
It would appear to be an unusual situation for the initiator of an MCPTT emergency alert to not be able to clear their own alert. Nevertheless, an MCPTT user can be configured to be authorised to initiate MCPTT emergency alerts but not have the authority to clear them. Hence, the case is covered here. 

2)
if an <emergency-ind> element is present in the received SIP 200 (OK) response and is set to a value of "false":

a)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

b)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency".
NOTE 3:
The case where an <emergency-ind> element is set to true is possible but not handled specifically above as it results in no state changes.

On receiving a SIP 4xx response to the SIP MESSAGE request:
1)
if the received SIP 4xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true" and if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

NOTE 4:
In this case, an <emergency-ind> element would either not be present or would be set to true. In either case, no change in state would result. Hence, this case is not specified above.
On receiving a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".
***** 6th change *****
12.1.1.3
MCPTT client receives an MCPTT emergency alert or call notification

Upon receipt of a "SIP MESSAGE request for emergency notification", the MCPTT client:

1)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information, including:

a)
the MCPTT group identity contained in <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body;

b)
the originator of the MCPTT emergency alert contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

c)
the mission critical organization of the MCPTT emergency alert originator contained in the <mc-org> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
NOTE 1:
This is the case of the MCPTT client receiving the notification of another MCPTT user's emergency alert.

2)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and associated information, including:

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the originator of the MCPTT emergency alert contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element is set to a value of "false", shall set the MCPTT emergency group state to "MEG 1: no-emergency";

NOTE 2:
This is the case of the MCPTT client receiving the notification of the cancellation of another MCPTT user's emergency alert and optionally the cancellation of the in-progress emergency state of the MCPTT group.

3)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication of the additional emergency MCPTT user participating in the MCPTT emergency group call including the following if not already displayed as part of step 1):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT emergency group state to "MEG 2: in-progress" if not already set to that value;

NOTE 3:
This is the case of the MCPTT client receiving notification of an additional MCPTT user in an MCPTT emergency state (i.e., not the MCPTT user that originally triggered the in-progress emergency state of the group) joining the in-progress emergency group call. An emergency alert indication, if included, is handled in step 1). 
4)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the cancellation of the in-progress emergency state of the MCPTT group call including the following if not already displayed as part of step 2):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT emergency group state to "MEG 1: no-emergency";

NOTE 4:
This is the case of the MCPTT client receiving the notification of the cancellation of the in-progress emergency state of the MCPTT group. In this case, the receiving MCPTT client is affiliated with the MCPTT group but not participating in the session. An emergency cancellation, if included, is handled in step 2). 
5)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication of the MCPTT user participating in the MCPTT imminent peril group call including the following if not already displayed as part of step 1):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

b)
shall set the MCPTT imminent peril group state to "MIG 2: in-progress" if not already set to that value;

NOTE 5:
This is the case of the MCPTT client receiving notification of an additional MCPTT user initiating an imminent peril group call when there is already an in-progress imminent peril state in effect on the group. 

6)
if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication of the cancellation of the in-progress imminent peril state of the MCPTT group including the following if not already displayed as part of step 2):

i)
the MCPTT group identity contained in the <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril";

NOTE 6:
This is the case of the MCPTT client receiving notification of the cancellation of the in-progress imminent peril state of the group.
7)
shall generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

9)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 2xx response; and
10)
shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
