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6
Tunnel management procedure 
6.0
Requirements on DNS for legal intercept

Prior to tunnel establishment a UE may perform the DNS NAPTR query using Visited Country FQDN as specified in 3GPP TS 23.003 [18], to determine if the current country mandates the selection of ePDG in this country (see 3GPP TS 23.402 [19]).
Where the regulator requires selection ePDG in the current country, any DNS server in the Fixed Broadband Access network shall assist the UE in determing that the current country its is mandated to the selection of ePDG in this country.
***** No more changes *****
