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6.3.2.1.9
Generating a SIP re-INVITE request on receipt of a SIP re-INVITE request
This subclause is referenced from other procedures.

When generating a SIP re-INVITE request according to 3GPP TS 24.229 [4] on receipt of an incoming SIP re-INVITE request, the participating MCPTT function:




1)
if the incoming SIP re-INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20];
2)
if the incoming SIP re-INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20]; and
3)
if the incoming SIP re-INVITE request contained an "application/vnd.3gpp.location-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the "application/vnd.3gpp.location-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20].

6.3.2.2.6.3
Manual commencement for Pre-established session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for a pre-established session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP re-INVITE request as described in 3GPP TS 24.229 [4];
Editor’s Note [CT1#94, C1-153766]: the management of the media resource allocation by the pre-established session is FFS.

NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header field as specified in IETF RFC 5373 [18] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the pre-established session.




2)
shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP re-INVITE request;

3)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 6.3.2.2.1;

4)
shall include value "id" in the Privacy header field according to 3GPP TS 24.229 [4], if the Invited MCPTT client has requested privacy, when the pre-established session was established; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

5)
shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4];

Upon receiving a SIP 180 (Ringing) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP re-INVITE request, the participating MCPTT function:
NOTE 3:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field as received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request, the participating MCPTT function:

1)
if the received SDP answer includes changes in codecs or media formats, shall interact with the media plane as specified in 3GPP TS 24.380 [5] for updating the media plane with the newly negotiated codecs and media parameters from the received SDP answer;
2)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

3)
shall include in the SIP 200 (OK) response, an SDP answer based on the SDP answer in the received SIP 200 (OK) response, as specified in subclause 6.3.2.2.2.1;

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 4:
The participating MCPTT function sends a MCCP Connect message, in order to give MCPTT session identity to the terminating MCPTT client.

5)
shall send the SIP 200 (OK) response to the SIP INVITE request according to rules and procedures of SIP/IP Core.

6.3.2.2.8.1
On-demand

Upon receiving a SIP BYE request from the controlling MCPTT function, the participating MCPTT function:

1)
shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.380 [5] for releasing media plane resource associated with the SIP session with the controlling MCPTT function;
2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];


3)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP BYE request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and

4)
shall send the SIP BYE request to the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCPTT function:
1)
shall send a SIP 200 (OK) response to the SIP BYE request received from the controlling MCPTT function according to 3GPP TS 24.229 [4]; and
2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] for releasing media plane resources associated with the SIP session with the MCPTT client.

6.3.2.2.10
Generating a SIP re-INVITE request towards the terminating MCPTT client
This subclause is referenced from other procedures.
The participating MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] and:



1)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];
2)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.3 in 3GPP TS 24.229 [4];


3)
shall perform the procedures specified in subclause 6.3.2.2.9 to copy any MIME bodies in the received SIP re-INVITE request to the outgoing SIP re-INVITE request; and

4)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field.
6.3.3.1.5
Sending a SIP BYE request

When a participant needs to be removed from the MCPTT session or when an MCPTT session needs to be released, the controlling MCPTT function:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] for MCPTT session release;

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4]; and

3)
shall send the SIP BYE request to the MCPTT clients according to3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BYE request the controlling MCPTT function shall interact with the media plane as specified in subclause 6.3 in 3GPP TS 24.380 [5] for releasing media plane resources associated with the SIP session with the MCPTT clients.

6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:




1)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4];
2)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-calling-user-id> element set to the MCPTT ID of the initiating MCPTT user;
5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;



3) if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP (re-)INVITE and MCPTT emergency alerts are authorised for this group and MCPTT user, shall populate the "application/vnd.3gpp.mcptt-info" MIME body and "application/vnd.3gpp.location-info+xml" MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of false; and

Editor's Note [C1#95-bis, C1-160422]: if the alert-ind is to be included, the Location info of the client needs to be included. It is currently missing.

4)
if the in-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.
6.3.3.1.8
Sending a SIP UPDATE request for Resource-Priority header field correction

This subclause is referenced from other procedures.

This subclause describes the procedures for updating an MCPTT session associated with an MCPTT emergency group call when the received SIP INVITE request did not include a correctly populated Resource-Priority header field. The procedure is initiated by the controlling MCPTT function for the purpose of providing the correct Resource-Priority header field.
1)
shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4] with the clarifications provided specified in subclause 6.3.3.2.3.1;

2)
shall include the option tag "100rel" in a Require header field in the SIP 183 (Session Progress) response;

3)
shall include in the SIP 183 (Session Progress) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1; and
4)
shall send the SIP 183 (Session Progress) response towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP PRACK request to the SIP 183 (Session Progress) response the controlling MCPTT function:

1)
shall 





send the SIP 200 (OK) response to the SIP PRACK request according to 3GPP TS 24.229 [4];
2)
shall generate a SIP UPDATE request according to 3GPP TS 24.229 [4] with the following clarifications;


Editor's Note [CT1-onMCPTT, C1ah160039]: mapping of the public user identity of the MCPTT user to the MCPTT ID is yet to be determined.
3)
shall include in the SIP UPDATE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1;
4)
shall include the Call-ID, From tag and To tag which are provided from the early dialog according to 3GPP TS 24.229 [4];


5) if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level designated for MCPTT emergency group call; and
Editor's Note [CT1-onMCPTT, C1ah160039]: need a reference on how the proper namespace.priority levels are to be retrieved.
NOTE 1:
This is the case when the sending MCPTT client did not send a Resource-Priority header field populated appropriately to receive emergency-level priority. In this case, the Resource-Priority header field is populated appropriately to provide emergency-level priority.

6)
if the in-progress emergency state of the group is set to a value of "false" the controlling MCPTT function shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority level designated for a normal priority MCPTT group call.
NOTE 2:
This is the case when the sending MCPTT client incorrectly populated a Resource-Priority header field for emergency-level priority and the controlling MCPTT function re-populates it to a normal priority level.

6.3.3.1.9
Generating a SIP re-INVITE request

This subclause is referenced from other procedures.

This subclause describes the procedures for generating a SIP re-INVITE request to be sent by the controlling MCPTT function.

The controlling MCPTT function:

1)
shall generate an SIP re-INVITE request according to 3GPP TS 24.229 [4]; and


2)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.1.1.



10.1.1.2.1.3
MCPTT upgrade to in-progress emergency

Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition on an MCPTT prearranged group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an "application/vnd.3gpp.mcptt-info" MIME body populated as specified in subclause 6.2.8.1.1;

2)
if an indication of an MCPTT emergency alert is to be included, shall perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;

3)
should include the "timer" option tag in the Supported header field;

4)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";
5)
shall set the Request-URI of the SIP re-INVITE request to the MCPTT session identity;
6)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

7)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
8)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4;
9)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

10)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
Editor's Note [CT1#96, C1-161141]: the use of the Warning header to indicate emergency related authentication failures needs to be replaced globally as this can be considered to be sensitive information. One candidate is the inclusion of an mcpttinfo body in the SIP 2xx response or SIP 4xx response indicating the type of failure.
10.1.2.2.1.2
MCPTT client receives SIP re-INVITE request for an MCPTT emergency group call

Upon receipt of a SIP re-INVITE request the MCPTT client:

1)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and

c)
shall set the MCPTT emergency group state to "MEG 2: in-progress";

2)
may check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

3)
shall accept the SIP re-INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response;

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7]. If no "refresher" parameter was included in the received SIP re-INVITE request the "refresher" parameter in the Session-Expires header field shall be set to "uas", otherwise shall include a "refresher" parameter set to the value received in the Session-Expires header field the received SIP re-INVITE request;
7)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2; and
8)
 shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].

10.1.2.2.1.3
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an "application/vnd.3gpp.mcptt-info" MIME body populated as specified in subclause 6.2.8.1.3;






2)
should include the "timer" option tag in the Supported header field;

3)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";
4)
shall set the Request-URI of the SIP re-INVITE request to the MCPTT session identity;

5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

6)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

7)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request including no warning text, the MCPTT client:


1)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

2)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

3)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", set the MCPTT emergency alert state to "MEA 1: no-alert".

On receiving a SIP 4xx response to the SIP re-INVITE request:

1)
if the warning text contains the MCPTT warning code "133" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the warning text contains the MCPTT warning code "134" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and

NOTE 2:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the warning text contains the MCPTT warning code "135" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

NOTE 3:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

NOTE 4:
if the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.

10.1.2.2.1.4
MCPTT upgrade to in-progress emergency

Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an "application/vnd.3gpp.mcptt-info" MIME body populated as specified in subclause 6.2.8.1.1;

2)
if an indication of an MCPTT emergency alert is to be included, shall perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;

3)
should include the "timer" option tag in the Supported header field;

4)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";
5)
shall set the Request-URI of the SIP re-INVITE request to the MCPTT session identity;
6)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

7)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
8)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4;
9)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

10)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
Editor's Note [CT1#96, C1-161141]: the use of the Warning header to indicate emergency related authentication failures needs to be replaced globally as this can be considered to be sensitive information. One candidate is the inclusion of an mcpttinfo body in the SIP 2xx response or SIP 4xx response indicating the type of failure.
10.1.2.3.1.2
Reception of a SIP re-INVITE request from served MCPTT client

Upon receipt of a SIP re-INVITE request for a served MCPTT client of a chat MCPTT group, the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
If the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info"MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.
2)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;

3)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
Editor's Note [CT1onMCPTT, C1ah-160038]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the participating MCPTT function, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
4)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1;
5)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and

NOTE 2: the controlling MCPTT function will determine the validity of the Resource-Priority header field.
6)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall copy the contents received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response; and
3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4].

10.1.2.3.1.4
Reception of a SIP re-INVITE request for terminating MCPTT client

Upon receipt of a SIP re-INVITE request for a terminating MCPTT client of a chat MCPTT group, the participating MCPTT function:

1)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];
2)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.2.10;

3)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.2.1; and

4)
shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP re-INVITE request sent to the MCPTT client, the participating MCPTT function:
1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1; and

3)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].
10.1.2.4.1.2
Receipt of a SIP re-INVITE request
Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying a chat MCPTT group session, the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

NOTE 1:
If the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1-onMCPTT, C1ah-160039]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" and the MCPTT group is not authorised for MCPTT emergency group calls:

a)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are authorised for this MCPTT group, shall:

i)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "129 group not authorised for emergency group call, authorised for emergency alert" in a Warning header field as specified in subclause 4.4; and

ii)
send MCPTT emergency alerts to the other affiliated members of the MCPTT group as specified in subclause 6.3.3.1.u;
Editor's Note [CT1-onMCPTT, C1ah-160039]: for the case in step a) above, an emergency alert needs to be sent to the affiliated members of the group but is to be provided.
b)
if the <alert-ind> element of the mcpttinfo MIME body is set to "true" and MCPTT emergency alerts are not authorised for this MCPTT group, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "130 group not authorised for emergency group call, not authorised for emergency alert" in a Warning header field as specified in subclause 4.4; or

c)
if the <alert-ind> element of the mcpttinfo MIME body is set to "false" shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "131 group not authorised for emergency group call" in a Warning header field as specified in subclause 4.4;

Editor's Note [CT1-onMCPTT, C1ah-160039]: while this is an error case, the use of the Warning header message which reveal the status of emergency messages is not desirable and should be replaced with another FFS mechanism.
3)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true" the controlling MCPTT function shall:

a)
validate that the SIP re-INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority designated for emergency calls and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and
ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps.
NOTE 2:
verify that the Resource-Priority header is included and properly populated for both ongoing and newly- entered in-progress emergency states of the specified group.

b)
if the in-progress emergency state of the group is set to a value of "true" and this MCPTT user is indicating a new emergency indication:

i)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;

ii)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true", and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert; and

iii)
send a notification to the other affiliated members of the group of the MCPTT user's emergency indication and emergency alert, if indicated, as specified in subclause 6.3.3.1.u; and

Editor's Note [CT1-on MCPTT, C1-160039]:
stage one or stage 2 do not explicitly cover this case, assuming that it's needed. Subclause 6.t.t.t.t is to be provided.

c)
if the in-progress emergency state of the group is set to a value of "false":

i)
shall set the value of the in-progress emergency state of the group to "true";
ii)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;

iii)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true", and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert;
iv)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 10.1.2.4.1.3;
Editor's Note [CT1-onMCPTT, C1ah-160039]: should TNG2 be re-started for case b) above?
v)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated and joined participants of the chat MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
vi)
shall generate SIP INVITE requests for the MCPTT emergency group call to the affiliated but not joined members of the chat MCPTT group as specified in subclause 6.3.3.1.7. The controlling MCPTT function:

A)
for each affiliated but not joined member shall send the SIP INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
4)
if the SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and if the MCPTT user is not authorised to cancel MCPTT emergency group calls:

a)
if an <alert-ind> element of the mcpttinfo MIME body is included and set to "false" and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "134 in-progress emergency group state not cancelled, emergency alert cancelled" in a Warning header field as specified in subclause 4.4;

ii)
shall send MCPTT emergency alert cancellation messages to the other affiliated members of the group as specified in subclause 6.3.3.1.u; and

iii)
shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency alert; otherwise;

Editor's Note [CT1-onMCPTT, C1ah-160039]: 6.3.3.1.u is to be provided]

b)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "133 in-progress emergency group state not cancelled" in a Warning header field as specified in subclause 4.4;
Editor's Note [CT1-onMCPTT, C1ah-160039]: there may be other reasons why the cancel would be rejected, e.g. there are still other participants in the session that are themselves in an emergency condition.
5)
if the SIP re-INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the in-progress emergency state of the group to is set to a value of "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for a normal priority MCPTT group call, and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and

ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps;
NOTE 3:
verify that the Resource-Priority header is included and properly populated for an in-progress emergency state cancellation of the specified group.

b)
shall set the in-progress emergency state of the group to a value of "false";
c)
shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency group call;

d)
if an <alert-ind> element of the mcpttinfo MIME body is included and set to "false" and there is an outstanding MCPTT emergency alert for this MCPTT user shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency alert;

e)
shall generate SIP re-INVITE requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
NOTE 4:
subclause 6.3.3.1.6 will inform the affiliated and joined members of the cancellation of the MCPTT group's in-progress emergency state and the cancellation of the MCPTT emergency alert if applicable.

f)
shall send MCPTT emergency group call cancellation and if indicated in step d) above MCPTT emergency alert cancellation messages to affiliated but not joined members of the group as specified in subclause 6.3.3.1.u.

Editor's Note [CT1-on MCPTT, C1-160339]:
neither stage one nor stage 2 explicitly cover this case, assuming that it's needed. Subclause 6.3.3.1.u is to be provided.
6)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1 unless the procedures of subclause 6.3.3.1.8 were performed in step 5) a) i) above;







7)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
Editor's Note [CT1-onMCPTT, C1ah-160039]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.
8)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

9)
if the received SIP INVITE request contains an "application/vnd.3gpp.mcptt-info" MIME body with the <alert-ind> element set to a value of "true" and if MCPTT emergency alerts are not authorised for this MCPTT group, shall include warning text set to "132 emergency group call authorised, emergency alert not authorised" in a Warning header field as specified in subclause 4.4;
10)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

11)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4].
***** Next change *****
