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***** 1st change *****
6.2.3.1.1
Automatic commencement mode for private calls

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 2xx response;

3)
shall, if anonymity is requested by the invited MCPTT user, include the value "id" in a Privacy header field of the SIP 2xx response according to 3GPP TS 24.229 [4];
4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response;

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
7)
shall, if the incoming SIP INVITE request contains a Replaces header field, include in the SDP answer in the SIP 2xx response to the SDP offer the parameters used for the pre-established session identified by the contents of the Replaces header field. Otherwise, 
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.
8)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 2xx response;
9)
shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
10)
shall, if the incoming SIP INVITE request contains a Replaces header field, release the pre-established session identified by the contents of the Replaces header field; and
11)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

***** 2nd change *****
11.1.1.2.1.2
Client terminating procedures

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

1)
may reject the SIP INVITE request if either of the following conditions are met:

a)
MCPTT client is already occupied in another session and the number of simultaneous sessions exceeds <MaxCall>, the maximum simultaneous MCPTT session for private call, as specified in TS 24.384 [50];

b)
MCPTT client does not have enough resources to handle the call; or
c)
any other reason outside the scope of this specification;

otherwise, continue with the rest of the steps.
NOTE:
If the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function can choose to accept the request.
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure according to <allow-failure-restriction> as specified in 3GPP TS 24.384 [50] and skip the rest of the steps of this subclause;

3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.179 [46];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.179 [46];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.179 [46]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.179 [46];

NOTE:
With the PCK successfully shared between the originating MCPTT client and the terminating MCPTT client, both clients are able to use SRTP/SRTCP to create an end-to-end secure session.
5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto"; or

b)
SIP INVITE request does not contain an Answer-Mode header field and the policy for answering the call at the invited MCPTT client is to use automatic commencement mode; and

8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.1 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual"; or

b)
SIP INVITE request does not contain an Answer-Mode header field and the policy for answering the call at the invited MCPTT client is to use manual commencement mode.

Editor's Note [CT1#94, C1-153762]: In 5) and 6), the terminating client may need to check for existence of the "require" modifier, and Priv-Answer-Mode header field may be included instead of Answer-Mode. This is FFS.
***** 3rd change *****
11.1.1.2.1.3
Client terminating procedures for reception of SIP re-INVITE request
Upon receipt of a SIP re-INVITE request for an existing private call session, the MCPTT client shall:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to upgrade this call to an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;

b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to downgrade this emergency private call to a normal priority private call and:

i)
should display the MCPTT ID of the sender of the SIP re-INVITE request contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "false" should display to the MCPTT user an indication that the MCPTT emergency alert is cancelled;
b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

4)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user if not done so in step 1 or step 2 above;

NOTE:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.
5)
shall accept the SIP re-INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];
6)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 2xx response;
8)
shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** 4th change *****
11.1.1.2.2.2
Client terminating procedures

The MCPTT client shall follow the procedures for termination of multimedia sessions as specified in subclause 11.1.1.2.1.2 with the following clarifications:

1)
if the MCPTT client is targeted for a new MCPTT emergency private call, the MCPTT client receives a SIP INVITE with an application/vnd.3gpp.mcptt-info+xml MIME body with an <emergency-ind> set to a value of  "true"; or

2)
if the MCPTT client is targeted for a new normal priority private call that the MCPTT client receives a SIP re-INVITE request rather than a SIP INVITE request.

