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	Reason for change:
	1) 24.229 subclause R.2.2.6 states "When the emergency registration expires, the UE should disconnect the emergency session and release the tunnel as described in 3GPP TS 24.302 [8U].". 
However, the UE is expected to perform user-initiated emergency reregistration while having emergency session according to subclause 5.1.6.4 so it is not clear how emergency registration can expire while the UE has an emergency session.
2) according to TS 23.402, before the UE creates an emergency PDN connection via untrusted WLAN, the UE releases all existing non-emergency PDN connections:
---------------

7.2.5
Initial Attach for emergency session (GTP on S2b)

2)
The UE releases any connectivity it may have over Un-trusted access to EPC per the procedure defined in clause 7.4.3. The UE does not need to wait the procedure defined in clause 7.4.3 to be completed to proceed with following steps: the UE shall select an ePDG that supports emergency services as defined in clause 4.5.4a and initiate an IKEv2 tunnel establishment procedure as in step 2 of clause 7.2.1 but with following specificities:

---------------

Thus, immediately after the emergency session ends, unless the UE gets into a 3GPP network coverage in the mean time, the UE will not be available for non-emergency calls, including any PSAP callback calls.

	
	

	Summary of change:
	After the emergency session ends, the UE releases the emergency PDN connection via the untrusted WLAN, selects ePDG for non-emergency services and registers with IMS.

	
	

	Consequences if not approved:
	UE not available for terminating non-emergency calls, including PSAP callback calls.

	
	

	Clauses affected:
	R.2.2.6

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change *****
R.2.2.6
Emergency service

In this release of the specification, emergency session is supported when the IP-CAN is the EPC over WLAN access if the UE that initiates the emergency session has sufficient credentials to access EPC and if the UE has failed or has not been able to use 3GPP access to set up an emergency sesssion as described in 3GPP TS 23.167 [4B] Annex J.

EPC procedures for emergency session using WLAN are only defined when usinguntrusted WLAN IP access via S2b to access EPC. When the UE detects that an emergency session has been requested, the UE shall select an ePDG from the UE's home PLMN that can support emergency services for tunnel establishment as described in 3GPP TS 24.302 [8U].

Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.

NOTE 1:
In this release of the specification, no specific mechanisms are defined to support the roaming case. If an UE that is roaming sets up an emergency PDN connection, an ePDG and a PDN GW in the home PLMN are used. This means that a P-CSCF in the home PLMN is always used for emergency session over WLAN access to EPC.
NOTE 2:
In this release of the specification, how the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined. Also no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming. 
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and

-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "emergency service information" as described 3GPP TS 23.167 [4B] is not included.

When the emergency session ends, the UE:

1)
shall release the tunnel as described in 3GPP TS 24.302 [8U]; and
2)
if EPC via WLAN is the preferred IP-CAN to access IM CN subsystem or if no 3GPP access is available:

a)
shall select an ePDG for non-emergency services as described in 3GPP TS 24.302 [8U];
b)
shall follow the procedures described in subclause R.2.2.1 for establishment of an IP-CAN bearer for SIP signalling and P-CSCF discovery; and

c)
shall perform an initial registration as specified in subclause 5.1.1.2 using the IP-CAN bearer for SIP signalling.

