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***** Next change *****
6.2.4
Group management server (GMS) procedures

The GMS shall handle the HTTP request as specified for the HTTP server in annex A of 3GPP TS 24.382 [10].

The GMS server shall send the HTTP request as specified for the HTTP client in the network entity in annex A of 3GPP TS 24.382 [10].

***** Next change *****
6.3.14.2
Group management client (GMC) procedures

In order to form a temporary MCPTT group, a GMC shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [2] and subclause 6.2.4. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to an XCAP URI with the document selector identifying the temporary MCPTT group to be created;
b)
shall set the query portion of Request-URI to the "group-regroup-creation" value as specified in subclause 7.x.2; and

c)
shall include a MIME body of the MIME type identified in subclause 7.2.6, containing a group document for an MCPTT group. In the group document, the GMC shall include the <on-network-temporary> element according to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-MCPTT-group-IDs> element according to subclause 7.2. In the <constituent-MCPTT-group-IDs> element, the GMC shall include one <constituent-MCPTT-group-ID> element according to subclause 7.2 for each MCPTT group to be combined.


Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCPTT group formation as successful.

***** Next change *****
6.3.14.3.1
Procedure of GMS creating a temporary MCPTT group

Upon reception of an HTTP POST request:

a)
with a Request-URI (without the query portion) set to an XCAP URI identifying a non-existing group document; and
b)
with the query portion of Request-URI set to the "group-regroup-check" value as specified in subclause 7.x.2; and
c)
with a MIME body:

1)
of a MIME type identified in subclause 7.2.6; and

2)
containing a group document according to subclause 7.2 of a temporary MCPTT group;

then the GMS:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in subclause 6.2.4;
b)
if the identity of the sender of the received HTTP POST request is not authorized to initiate temporary MCPTT group formation, shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps;

c)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the group document of the received HTTP POST request:

1)
shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [2] and subclause 6.2.4. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined; and
ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

B)
shall set the query portion of the Request-URI to the "group-regroup-check" value as specified in subclause 7.x.2;

C)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

D)
shall include an application/xcap-el+xml MIME body containing a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

i)
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

ii)
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

iii)
shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> of the <list-service> element of the group document included in the received HTTP POST request; and

iv)
shall include set the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request.

Upon reception of a HTTP 3xx, 4xx, or 5xx responses to a sent HTTP POST request or upon timeout, the GMS shall send a HTTP 403 (Forbidden) response to the received HTTP request and shall not continue with rest of the steps.
Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS:
a)
for each MCPTT group ID of an MCPTT group to be combined indicated in content of a <constituent-MCPTT-group-ID> element of the <constituent-MCPTT-group-IDs> element of the <on-network-temporary> element of the group document of the received HTTP POST request:

1)
shall send an HTTP POST request according to procedures specified in IETF RFC 2616 [2] and subclause 6.2.4. In the HTTP POST request, the GMS:

A)
shall set the Request-URI to an XCAP URI:

i)
with the document selector identifying a group document addressed by a group ID, where the group ID is set to the MCPTT group ID of the MCPTT group to be combined; and
ii)
with the node selector identifying a <on-network-regrouped> element of the constituent MCPTT group such that the <on-network-regrouped> element has the "temporary-MCPTT-group-ID" attribute set to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;
B)
shall set the query portion of the Request-URI to the "group-regroup-notification" value as specified in subclause 7.x.2;

C)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS; and

D)
shall include an multipart/mixed MIME body. In the multipart/mixed MIME body, the GMS:

i)
shall include an application/xcap-el+xml MIME body containing a <on-network-regrouped> element. In the <on-network-regrouped> element, the GMS:

-
shall set the "temporary-MCPTT-group-ID" attribute to the content of the "uri" attribute of the <list-service> element of the group document included in the received HTTP POST request;

-
shall set the "temporary-MCPTT-group-requestor" attribute to the identity of the sender of the received HTTP POST request;

-
shall include the <on-network-group-priority> element set to content of the <on-network-group-priority> of the <list-service> element of the group document included in the received HTTP POST request; and

-
shall include the <constituent-MCPTT-group-IDs> element set to content of the <constituent-MCPTT-group-IDs> element of <on-network-temporary> element of the <list-service> element of the group document of the MCPTT group included in the received HTTP POST request;
ii)
if a separate security context is required for protection of media and for protection of floor control signalling:

-
shall include an application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for the protection of media; and

-
shall include another application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for the protection of floor control signalling; and

iii)
if the same security context is required for protection of media and floor control signalling, shall include an application/mikey MIME body containing a group key transport payload as described in subclause 7.a indicating the GMK for protection of media and floor control signalling.

Upon reception of HTTP 2xx responses to all sent HTTP POST requests, the GMS shall create the group document of the temporary MCPTT group at the location specified by the Request-URI of the received HTTP POST request (without the query portion) and shall send an HTTP 2xx response to the received HTTP request.

***** Next change *****
6.3.14.3.2
Procedure of GMS owning an MCPTT group to be combined

Upon reception of an HTTP POST request:

a)
with the Request-URI (without the query portion) set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group; and

b)
with the query portion of the Request-URI set to the "group-regroup-check" value as specified in subclause 7.x.2.

the GMS:

a)
if:

1)
the Request-URI (without the query portion) identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI (without the query portion) identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI (without the query portion); or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

b)
shall respond with HTTP 200 (OK) response to the HTTP POST request.

Upon reception of an HTTP POST request:

a)
with the Request-URI (without the query portion) set to an XCAP URI identifying an existing or a non-existing <on-network-regrouped> element of an existing group document of an MCPTT group;

b)
with the query portion of the Request-URI set to the "group-regroup-notification" value as specified in subclause 7.x.2; and

c)
including an multipart/mixed MIME body containing an application/xcap-el+xml MIME body and one or two application/mikey MIME bodies;

the GMS:

a)
if:

1)
the Request-URI (without the query portion) identifies an existing <on-network-regrouped> element of an existing group document of an MCPTT group;

2)
the Request-URI (without the query portion) identifies a non-existing <on-network-regrouped> element of an existing group document defining a temporary MCPTT group;

3)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to combine to a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI (without the query portion); or

4)
the MIME body of the HTTP POST request is not acceptable;


then shall respond with HTTP 403 (Forbidden) response to the HTTP POST request and shall not continue with rest of the steps; and

b)
shall place the application/xcap-el+xml MIME body of the HTTP POST request at the location identified by the Request-URI (without the query portion) of the received HTTP POST request;
c)
shall apply the application/mikey MIME bodies of the HTTP POST request as specified in 3GPP TS 33.179 [r33179]; and

d)
shall respond with HTTP 200 (OK) response to the HTTP POST request.

***** Next change *****
6.3.15.3.1
Procedure of GMS owning the temporary MCPTT group

Upon reception of an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of a temporary MCPTT group, the GMS:

a)
for each constituent MCPTT group indicated in the group document indicated by Request-URI:

1)
shall send an HTTP DELETE request. In the HTTP DELETE request, the GMS:

A)
shall set the Request-URI to an XCAP URI identifying a <on-network-regrouped> element of the constituent MCPTT group, such that the "temporary-MCPTT-group-ID" attribute of the <on-network-regrouped> element contains the temporary MCPTT group ID of the temporary MCPTT group; and

B)
shall set the X-3GPP-Asserted-Identity header field as specified in 3GPP TS 24.382 [10] to a public service identity of the GMS.

Upon reception of an HTTP response to all sent HTTP DELETE requests, the GMS shall remove the group document of the temporary MCPTT group and shall send an HTTP 2xx response to the received HTTP request.

***** Next change *****
6.3.15.3.2
Procedure of GMS owning a combined MCPTT group

Upon reception of an HTTP DELETE request with Request-URI identifying a <on-network-regrouped> element of an MCPTT group, the GMS:

a)
if:

1)
the Request-URI identifies an existing <on-network-regrouped> element of a non-existing group document; or

2)
identity indicated in the X-3GPP-Asserted-Identity header field is not authorized to remove from a temporary MCPTT group the MCPTT group for which XML element is indicated in the Request-URI;


then shall respond with HTTP 403 (Forbidden) response to the HTTP DELETE request and shall not continue with rest of the steps; and

b)
shall act according to according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "DELETE Handling".

***** Next change *****
7.2.4.2
XML schema for MCPTT specific extensions

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:oxe="urn:oma:xml:xdm:extensions"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

   <xs:import namespace="urn:oma:xml:xdm:extensions"/>

   <xs:import namespace="urn:ietf:params:xml:ns:resource-lists"/>

  <!-- MCPTT specific "list-service" child elements -->

  <xs:element name="disabled" type="mcpttgi:emptyType"/>

  <xs:element name="group-priority" type="xs:unsignedShort"/>

  <xs:element name="temporary" type="mcpttgi:temporaryType"/>

  <xs:element name="regrouped" type="mcpttgi:regroupedType"/>

  <xs:element name="off-network-ProSe-layer-2-group-id" type="xs:hexBinary"/>

  <xs:element name="off-network-IP-multicast-address" type="xs:string"/>

  <xs:element name="off-network-PDN-type" type="xs:string"/>

  <xs:element name="off-network-ProSe-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-emergency-call-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-imminent-peril-call-signalling-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-emergency-call-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="off-network-ProSe-imminent-peril-call-media-PPPP" type="xs:hexBinary"/>

  <xs:element name="ProSe-relay-service-code" type="xs:hexBinary"/>

  <!-- MCPTT specific "entry" child elements -->

  <xs:element name="required" type="mcpttgi:emptyType"/>

  <xs:element name="user-priority" type="xs:unsignedShort"/>

  <xs:element name="off-network-user-info-id" type="xs:hexBinary"/>

  <xs:element name="participant-type" type="xs:string"/>

  <!-- MCPTT specific "actions" child elements -->

  <xs:element name="allow-MCPTT-emergency-call" type="xs:boolean"/>

  <xs:element name="allow-imminent-peril-call" type="xs:boolean"/>

  <xs:element name="allow-MCPTT-emergency-alert" type="xs:boolean"/>

  <!-- MCPTT specific media elements -->

  <xs:element name="mcptt-speech" type="oxe:extensionType"/>

  <!-- MCPTT specific complex type definitions -->

  <!-- empty complex type -->

  <xs:complexType name="emptyType"/>

  <!-- complex type for temporary element -->

  <xs:complexType name="temporaryType">
    <xs:sequence>

      <xs:element name="constituent-MCPTT-group-IDs" type="constituentMCPTTgroupTypeIDsType"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for constituent-MCPTT-group-ID element -->

  <xs:complexType name="constituentMCPTTgroupTypeIDsType">
    <xs:sequence>

      <xs:element name="constituent-MCPTT-group-ID" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for regrouped element -->

  <xs:complexType name="regroupedType">
    <xs:sequence>

      <xs:element ref="mcpttgi:group-priority"/>

      <xs:element name="constituent-MCPTT-group-IDs" type="constituentMCPTTgroupTypeIDsType"/>

      <xs:element name="anyExt" type="anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="temporary-MCPTT-group-ID" type="xs:anyURI" use="required"/>

    <xs:attribute name="temporary-MCPTT-group-requestor" type="xs:anyURI" use="required"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <!-- complex type for any extensions element -->

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>

  </xs:complexType>

</xs:schema>

***** Next change *****
7.x
Query portion of HTTP URI
7.x.1
General

The query portion of HTTP URI used in the MCPTT indicates a non-native HTTP operation.
7.x.2
Syntax
The query is defined by query ABNF rule in table 7.x.2-1.
Table 7.x.2-1: ABNF syntax of values of the elements

query = defined-operations / future-operations
defined-operations = group-regroup-creation / group-regroup-check / group-regroup-notification
group-regroup-creation = %x67.72.6f.75.70.2d.72.65.67.72.6f.75.70.2d.63.72.65.61.74.69.6f.6e
                       ; "group-regroup-creation"

group-regroup-check = %x67.72.6f.75.70.2d.72.65.67.72.6f.75.70.2d.63.68.65.63.6b
                       ; "group-regroup-check"

group-regroup-notification = %x67.72.6f.75.70.2d.72.65.67.72.6f.75.70.2d.6e.6f.74.69.66.69.63.61.74.69.6f.6e
                       ; "group-regroup-notification"

future-operations = 1*( ALPHA / DIGIT / "-" )
7.x.3
Operation

If the query portion is included in a Request-URI of an HTTP POST request:

-
if the query portion contains the "group-regroup-creation" value as specified in subclause 7.x.2, the HTTP server shall perform the group-regroup-creation operation;

-
if the query portion contains the "group-regroup-check" value as specified in subclause 7.x.2, the HTTP server shall perform the group-regroup-check operation;

-
if the query portion contains the "group-regroup-notification" value as specified in subclause 7.x.2, the HTTP server shall perform the group-regroup-notification operation; and
-
if the query portion contains a value other than those specified by the defined-operations ABNF rule in table 7.x.2-1, then the HTTP server shall reject the HTTP POST request with HTTP 403 response.
