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***** begin 1st change *****
6.2.3.1.1
Automatic commencement mode for private calls

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 2xx response;

3)
shall, if anonymity is requested by the invited MCPTT user, include the value "id" in a Privacy header field of the SIP 2xx response according to 3GPP TS 24.229 [4];
4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response;

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";

7)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
8)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 2xx response;
9)
shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
***** begin 2nd change *****
6.2.3.2.1
Manual commencement mode for private calls

When performing the manual commencement mode procedures:

1)
if the MCPTT user declines the MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily Unavailable) response towards the MCPTT server with the warning text set to: "110 user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.

The MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 180 (Ringing) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 180 (Ringing) response;

3)
shall, if anonymity is requested by the invited MCPTT user, include the value "id" in a Privacy header field of the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 180 (Ringing) response;
5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 180 (Ringing) response;
6)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 180 (Ringing) response; and
7)
shall send the SIP 180 (Ringing) response to the MCPTT server.

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

***** begin 3rd change *****
6.2.7
Receiving a SIP MESSAGE request

Upon receipt of a SIP MESSAGE request the MCPTT client shall handle the request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33].

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT ID in the clients address book.

If the SIP MESSAGE request contains:



-
an application/ vnd.3gpp.mcptt-info+xml MIME body; and
-
a text/plain MIME body;

then the MCPTT client:

1)
shall validate the MCPTT ID in the <mcptt-request-uri> element of the application/ vnd.3gpp.mcptt-info+xml  MIME body; and
2)
if the validation of the MCPTT ID succeeds, shall render the message content in the text/plain MIME body to the MCPTT user identified by the MCPTT ID.
6.2.8
Priority call conditions

This subclause contains common procedures to be used for MCPTT emergency group calls and MCPTT imminent peril group calls.

6.2.8.1
MCPTT emergency group call conditions

6.2.8.1.1
SIP INVITE request for originating MCPTT emergency group calls

NOTE 1:
This subclause is referenced from other procedures.
When the MCPTT emergency state is set and this group and the MCPTT user are authorised to originate MCPTT emergency group calls, the MCPTT client:

1)
shall include in the SIP INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <emergency-ind> element set to "true" and if the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" shall set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested";

2)
if the MCPTT emergency alert state is set to "MEA 3: emergency-alert-initiated", shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "true";

3)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and is authorised to do so, and the MCPTT emergency alert state is set to "MEA 1: no-alert", shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "true" and set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

4)
if the MCPTT user has not requested an MCPTT emergency alert to be sent and the MCPTT emergency alert state is set to "MEA 1: no-alert", shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

5)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" set the MCPTT client emergency group state of the MCPTT group to "MEG 3: confirm-pending".

NOTE 2:
This is the case of an MCPTT user already being in the MCPTT emergency state it initiated previously while originating an MCPTT emergency group call or MCPTT emergency alert. All group calls the MCPTT user originates while in MCPTT emergency state will be MCPTT emergency group calls.

When the MCPTT emergency state is clear and the MCPTT emergency group call state is set to "MEGC 1: emergency-gc-capable" and this group and MCPTT user are authorised to originate MCPTT emergency group calls, the MCPTT client shall set the MCPTT emergency state and perform the following actions:

1)
shall include in the SIP INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <emergency-ind> element set to "true" and set the MCPTT emergency group call state to "MEGC 2: emergency-call-requested" state;

2)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and is authorised to do so, shall include in the application/vnd.3gpp.mcptt-info+xml MIME body the <alert-ind> element set to "true" and set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

3)
if the MCPTT user has not requested an MCPTT emergency alert to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

4)
if the MCPTT client emergency group state of the group is set to a value other than "MEG 2: in-progress" shall set the MCPTT client emergency group state of the MCPTT group to "MEG 3: confirm-pending".

NOTE 3:
This is the case of an initial MCPTT emergency group call and optionally an MCPTT emergency alert being sent. As the MCPTT emergency state is not sent, there is no MCPTT emergency alert outstanding.

NOTE 4:
An MCPTT group call originated by an affiliated member of an MCPTT group which is in an in-progress emergency state (as tracked on the MCPTT client by the MCPTT client emergency group state) but is not in an MCPTT emergency state of their own will also be an MCPTT emergency group call. The <emergency-ind> and <alert-ind> elements of the application/vnd.3gpp.mcptt-info+xml 
MIME body do not need to be included in this case and hence no action needs to be taken in this subclause.

Editor's Note [CT1#95-bis, C1-160416]: statements concerning MCPTT user authorisation and group authorisation to originate MCPTT emergency group calls or MCPTT emergency alerts need to have a document to reference. Currently these authorisations are discussed in 23.179 Annex B but are expected to be in CT1 MCPTT specifications during the course of Rel-13
***** begin 4th change *****
6.2.8.1.3
SIP re-INVITE request for cancelling MCPTT in-progress emergency group state

This subclause is referenced from other procedures.
When the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to "MEA 1: no-alert", the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <emergency-ind> element set to "false";

2)
shall clear the MCPTT emergency state and set the MCPTT emergency group call state to "MEGC 1: emergency-gc-capable"; and

3)
shall set MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending"

NOTE 1:
This is the case of an MCPTT user who has initiated an MCPTT emergency group call and wants to cancel it.

When the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to a value other than "MEA 1: no-alert" and the MCPTT user has indicated only the MCPTT emergency group call should be cancelled, the MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <emergency-ind> element set to "false";

2)
shall set the MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending"; and

3)
shall set the MCPTT emergency group call state to "MEGC 1: emergency-gc-capable";

NOTE 2:
This is the case of an MCPTT user has initiated both an MCPTT emergency group call and an MCPTT emergency alert and wishes to only cancel the MCPTT emergency group call. This leaves the MCPTT emergency state set.

When the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to a value other than "MEA 1: no-alert" and the MCPTT user has indicated that the MCPTT emergency alert on the MCPTT group should be cancelled in addition to the MCPTT emergency group call, the MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <emergency-ind> element set to "false";

2)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to "false";

3)
shall set the MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending"; and

4)
shall clear the MCPTT emergency state and enter the "MEGC 1: emergency-gc-capable" state.

NOTE 3:
This is the case of an MCPTT user that has initiated both an MCPTT emergency group call and an MCPTT emergency alert and wishes to cancel both.
***** begin 5th change *****
6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field. The behaviour of the server receiving the Privacy header field is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and

8)
if the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request, to the outgoing SIP INVITE request.
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

6.3.2.1.4
Sending an INVITE request on receipt of a REFER request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:

1)
shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP REFER request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request; and

7)
if the incoming SIP REFER request contained an application/vnd.3gpp.mcptt-info+xml MIME body in the "body" URI header field, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the application/vnd.3gpp.mcptt-info+xml MIME body to the SIP INVITE request.
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP REFER request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

6.3.2.1.5
Response to an INVITE request

6.3.2.1.5.1
Provisional responses

NOTE:
This subclause is referenced from other procedures

When sending SIP provisional responses other than the SIP 100 (Trying) response, the participating MCPTT function shall generate a SIP provisional response according to 3GPP TS 24.229 [4] and:
1)
shall, if privacy is requested, include the value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag; and

d)
an MCPTT session identity constructed from the MCPTT session identity if provided in the Contact header field of the incoming provisional response;

3)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.2 in 3GPP TS 24.229 [4]; and

4)
if the incoming SIP provisional response contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing SIP provisional response.

6.3.2.1.5.2
Final response

This subclause is referenced from other procedures.
When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is requested, include the value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.2 in 3GPP TS 24.229 [4]; and
7)
if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing SIP 200 (OK) response.

Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header
***** begin 6th change *****
6.3.2.1.9
Generating a SIP re-INVITE request on receipt of a SIP re-INVITE request
This subclause is referenced from other procedures.

When generating a SIP re-INVITE request according to 3GPP TS 24.229 [4] on receipt of an incoming SIP re-INVITE request, the participating MCPTT function:

1)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

2)
shall include the option tag "timer" in the Supported header field;

3)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP re-INVITE request;

4)
if the incoming SIP re-INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20];
5)
if the incoming SIP re-INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the application/vnd.3gpp.mcptt-info+xml MIME body;
6)
if the incoming SIP re-INVITE request contained an application/vnd.3gpp.location-info+xml MIME body, shall include a Content-Type header field with multipart/mixed (if not already included), as specified in IETF RFC 2046 [21], and copy the application/vnd.3gpp.location-info+xml MIME body; and

7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT session.
***** begin 7th change *****
6.3.2.2.3
SIP INVITE request towards the terminating MCPTT client

The participating MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4] and:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag;

d)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request; and

e)
any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.3 in 3GPP TS 24.229 [4]; and

Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

Editor's Note [CT1#95, C1-154398]:
Further specification of the inclusion of the Resource-Share header field for the case where the SIP INVITE request was received without SDP offer needs to be studied.

7)
if the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the application/vnd.3gpp.mcptt-info+xml MIME body, to the outgoing SIP INVITE request.
Editor's note [CT1#95-bis, C1-160396]: If the broadcast call can be initiated over the MBMS bearer without using an SIP session (on-demand or pre-established) is FFS. There may be security issues with such a solution if security keys are not distributed to affiliated group members prior to the establishment of the broadcast call.
6.3.2.2.4
Response to a SIP INVITE request

6.3.2.2.4.1
Provisional response
This subclause is referenced from other procedures.
When sending a SIP provisional responses other than the SIP 100 (Trying) response to the SIP INVITE request, the participating MCPTT function shall generate a SIP provisional response according to 3GPP TS 24.229 [4] and:
1)
shall, if privacy is requested, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];

Editor's Note [CT1#94, C1-153766]: The exact use of "id" is FFS.
2)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

3)
if the outgoing SIP provisional response is to be sent in response to the receipt of a SIP provisional response and the response contains an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing SIP provisional response. 
6.3.2.2.4.2
Final response

This subclause is referenced from other procedures.

Editor's Note [CT1#94, C1-153763]: This subclause needs to be updated to cover 200 OK for case of pre-established session.
When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";

3)
shall, if privacy is requested, include value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCPTT function;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23]; and

6)
if the incoming SIP response contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing SIP 200 (OK) response.
Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.

***** begin 8th change *****
6.3.2.2.5.2
Automatic commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires automatic commencement mode the participating MCPTT function:

1)
shall generate a SIP 183 (Session Progress) response to the "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.4.1;

2)
shall set the P-Answer-State header field to "Unconfirmed" in the SIP 183 (Session Progress) response;

3)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

4)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";

5)
shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function", to the outgoing SIP INVITE request;
6)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

7)
shall copy the contents of the Answer-Mode header field from the received "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP INVITE request;

8)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1; and

9)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

1)
if the SIP 183 (Session Progress) was sent unreliably, shall send the SIP 200 (OK) response immediately; and

2)
if the SIP 183 (Session Progress) was sent reliably, shall wait until the receipt of a SIP PRACK request before sending the SIP 200 (OK) response.

Upon receiving a SIP PRACK request the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK request and forward the SIP 200 (OK) response, according to 3GPP TS 24.229 [4].

When the participating MCPTT function sends the SIP 200 (OK) response, the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].

***** begin 9th change *****
6.3.2.2.6.2
Manual commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

2)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";

3)
shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function", to the outgoing SIP INVITE request;
4)
shall copy the contents of the Answer-Mode header field from the received "SIP INVITE request for terminating participating MCPTT function" to the SIP INVITE request;

5)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
Editor's Note [CT1#94, C1-153766]: Privacy is FFS.
6)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1; and

7)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 180 (Ringing) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 1:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and
3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field if received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

When the participating MCPTT function sends the SIP 200 (OK) response the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].

6.3.2.2.6.3
Manual commencement for Pre-established session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for a pre-established session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP re-INVITE request as described in subclause 6.3.2.2.3;
Editor’s Note [CT1#94, C1-153766]: the management of the media resource allocation by the pre-established session is FFS.

NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header field as specified in IETF RFC 5373 [18] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the pre-established session.

2)
shall set the Request-URI to the URI contained in the Contact header field returned when establishing the pre-established session from the invited MCPTT user;

3)
shall include the Call-ID, From tag and To tag which are provided from pre-established session;

4)
shall include in a Contact header field the URI which was contained in the Contact header field in SIP 200 (OK) response when establishing the pre-established session with the invited MCPTT user;

5)
shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function", to the outgoing SIP re-INVITE request;
6)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 6.3.2.2.1;

7)
shall include value "id" in the Privacy header field according to 3GPP TS 24.229 [4], if the Invited MCPTT client has requested privacy, when the pre-established session was established; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

8)
shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4];

Upon receiving a SIP 180 (Ringing) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 3:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field as received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request, the participating MCPTT function:

1)
if the received SDP answer includes changes in codecs or media formats, shall interact with the media plane as specified in 3GPP TS 24.380 [5] for updating the media plane with the newly negotiated codecs and media parameters from the received SDP answer;
2)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

3)
shall include in the SIP 200 (OK) response, an SDP answer based on the SDP answer in the received SIP 200 (OK) response, as specified in subclause 6.3.2.2.2.1;

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 4:
The participating MCPTT function sends a MCCP Connect message, in order to give MCPTT session identity to the terminating MCPTT client.

5)
shall send the SIP 200 (OK) response to the SIP INVITE request according to rules and procedures of SIP/IP Core.

6.3.2.2.7
SIP MESSAGE request towards the terminating MCPTT client

This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in a body. This decision may be revised such that the IMPU can be mapped directly to the MCPTT-ID in the clients address book.

When receiving a SIP MESSAGE request containing:

-
an application/vnd.3gpp.mcptt-info+xml MIME body; and

-
a text/plain MIME body;

the participating MCPTT function:

1)
shall verify if a binding exists between the public user identity in the Request-URI of the SIP MESSAGE request and an MCPTT ID.
2)
if a binding does not exist between the public user identity and a MCPTT ID or a binding exists, but the validity period of the binding has expired, shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response and not continue with any of the remaining steps;
3)
shall verify that the MCPTT ID in the <mcptt-request-uri> matches the binding in the participating MCPTT function, and if the match fails, shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response and not continue with any of the remaining stepsshall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]:
4)
shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
5)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

6)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity that was in the Request-URI of the incoming SIP MESSAGE request;
7)
shall include a content-type of multipart/mixed with a boundary delimiter parameter set to  set to "mcptt" in accordance with IETF RFC 2046 [21];;

8)
shall include an "mcptt" boundary delimiter followed by a content-type of application/vnd.3gpp.mcptt-info+xml;

9)
shall include an mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user that was in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP MESSAGE request, according to 
10)
shall include an "mcptt" boundary delimiter followed by a content-type of "text/plain";

11)
shall include the text that was included in the MIME body of the incoming SIP MESSAGE request;
12)
shall include a final "mcptt" boundary delimiter;
13)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
14)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];

***** begin 10th change *****
6.3.2.2.9
Populate MIME bodies

This subclause is referenced from other procedures.
If the incoming SIP request contains an application/vnd.3gpp.mcptt-info MIME body, the participating MCPTT function:

1)
if more than one MIME body will be included in the SIP request and if not already included, shall include the Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
2)
if not already included, shall include a Content-Type header field set to application/vnd.3gpp.mcptt-info+xml; and

3)
if not already copied, shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body received in the SIP request into an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP request.
If the received SIP request contains an application/vnd.3gpp.location-info+xml MIME body as specified in Annex F.3:

1)
if more than one MIME body will be included in the SIP request and if not already included, shall include the Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
2)
if not already included, shall include a Content-Type header field set to application/vnd.3gpp.location-info+xml; and

3)
if not already copied, shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body received in the SIP request into an application/vnd.3gpp.location-info+xml MIME body included in the outgoing SIP request.

If the received SIP request contains an application/resource-lists+xml MIME body:

1)
if more than one MIME body will be included in the SIP request and if not already included, shall include the Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
2)
if not already included, shall include a Content-Type header field set to application/resource-lists+xml; and

3)
if not already copied, shall copy the contents of the resource-lists MIME body received in the SIP request into an application/resource-lists+xml MIME body included in the outgoing SIP request.
***** begin 11th change *****
6.3.3.1.2
Sending an INVITE request

This subclause is referenced from other procedures.

The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include a Referred-By header field with the MCPTT address of the inviting MCPTT client;

6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

7)
shall include the Supported header field set to "timer";

8)
shall, if privacy is requested by the inviting MCPTT client, include the value "id" in a Privacy header field according to rules and procedures of IETF RFC 3325 [14];
9)
shall include an unmodified Answer-Mode header field if present in the incoming SIP INVITE request or in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated; and

10)
if the incoming SIP INVITE request contained an application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the application/vnd.3gpp.mcptt-info+xml MIME body to the outgoing INVITE request.
***** begin 12th change *****
6.3.3.1.4
Sending a SIP MESSAGE request

This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT-ID in the clients address book.

The controlling MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to a public service identity identifying the terminating participating MCPTT function associated with the MCPTT ID of the MCPTT user;
5)
shall include a content-type of multipart/mixed with boundary delimiter parameter set to a value of "mcptt";
6)
shall include an "mcptt" boundary delimiter followed by a content-type of application/vnd.3gpp.mcptt-info +xml;
7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
8)
shall include an "mcptt" boundary delimiter followed by a content-type of "text/plain" and the required text to render to the MCPTT user;
9)
shall include a final "mcptt" boundary delimiter;
10)
shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and

11)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].
***** begin 13th change *****
6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall set the Request-URI to the public service identity of the terminating MCPTT participating function associated with the MCPTT user to be invited;

NOTE:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.
3)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4];
4)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-calling-user-id> element set to the MCPTT ID of the initiating MCPTT user;
5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

7)
shall include the Supported header field set to "timer";

8) if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include in the application/vnd.3gpp.mcptt-info MIME body, the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP re-INVITE request and MCPTT emergency alerts are authorised for this group and MCPTT user, shall populate the application/vnd.3gpp.mcptt-info MIME body and application/vnd.3gpp.location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false" in the application/vnd.3gpp.mcptt-info MIME body; and

Editor's Note [C1#95-bis, C1-160422]: if the alert-ind is to be included, the Location info of the client needs to be included. It is currently missing.

9)
if the in-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include in an application/vnd.3gpp.mcptt-info MIME body the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.
6.3.3.1.7
Sending a SIP INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session associated with an MCPTT emergency group call. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 10.1.2.4.1.1.
The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the address of the terminating participating function associated with the MCPTT ID of the targeted MCPTT user;
3)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element populated as follows:

a)
the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
b)
the <mcptt-calling-user-id> element set to the value of the MCPTT ID of the calling MCPTT user; and

c)
the <mcptt-group-id> element set to the value of the MCPTT group ID of the emergency group call.
4)
shall include in the P-Asserted-Identity header field the IMPU associated with the inviting MCPTT client;

5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
6)
if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts shall populate the application/vnd.3gpp.mcptt-info MIME body and the application/vnd.3gpp.location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false" in the application/vnd.3gpp.mcptt-info MIME body.

***** begin 14th change *****
6.3.3.1.10
Generating a SIP re-INVITE request to cancel an in-progress emergency

This subclause is referenced from other procedures.

This subclause describes the procedures for sending a SIP re-INVITE request to cancel the in-progress emergency state of an MCPTT group. The procedure is initiated by the controlling MCPTT function when it determines the cancellation of the in-progress emergency state of an MCPTT group is required.

The controlling MCPTT function:

1)
shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.1.9;
2)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the normal priority level designated for the targeted MCPTT user; and

3)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "false".

6.3.3.1.11
Generating a SIP MESSAGE request for notification of in-progress emergency status change

This subclause is referenced from other procedures.

This subclause describes the procedures for generating a SIP MESSAGE request to notify affiliated but not participating members of an MCPTT group of the change of status of the in-progress emergency state of an MCPTT group. The procedure is initiated by the controlling MCPTT function when it has set or cancelled the in-progress emergency state of an MCPTT group.

The controlling MCPTT function:

1)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to the address of the terminating participating function associated with the MCPTT ID of the targeted MCPTT user;

5)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user; and

6)
shall include in the application/vnd.3gpp.mcptt-info MIME body an <mcptt-group-id> element set to the MCPTT group ID of the MCPTT group on which the in-progress emergency state has changed.
6.3.3.1.12
Populate mcptt-info and location-info MIME bodies for emergency alert

This subclause is referenced from other procedures.

This subclause describes the procedures for populating the application/vnd.3gpp.mcptt-info and application/vnd.3gpp.location-info+xml MIME bodies for an MCPTT emergency alert. The procedure is initiated by the controlling MCPTT function when it has received a SIP request initiating an MCPTT emergency alert and generates a message containing the MCPTT emergency alert information required by 3GPP TS 23.179 [3].
The controlling MCPTT function:

1)
if not already included, shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];

2)
shall include a Content-Type header field set to application/vnd.3gpp.mcptt-info+xml;
3)
shall include, if not already present, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1, and set the <alert-ind> element to a value of "true";

4)
shall determine the value of the MCPTT user's Mission Critical Organization;

Editor's Note [CT1onMCPTT, C1-16034]: need to include a reference here how the MCPTT user's Mission Critical Organization data element is acquired.

5)
shall include in the <mcpttinfo> element containing the <mcptt-Params> element containing an <mc-org> element set to the value of the MCPTT user's Mission Critical Organization;

6)
shall include a Content-Type header field set to application/vnd.3gpp.location-info+xml;
7)
shall include an application/vnd.3gpp.location-info+xml MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element; and

8)
shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body in the received SIP request into an application/vnd.3gpp.location-info+xml MIME body included in the outgoing SIP request.
***** begin 15th change *****
6.3.3.4
Generating a SIP NOTIFY request
The controlling MCPTT function shall generate a SIP NOTIFY request according to 3GPP TS 24.229 [4] with the clarification in this subclause.

In the SIP NOTIFY request, the controlling MCPTT function:

1)
shall set the Request-URI to the IMPU of the targeted MCPTT client;

2)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCPTT function;

3)
shall include an Event header field set to the “conference” event package;

4)
shall include an Expires header field set to 3600 seconds according to IETF RFC 4575 [30], as default value;

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9]; and

6)
shall include an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> set to the value of MCPTT ID of the targeted MCPTT user.

In the SIP NOTIFY request, the controlling MCPTT function shall include a MIME conference-info+xml body according to IETF RFC 4575 [30] with the following limitations:

1)
the controlling MCPTT function shall include the MCPTT group ID of the MCPTT group in the "entity" attribute of the <conference-info> element;

2)
for each participant in the MCPTT session, the controlling MCPTT function shall include a <user> element. The <user> element shall:

a)
include the "entity" attribute. The "entity" attribute:
i)
shall for the MCPTT client, which initiated, joined or re-joined an MCPTT session, include the MCPTT ID of the MCPTT user which originates SIP INVITE request, if privacy is not requested by the MCPTT user or if the receiver of the SIP NOTIFY request is an authorised user;
ii)
shall for an invited MCPTT client include the MCPTT ID of the invited MCPTT user in case of a prearranged group call or chat group call, if privacy is not requested by the MCPTT use or if the receiver of the SIP NOTIFY request is an authorised user; and

iii)
shall include the anonymous MCPTT ID of the participant, which has request privacy unless the receiver of the SIP NOTIFY request is an authorised user;

b)
shall include a single <endpoint> element. The <endpoint> element:
i)
shall include the "entity" attribute; and
ii)
shall include the <status> element indicating the status of the MCPTT session according to RFC 4575; and
c)
may include <role> element.

NOTE:
The usage of <role> is only applicable for human consumption.
***** begin 16th change *****
6.3.4.1.2
Sending an INVITE request

This subclause is referenced from other procedures.

The non-controlling MCPTT function of an MCPTT group shall generate initial SIP INVITE requests according to 3GPP TS 24.229 [4].
For each SIP INVITE request, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a new MCPTT session identity for the MCPTT session with the invited MCPTT client and include it in the Contact header field with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall set the Request-URI to the public service identity of the terminating participating function associated to the MCPTT ID of the MCPTT user to be invited;

NOTE 1:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
6)
shall include an mcptt-info MIME body with:

a)
a <mcptt-request-uri> element set to the MCPTT ID of the invited MCPTT user;

b)
a <mcptt-calling-user-id> element set to the MCPTT ID of the calling user; and

c)
a <mcptt-calling-group-id> set to the group identity;
7)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;

8)
shall include the received Referred-By header field with the MCPTT address of the inviting MCPTT client;

9)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

10)
shall include the Supported header field set to "timer";

11)
shall include an unmodified Privacy header field, if present in the incoming SIP INVITE request; and

12)
shall include an unmodified Answer-Mode header field, if present in the incoming SIP INVITE request.
***** begin 17th change *****
9.2.1.2
Affiliation status change procedure

In order;

-
to indicate that an MCPTT user is interested in one or more MCPTT group(s) at an MCPTT client;

-
to indicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;

-
to refresh indication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state received in a SIP NOTIFY request in subclause 9.2.1.3; or

-
any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], and IETF RFC 3903 [37].

In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info MIME body. In the application/vnd.3gpp.mcptt-info MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

5)
if the MCPTT user is interested in at least one MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;

NOTE:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT user is no longer interested in any MCPTT group at the MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to zero; and
7)
shall include an application/pidf+xml MIME body indicating per-user affiliation information according to subclause 9.3.1. The MCPTT client shall include all MCPTT groups where the MCPTT user indicates its interest. The MCPTT client shall not include the "status" attribute and the "expires" attribute in the <group> element.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

9.2.1.3
Affiliation status determination procedure

NOTE 1:
The MCPTT UE also uses this procedure to determine which MCPTT groups the MCPTT user successfully affiliated to.
In order to discover MCPTT groups which the MCPTT user at an MCPTT client is affiliated to, the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

Editor's Note [CT1#95-bis, C1-160419]: whether a filter needs to be provided is FFS

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info MIME body. In the application/vnd.3gpp.mcptt-info MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

5)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

7)
shall include an Accept header field containing the application/pidf+xml MIME type;
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 3:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-user affiliation information constructed according to subclause 9.3.1,then the MCPTT client:
shall determine affiliation status for each MCPTT group in the MIME body.
***** begin 18th change *****
9.2.2.2.4
Receiving subscription to affiliation status procedure

Upon receiving a SIP SUBSCRIBE request such that:
1)
Request-URI of the SIP SUBSCRIBE request contains either the public service identity identifying the originating participating MCPTT function serving the MCPTT user, or the public service identity identifying the terminating participating MCPTT function serving the MCPTT user;

2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info MIME body containing the<mcptt-request-uri> element;
3)
an Accept-Contact header field of the SIP SUBSCRIBE request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type;
the MCPTT server:
1)
shall identify the served MCPTT ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP PUBLISH request;

2)
if the Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the originating participating MCPTT function serving the MCPTT user, shall identify the originating MCPTT ID from public user identity in the P-Asserted-Identity header field of the SIP PUBLISH request;

3)
if the Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the terminating participating MCPTT function serving the MCPTT user, shall identify the originating MCPTT ID in the <mcptt-calling-user-identity> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP PUBLISH request;
4)
if the originating MCPTT ID is different than the served MCPTT ID and the originating MCPTT ID is not authorized to modify affiliation status of the served MCPTT ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and

5)
shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the MCPTT server shall notify the subscriber about changes of the information of the served MCPTT ID, as described in subclause 9.2.2.2.5.
***** begin 19th change *****
9.2.2.2.7
Affiliation status determination from MCPTT server owning MCPTT group procedure

In order to discover whether a served MCPTT user was successfully affiliated to a handled MCPTT group in the MCPTT server owning the handled MCPTT group, the MCPTT server shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

Editor's Note [CT1#95-bis, C1-160419]: whether a filter needs to be provided is FFS

In the SIP SUBSCRIBE request, the MCPTT server:
1)
shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the handled MCPTT group ID;
2)
shall include an application/vnd.3gpp.mcptt-info MIME body. In the application/vnd.3gpp.mcptt-info MIME body, the MCPTT server:

a)
shall include the <mcptt-request-uri> element set to the handled MCPTT group ID; and

b)
shall include the <mcptt-calling-user-id> element set to the served MCPTT ID;

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];

5)
if the MCPTT server wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

6)
if the MCPTT server wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and
7)
shall include an Accept header field containing the application/pidf+xml MIME type; and

8)
shall include an Event header field with the "presence" event type.
In order to re-subscribe or de-subscribe, the MCPTT server shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT server:
1)
if the MCPTT server wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT server wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and
3)
shall include an Accept header field containing the application/pidf+xml MIME type; 
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-group affiliation information constructed according to subclause 9.3.1, then the MCPTT server:

1)
if the SIP NOTIFY request identifies the affiliating MCPTT user as affiliated:
a)
shall set the affiliation status to "affiliated" for each MCPTT group information entry such that:

i)
the MCPTT group information entry has the "affiliating" affiliation status and the MCPTT group ID set to the handled MCPTT group ID;

ii)
the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry; and
iii)
the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry; and

2)
if the SIP NOTIFY request identifies the affiliating MCPTT user is no longer unaffiliated:

a) shall remove each MCPTT group information entry such that:
i)
the MCPTT group information entry has the MCPTT group ID set to the handled MCPTT group ID;

ii)
the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry; and

iii)
 the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry.

Editor's note: changes of the list of MCPTT user information entries based on received notify request need to be double checked.
***** begin 20th change *****
9.2.2.3.4
Receiving subscription to affiliation status procedure

Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity of the controlling MCPTT function associated with the served MCPTT group;
2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info MIME body containing the<mcptt-request-uri> element and the <mcptt-calling-user-identity> element;

3)
an Accept-Contact header field of the SIP SUBSCRIBE request contains the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and
4)
the Event header field of the SIP SUBSCRIBE request contains the "presence" event type;
then the MCPTT server:
1)
shall identify the served MCPTT group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request;

2)
shall identify the handled MCPTT ID in the <mcptt-calling-user-identity> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP SUBSCRIBE request;

3)
if the Expires header field of the SIP SUBCRIBE request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP SUBCRIBE request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)
if an MCPTT group for the served MCPTT group ID does not exist in the group management server according to 3GPP TS 24.381 [31], shall reject the SIP SUBCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;

5)
if the handled MCPTT ID is not a member of the MCPTT group identified by the served MCPTT group ID, shall reject the SIP SUBCRIBE request with SIP 403 (Forbidden) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps; and

6)
shall generate a SIP 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].

For the duration of the subscription, the MCPTT server shall notify subscriber about changes of the information of the served MCPTT ID, as described in subclause 9.2.2.2.5.
***** begin 21st change *****
10.1.1.2.1.1
Client originating procedures

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;

2)
if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.2;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

9)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.

10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154553]: The Resource-Priority header field may need to be used to indicate the need for elevated bearer priority for emergency calls. This aspect of its usage is under study.

11)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

12)
shall contain an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;

NOTE 2:
The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.
13)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

14)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

15)
shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] ; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

***** begin 22nd change *****
10.1.1.2.1.3
MCPTT upgrade to in-progress emergency

Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition on an MCPTT prearranged group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an application/vnd.3gpp.mcptt-info MIME body populated as specified in subclause 6.2.8.1.1;

2)
if an indication of an MCPTT emergency alert is to be included, shall perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;
3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

4)
should include the "timer" option tag in the Supported header field;

5)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

6)
shall set the Request-URI of the SIP re-INVITE request to the MCPTT session identity;
7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

8)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
9)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4;
10)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

11)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
Editor's Note [CT1#96, C1-161141]: the use of the Warning header to indicate emergency related authentication failures needs to be replaced globally as this can be considered to be sensitive information. One candidate is the inclusion of an mcpttinfo body in the SIP 2xx response or SIP 4xx response indicating the type of failure.
***** begin 23rd change *****
10.1.1.3.1.1
On demand prearranged group call

In the procedures in this subclause, group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request.
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to a value of "prearranged", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#94, C1-153763]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;

NOTE 1:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
if the user identified by the MCPTT ID is not authorised to initiate prearranged group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;

4)
if the user identified by the MCPTT ID already has N2 simultaneous affiliations and the user is not affiliated to the group identified in the "SIP INVITE request for originating participating MCPTT function", shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4;

NOTE 2:
N2 is the total number of MCPTT groups that an MCPTT User can be affiliated to simultaneously.

5).
shall validate the media parameters and if the MCPTT speech codec is not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCPTT group calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
Editor's Note [CT1#94, C1-153763]: The above step requires that the participating function has configuration related to maximum number of simultaneous group calls for the MCPTT user. This is still to be determined.

Editor's Note [CT1#94, C1-153763]: It needs to be determined if there is configuration at the participating function for outgoing MCPTT call barring and hence a check for its existence for the MCPTT user at the participating function.

7)
shall check if a Resource-Priority header field is included in the SIP INVITE request according to rules and procedures of specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#94, C1-153763]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) is to be determined.

8)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the SIP INVITE request;

NOTE 3:
The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.

NOTE 4:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current release.
9)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

10)
shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the group identity which was present in the incoming SIP INVITE request;

11)
shall set the <mcptt-calling-user-identity> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request to the MCPTT ID of the calling user;
12)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCPTT client as specified in subclause 6.3.2.1.1.1;

13)
shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

Editor's Note [CT1#94,C1-153763]: What values the Resource-Priority header field is set to is FFS. How the participating function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

14)
shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response in response to the above SIP INVITE request in step 14):

1)
shall generate a SIP 200 (OK) response as in subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;

6)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];

7)
shall interact with Media Plane as specified in 3GPP TS 24.380 [5]; and

8)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].
***** begin 24th change *****
10.1.1.3.2
Terminating Procedures

NOTE:
This subclause covers both on-demand session and pre-established sessions.

Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating function with application data encryption"
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCPTT function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

Editor's Note [CT1#94, C1-153763]: If privacy is included in the request, policy may exist on the server to reject the request if anonymity is disallowed. This is FFS.

Editor's Note [CT1#94, C1-153763]: It is still to be determined how priority is specified for MCPTT. Priority would be a factor for the participating server when considering Resource-Priority in the case of possible congestion.
3)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request to retrieve the binding between the MCPTT ID and public user identity;

4)
if the binding between the MCPTT ID and public user identity does not exist, then the participating MCPTT function shall reject the SIP INVITE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
5)
shall perform the automatic commencement procedures specified in subclause 6.3.2.2.5.1 and according to IETF RFC 5373 [18] if the following conditions are met:
a)
"SIP INVITE request for terminating participating MCPTT function" contains an Answer-Mode header field with the value "Auto"; or

b)
"SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the default policy for answering the call at the invited MCPTT client is to use automatic commencement mode; and

6)
shall perform the manual commencement procedures specified in subclause 6.3.2.2.6.1 and according to IETF RFC 5373 [18] if the following conditions are met:
a)
"SIP INVITE request for terminating participating MCPTT function" contains an Answer-Mode header field with the value "Manual"; or

b)
"SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the default policy for answering the call at the invited MCPTT client is to use manual commencement mode.

***** begin 25th change *****
10.1.1.3.5.1
Originating procedures - on demand prearranged group call

Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to a value of "prearranged", the participating MCPTT function shall follow the procedures specified in subclause 10.1.1.3.1.1 with the clarification in step 9) of subclause 10.1.1.3.1.1 that the Request-URI of the SIP INVITE request shall contain a URI of the MCPTT session identity which constructed from the MCPTT session identity provided in Request-URI header field of the "SIP INVITE request for originating participating MCPTT function".
10.1.1.3.5.2
Originating procedures - prearranged group call using pre-established session
Upon receipt of a "SIP REFER request for a pre-established session", with the Refer-To header containing an application/vnd.3gpp.mcptt-infoMIME type content in a "body" URI header field and with the <session-type> element set to "prearranged" the participating MCPTT function shall follow the procedures specified in subclause 10.1.1.3.1.2 with the clarification in step 9) of subclause 10.1.1.3.1.2 that the Request-URI of the SIP INVITE request shall contain a URI of the MCPTT session identity which constructed from the MCPTT session identity provided in the Refer-to header field of the "SIP REFER request for a pre-established session".
***** begin 26th change *****
10.1.1.4.1.1
INVITE targeted to an MCPTT client

Editor's Note [CT1#95, C1-154731]: In the following subclause, the relevance of the information in the conference state event package in presence of broadcast transmission is FFS.

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 10.1.1.4.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this subclause.

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited.;

NOTE 1:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
3)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCPTT function;
4)
shall include in the application/vnd.3gpp.mcptt-info MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the MCPTT ID of the terminating user; and

b)
the <mcptt-group-id> element set to the group identity;

NOTE 3:
The <mcptt-calling-user-id> is already included in the MIME body as a result of calling subclause 6.3.3.1.2 in step 1).
5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
6)
shall send the SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response containing a Require header field with the option tag "100rel" and containing a P-Answer-State header field with the value "Unconfirmed" in response to the SIP INVITE request the controlling MCPTT function:

1)
shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4]; and

2)
shall create and cache an anonymous MCPTT ID for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT ID has not been created yet for the invited MCPTT user.

NOTE 4:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

Editor's Note [CT1#95, C1-154731]: OMA PCPS allows privacy for an MCPTT group by using the <allow-anonymity> element. It is FFS if this capability is required for MCPTT. If so, then procedures will need to be specified here for the controller to either obey the privacy and release the client from the session or ignore the privacy.

1)
shall create and cache an anonymous MCPTT address for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT address has not been created yet for the invited MCPTT user;

NOTE 5:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

3)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that an invited MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 6:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

4)
shall send the SIP NOTIFY request to the MCPTT client according to 3GPP TS 24.229 [4].

NOTE 7:
The notifications above could be sent prior to the SIP 200 (OK) response being sent to the inviting MCPTT client. These notifications received by MCPTT clients that are group members do not mean that the group session will be successfully established.
NOTE 8:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCPTT warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an application/resource-lists+xml MIME body as specified in IETF RFC 5318 [36];

NOTE 9:
The application/resource-lists+xml MIME body contains MCPTT IDs identifying MCPTT users in a partner MCPTT system that needs to be invited to the prearranged group call in case of group regrouping using interrogating method as specified in 3GPP TS 23.179 [3] subclause 10.6.2.4.2.

then the controlling MCPTT function:

1)
shall check if the number of members of the MCPTT group exceeds the value contained in the <max-participant-count> element. If exceeded, the controlling MCPTT function shall invite only <max-participant-count> members from the application/resource-lists+xml MIME body; and

NOTE 10:
The <max-participant-count> element indicates the maximum number of participants allowed in the prearranged group session.

2)
shall invite MCPTT users as specified in this subclause using the list of MCPTT IDs in URI-List.

Editor's note [CT1#95-bis, C1-160489]: How to handle the active call case is FFS.

10.1.1.4.1.2
INVITE targeted to the non-controlling MCPTT function of an MCPTT group

The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function serving the group identity of the MCPTT group owned by the partner MCPTT system;

3)
shall set the P-Asserted-Identity to the public service identity of the controlling MCPTT function;
4)
shall include in the application/vnd.3gpp.mcptt-info MIME body in the outgoing SIP INVITE request, the <mcptt-request-uri> element set to the group identity;
5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
6)
shall send the SIP INVITE request towards the partner MCPTT system in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.
NOTE:
The procedures executed by the controlling MCPTT function prior to sending a response to the inviting MCPTT client are specified in subclause 10.1.1.4.2.

10.1.1.4.2
Terminating Procedures

In the procedures in this subclause:

1)
MCPTT ID in an incoming SIP INVITE request refers to the MCPTT ID of the originating user from the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request;

3)
MCPTT ID in an outgoing SIP INVITE request refers to the MCPTT ID of the called user in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the outgoing SIP INVITE request;

4)
MCPTT ID in an incoming SIP 200 (OK) response refers to the MCPTT ID of the contacted user in the <mcptt-called-party-id> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP 200 (OK) response; and

5)
required group members in a SIP 183 (Session Progress) response refers to the <required> element of the application/vnd.3gpp.mcptt-info MIME body set to "true" in a SIP 183 (Session Progress) sent by the non-controlling MCPTT function of an MCPTT group.

Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT group", the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#95, C1-154731]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
4)
if the user identified by the MCPTT ID is not authorised to initiate group calls, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;

5)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.4.2 and continue with the rest of the steps if the checks in subclause 6.3.4.2 succeed;

Editor's Note [CT1#95, C1-154731]: OMA PCPS procedures check whether privacy is allowed for the user when anonymity is requested i.e. the privacy header field containing the value "id", by checking the <allow-anonymity> field in the Group Document as specified in OMA-TS-XDM_Group-V1. This is not yet specified in TS 24.381 and it is FFS if this is required for MCPTT.

6)
shall perform the actions as described in subclause 6.3.3.2.2;

7)
shall determine if an MCPTT group call for the group identity is already ongoing by determining if an MCPTT session identity has already been allocated for the group call and the MCPTT session is active;

8)
if the MCPTT group call is not ongoing then:

a)
if the user identified by the MCPTT ID is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;

b)
if the user identified by the MCPTT ID is not authorised to initiate the prearranged group session as specified in subclause 6.3.5.4, shall send a SIP 403 (Forbidden) response with the warning text set to: "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below; and

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154731]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

d)
shall create a prearranged group session and allocate an MCPTT session identity for the prearranged group call;

e)
if the group identity in the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is a TGI:

i)
shall for each of the constituent MCPTT groups homed on the primary MCPTT system:
A)
if the controlling MCPTT function does not own the MCPTT group identified by the MCPTT group ID, then generate a SIP INVITE request towards the MCPTT server that owns the MCPTT group identity by following the procedures in subclause 10.1.1.4.1.2; and

NOTE 1:
The MCPTT server that the SIP INVITE request is sent to acts as a non-controlling MCPTT function;
B)
if the controlling MCPTT function owns the MCPTT group identified by the MCPTT group ID then:
I)
determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;

II)
invite each group member determined in step A) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

III)
interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

ii)
shall for each of the constituent MCPTT groups homed on the partner MCPTT system generate a SIP INVITE request for the MCPTT group identity homed on the partner MCPTT system as specified in subclause 10.1.1.4.1.2; and

f)
if the group identity in the SIP INVITE request for controlling MCPTT function of an MCPTT group is an MCPTT group ID:

i)
shall determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;

ii)
if necessary, shall start timer TNG1 (acknowledged call setup timer) according to the conditions stated in subclause 6.3.3.3;

iii)
shall invite each group member determined in step i) above, to the group session, as specified in subclause 10.1.1.4.1.1; and

iv)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and

9) if the MCPTT group call is ongoing then:

a)
if the user identified by the MCPTT ID in the SIP INVITE request is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;

b)
if the user identified by the MCPTT ID in the SIP INVITE request is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not allowed to join the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below;

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154731]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

d)
if <max-participant-count> as specified in 3GPP TS 24.381 [31] is already reached shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 Otherwise, continue with the rest of the steps;

Editor's Note [CT1#95, C1-154731]: A priority user may be allowed to join the session even if the <max-participant-count> is reached. This may mean that a participant in the session already, is released from the group call. This functionality is FFS.

e)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.4.2;

f)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

g)
shall include in the SIP 200 (OK) response with the warning text set to "123 MCPTT session already exists" as specified in subclause 4.4;

h)
shall interact with media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

i)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];

j)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.4;

NOTE 3:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

k)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4]; and

l)
shall not continue with the rest of the subclause.

Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34] as specified in subclause 10.1.1.4.1, the timer TNG1 (acknowledged call setup timer) is not running and the controlling MCPTT function supports media buffering:

1)
shall generate a SIP 200 (OK) response to SIP INVITE request as specified in the subclause 6.3.3.2.3.2 and continue with the rest of the steps if unconfirmed mode is supported by the controlling MCPTT function and the SIP final response is not yet sent to the inviting MCPTT client, otherwise do not proceed with the rest of the steps;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4,4 in the SIP 200 (OK) response, if the prearranged MCPTT group has more than <max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

4)
shall include a P-Answer-State header field with the value "Unconfirmed";

5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 4:
Resulting user plane processing is completed before the next step is performed.

6)
shall send the SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4];

7)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT User has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 5:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

8)
shall send a SIP NOTIFY request to each MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request as specified in subclause 10.1.1.4.1.2 containing required group members, the timer TNG1 (acknowledged call setup timer) is running and all SIP 200 (OK) responses have been received to all SIP INVITE requests sent to MCPTT clients specified in subclause 10.1.1.4.1.1, then the controlling MCPTT function shall wait until the SIP 200 (OK) response has been received to the SIP INVITE request specified in subclause 10.1.1.4.1.2 before generating a SIP 200 (OK) response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group".
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1 that was sent to an affiliated and <required> group member; and
1)
if the MCPTT ID in the SIP 200 (OK) response matches to the MCPTT ID in the corresponding SIP INVITE request;
2)
there are no outstanding SIP 200 (OK) responses to SIP INVITE requests which were sent to affiliated and <required> group members; and

3)
there is no outstanding SIP 200 (OK) response to a SIP INVITE request sent in subclause 10.1.1.4.1.2 where the SIP 183 (Session Progress) response indicated required group members;
the controlling MCPTT function:

1)
shall stop timer TNG1 (acknowledged call setup timer) as described in subclause 6.3.3.3;

2)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;

3)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has been exceeded the <max-participant-count> members as specified in 3GPP TS 24.381 [31];

4)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 6:
Resulting media plane processing is completed before the next step is performed.

6)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

7)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 7:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

8)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.1.1.4.1, the timer TNG1 (acknowledged call setup timer) is not running, the controlling MCPTT function supports media buffering and the SIP final response has not yet been sent to the inviting MCPTT client the controlling MCPTT function according to local policy:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2 before continuing with the rest of the steps;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCPTT group has been exceeded the <max-participant-count> members as specified in 3GPP TS 24.381 [31];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 8:
Resulting media plane processing is completed before the next step is performed.

5)
shall send a SIP 200 (OK) response to the inviting MCPTT client according to 3GPP TS 24.229 [4];

6)
shall generate a notification to the MCPTT clients, which have subscribed to the conference state event package that the inviting MCPTT user has joined in the MCPTT group session, as specified in subclause 6.3.3.4; and

NOTE 9:
As a group document can potentially have a large content, the controlling MCPTT function can notify using content-indirection as defined in IETF RFC 4483 [32].

7)
shall send the SIP NOTIFY request to the MCPTT clients according to 3GPP TS 24.229 [4].

Upon expiry of timer TNG1 (acknowledged call setup timer), if there are outstanding SIP 200 (OK) responses to SIP INVITE requests sent to affiliated and <required> group members, the controlling MCPTT function shall follow the procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is running and a final SIP 4xx, 5xx or 6xx response is received from an affiliated and <required> group member, the controlling MCPTT function shall follow the relevant procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is not running and a final SIP 4xx, 5xx or 6xx response is received from an invited MCPTT client, the controlling MCPTT function shall perform one of the following based on policy:

1)
send the SIP final response towards the inviting MCPTT client, according to 3GPP TS 24.229 [4], if a SIP final response was received from all the other invited MCPTT clients and the SIP 200 (OK) response is not yet sent; or

2)
remove the invited MCPTT client from the MCPTT Session as specified in subclause 6.3.3.1.5, if a SIP final response other than 2xx or 3xx was received from all the invited MCPTT clients and the SIP 200 (OK) response is already sent. the controlling MCPTT function may invite an additional member of the prearranged MCPTT group as specified in subclause 10.1.1.4.1 that has not already been invited, if the prearranged MCPTT group has more than <max-participant-count> members and all members have not yet been invited.

***** begin 27th change *****
10.1.1.5.2.2
Initiating a prearranged group call

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" and if a prearranged group call is not ongoing, the non-controlling MCPTT function of an MCPTT group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

4)
if the partner MCPTT system does not have a mutual aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;
5)
if a trusted mutual aid relationship exists between the partner MCPTT system and the primary MCPTT system and the procedure in 3GPP TS 23.179 [3] subclause 10.6.2.4.2 is supported:

a)
shall generate a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4];

b)
shall retrieve the group members of the prearranged group identified by the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request, as specified in subclause 6.3.4;

c)
if the retrieval of group members was successful shall include a P-Refused-URI-List header field populated with members of the prearranged group in accordance with the IETF RFC 5318 [36]:

d)
if the retrieval of group members was not successful, shall include the warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4; and

e)
shall send the SIP 403 (Forbidden) response towards the controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

f)
shall not process the remaining steps;
6)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.4.2 and continue with the rest of the steps if the checks in subclause 6.3.4.2 succeed;

Editor's Note [CT1#95-bis, C1-160458]: OMA PCPS procedures check whether privacy is allowed for the user when anonymity is requested i.e. the privacy header field containing the value "id", by checking the <allow-anonymity> field in the Group Document as specified in OMA-TS-XDM_Group-V1. This is not yet specified in TS 24.381 and it is FFS if this is required for MCPTT.

7)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
8)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

9)
determine the members to invite to the prearranged MCPTT group call as specified in subclause 6.3.5.5;
10)
if the group document retrieved from the group management server contains <required> group members, shall send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.4.2.2.1 and shall populate the response with an application/vnd.3gpp.mcptt-info MIME body containing the <required> element set to "true"
11)
if the group document retrieved from the group management server does not contain any <required> group members, may, according to local policy, send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.4.2.2.1;
12)
shall invite each group member determined in step 9) above, to the group session, as specified in subclause 10.1.1.5.1; and

13)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;
Unless a SIP response has been sent to the controlling MCPTT function as specified in step 10 or 11 above, the non-controlling MCPTT function of an MCPTT group shall wait for the first SIP provisional response or first SIP 200 (OK) response from one of the invited MCPTT clients, before sending a response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group.

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, not containing a P-Answer-State header field, and if a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response as described in subclause 6.3.4.2.2.1; and

2)
shall forward the SIP 183 (Session Progress) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group and the non-controlling MCPTT function of an MCPTT group supports media buffering, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].
If the group document does not contain any <required> group members, then upon receiving the first SIP 200 (OK) response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.4.2.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.4.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.5; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];

If the group document contains <required> group member(s), then the non-controlling MCPTT function of an MCPTT group shall wait until all SIP 200 (OK) responses to SIP INVITE requests have been received from the <required> MCPTT clients before sending a SIP 200 (OK) response back to the controlling MCPTT function, as specified above.
If all invited MCPTT clients have rejected SIP INVITE requests with a SIP 3xx, 4xx, 5xx or 6xx response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP reject response as specified in 3GPP TS 24.229 [4];

2)
shall, from the list of reject response codes cached by the non-controlling MCPTT function of an MCPTT group, select the highest prioritized cached reject response code as specified in IETF RFC 3261 [24]; and

3)
shall send the reject response towards the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
***** begin 28th change *****
10.1.2.2.1.1
MCPTT client joins a chat MCPTT group session

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;

2)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

5)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
should include the "timer" option tag in the Supported header field;

7)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

8)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.
9)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154450]: The Resource-Priority header field may need to be used to indicate the need for elevated bearer priority for emergency calls. This aspect of its usage is under study.

10)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

11)
shall contain an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat"; and

b)
the <mcptt-request-uri> element set to the group identity;

NOTE 2:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.
12)
shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

13)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
14)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response to a SIP INVITE request when the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

10.1.2.2.1.2
MCPTT client receives SIP re-INVITE request for an MCPTT emergency group call

Upon receipt of a SIP re-INVITE request the MCPTT client:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and an indication that this is an MCPTT emergency group call;

b)
if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and

c)
shall set the MCPTT emergency group state to "MEG 2: in-progress";

2)
may check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

3)
shall accept the SIP re-INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response;

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7]. If no "refresher" parameter was included in the received SIP re-INVITE request the "refresher" parameter in the Session-Expires header field shall be set to "uas", otherwise shall include a "refresher" parameter set to the value received in the Session-Expires header field the received SIP re-INVITE request;
7)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
8)
 shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

10.1.2.2.1.3
MCPTT in-progress emergency cancel

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a chat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall include an application/vnd.3gpp.mcptt-info MIME body populated as specified in subclause 6.2.8.1.3;

2)
shall include in the application/vnd.3gpp.mcptt-info MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat"; and

b)
the <mcptt-request-uri> element set to the group identity;
NOTE 1:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

4)
should include the "timer" option tag in the Supported header field;

5)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

6)
shall set the Request-URI of the SIP re-INVITE request to the MCPTT session identity;

7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

8)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

9)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and
10)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request including no warning text, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", set the MCPTT emergency alert state to "MEA 1: no-alert".

On receiving a SIP 4xx response to the SIP re-INVITE request:

1)
if the warning text contains the MCPTT warning code "133" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the warning text contains the MCPTT warning code "134" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert"; and

NOTE 2:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was successful.

3)
if the warning text contains the MCPTT warning code "135" as specified in subclause 4.4 the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated".

NOTE 3:
this is the case where the MCPTT client requested the cancellation of the MCPTT emergency alert in addition to the MCPTT emergency alert and the cancellation of the MCPTT emergency alert was not successful.

NOTE 4:
if the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.

***** begin 29th change *****
10.1.2.3.1.1
MCPTT chat session establishment

In the procedures in this subclause:

1)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request; and

2)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info MIME body.
Upon receipt of a "SIP INVITE request for originating participating MCPTT function" for a group identity identifying a chat MCPTT group containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to a value of "chat", the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

NOTE 1:
if the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1#95-bis, C1-160421]: the participating server should really know if this user is authorised to originate and/or participate in MCPTT emergency group calls, as exceptions to limits on affiliations, simultaneous sessions etc. should likely not be made unless the user is authorised to make an MCPTT emergency group call and emergency group calls are permitted on this group. This applies to steps 1, 4 and 6 of this procedure. Access to the MCPTT user's user profile data as captured in Table B.3-1 of 3GPP TS 23.179 v13.0.0 would enable this functionality.

Editor's Note [CT1#94, C1-153736]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.
2)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and authorise the calling user;

NOTE 2:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)
if the user identified by the MCPTT ID is not authorised to make chat group calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108 user not authorised to make chat group calls" in a Warning header field as specified in subclause 4.4;

4)
if the MCPTT user is not affiliated with the chat MCPTT group identified by the group identity in the SIP INVITE request, and already has N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

NOTE 3:
N2 is the total number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as specified in 3GPP TS 23.179 [3].

NOTE 4:
if the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCPTT user could be cancelled to allow for the new affiliation.

5)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

6)
shall check if the number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded. If exceeded, the MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "105 maximum simultaneous MCPTT sessions reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

NOTE 5:
If the SIP INVITE request contains an emergency indication set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCPTT sessions supported for the MCPTT user. Alternatively, a lower priority session of the MCPTT user could be terminated to allow for the new session.

7)
shall determine the public service identity of the controlling MCPTT function associated with the group identity in the SIP INVITE request;

NOTE 6:
The public service identity can identify the controlling function in the primary MCPTT system or a partner MCPTT system.

NOTE 7:
How the participating MCPTT server discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current document.
8)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

9)
shall set the Request-URI to the public service identity of the controlling function associated with the group identity present in the incoming SIP INVITE request;
10)
shall include the MCPTT ID of the calling user in <mcptt-calling-user-id> element of the "application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request;
11)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in subclause 6.3.2.1.1.1;

12)
if the received SIP INVITE request contains an application/vnd.3gpp.location-info+xml MIME body as specified in Annex F.3; and
a)
if not already included, shall include a Content-Type header field set to application/vnd.3gpp.location-info+xml; and

b)
if not already copied, shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body received in the SIP INVITE request into an application/vnd.3gpp.location-info+xml MIME body included in the outgoing SIP request;

NOTE 8:
Note that the application/vnd.3gpp.mcptt-info MIME body will already have been copied into the outgoing SIP INVITE request by subclause 6.3.2.1.3.
Editor's Note [CT1#95-bis, C1-160421]: how does the participating server know what the in-progress emergency state of the group is? Where is this data element stored?

13) if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [29] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCPTT client; and

NOTE 9:
The participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.
Editor's Note [CT1onMCPTT, C1ah-160037]: the participating MCPTT function will leave verification of the Resource-Priority header field to the controlling MCPTT function.
Editor's Note [CT1#94, C1-153736]: The values of Resource-Priority header field are FFS. How the participating MCPTT function processes the Resource-Priority header field in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

14) shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 14) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 14) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
10.1.2.3.1.2
Reception of a SIP re-INVITE request from served MCPTT client

Upon receipt of a SIP re-INVITE request for a served MCPTT client of a chat MCPTT group, the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.
2)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;
3)
shall include as the contents of the Request-URI the received Request-URI including any uri-parameters present;
4)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
Editor's Note [CT1onMCPTT, C1ah-160038]: It has not been yet determined how the participating MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the participating MCPTT function, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
5)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1;
6)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and

NOTE 2: the controlling MCPTT function will determine the validity of the Resource-Priority header field.
7)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall copy the contents received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];

2)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

3)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

10.1.2.3.1.3
Reception of a SIP INVITE request for terminating MCPTT client

Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", for a terminating MCPTT client of a chat MCPTT group, the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE:
If the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function can by means beyond the scope of this specification choose to accept the request.
2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCPTT function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

3)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;
4)
shall set the Request-URI to the public user identity associated with the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";
5)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
6)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1;
7)
if the received SIP INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field;

8)
shall perform the procedures specified in subclause 6.3.2.2.9 to include any MIME bodies in the received SIP INVITE request; and
9)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:
1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].
***** begin 30th change *****
10.1.2.4.1.1
MCPTT chat session establishment

In the procedures in this subclause:

1)
MCPTT ID in an incoming SIP INVITE request refers to the MCPTT ID of the originating user from the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the incoming SIP INVITE request;

3)
MCPTT ID in an outgoing SIP INVITE request refers to the MCPTT ID of the called user in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the outgoing SIP INVITE request;
4)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info MIME body; and

5)
alert indication in an incoming SIP INVITE request refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body.

Upon receipt of a "SIP INVITE request for controlling MCPTT function of an MCPTT group" containing a group identity identifying a chat MCPTT group, the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
If the SIP INVITE request contains an emergency indication set to a value of "true", the controlling MCPTT function can by means beyond the scope of this specification choose to accept the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag;

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; or

c)
the isfocus media feature tag is present in the Contact header field;

3)
if the user identified by the MCPTT ID in the SIP INVITE request is not authorised to join the chat group identified by the group identity in the SIP INVITE request, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "106 user not authorised to join chat group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

4)
if the SIP INVITE request contains an emergency indication set to a value of "true" and the MCPTT group is not authorised for MCPTT emergency group calls; and
a)
if the SIP INVITE request contains an alert indication set to "true" and MCPTT emergency alerts are authorised for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "129 group not authorised for emergency group call, authorised for emergency alert" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

Editor's Note [C1#95-bis, C1-160422]: for the case in step a) above, an emergency alert needs to be sent to the affiliated members of the group but is not included in this contribution.

b)
if the SIP INVITE request contains an alert indication set to "true" and MCPTT emergency alerts are not authorised for this MCPTT group, shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "130 group not authorised for emergency group call, not authorised for emergency alert" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps; or

c)
if the SIP INVITE request contains an alert indication set to "false" shall reject the "SIP INVITE request for controlling MCPTT function of an MCPTT group" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "131 group not authorised for emergency group call" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;

Editor's Note [C1#96, C1-161138]: step 5 needs to be adapted to not use the Warning header field to indicate authorisation failure conditions for emergency as this is an exposure of sensitive application information. A body needs to be placed in the SIP response to indicate such conditions.
Editor's Note [C1#95-bis, C1-160422]: step 5) may be moved to a general subclause to make it re-usable for prearranged emergency calls.

Editor's Note [C1#95-bis, C1-160422]: authorising the MCPTT user as being able to originate MCPTT emergency calls is needed as well. This could be obtained from the configuration management server although this is not at this time specified as data that would be known by the MCPTT server in Annex B of 23.179 v1.2.0.

5)
if the MCPTT user identified by the MCPTT ID in the SIP INVITE request is not affiliated with the chat MCPTT group identified by the group identity in the SIP INVITE request, the controlling MCPTT function shall affiliate the MCPTT user with the MCPTT chat group and store the affiliation information locally;

Editor's Note [CT1#94, C1-153737]: the mechanism for implicit affiliation is to be determined, including how this information is made available to the participating server to enable its check for maximum simultaneous affiliations (N2).

6)
if the MCPTT user was newly affiliated in step 5) above, update the MCPTT user's affiliation status with the group management server as specified in 3GPP TS 24.381 [31];

7)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

8)
shall create a chat group session and allocate an MCPTT session identity for the chat group session if the MCPTT chat group session identity does not already exist;

9)
if the SIP INVITE request contains an emergency indication set to a value of "true" or the in-progress emergency state of the group to "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48] and the priority set to the priority designated for emergency calls and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; 
ii)
shall send the SIP UPDATE request generated in subclause 6.3.3.1.8 towards the initiator of the SIP INVITE request according to 3GPP TS 24.229 [4]; and

iii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps.
NOTE 2:
Verify that the Resource-Priority header is included and properly populated for both ongoing and newly- entered in-progress emergency states of the specified group.
b)
if the in-progress emergency state of the group is set to a value of "true" and this MCPTT user is indicating a new emergency indication:

i)
shall send a notification to the other affiliated members of the group of the MCPTT user's emergency indication as specified in subclause 6.t.t.t.t;

ii)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call; and

iii)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is set to "true" and MCPTT emergency alerts are authorised for this MCPTT user and MCPTT group, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert; and
c)
if the in-progress emergency state of the group is set to a value of "false":

i)
shall set the value of the in-progress emergency state of the group to "true";

ii)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 10.1.2.4.1.3;
iii)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated and joined participants of the chat MCPTT group as specified in subclause 6.3.3.1.6;

iv)
shall generate SIP INVITE requests for the MCPTT emergency group call to the affiliated but not joined members of the chat MCPTT group as specified in subclause 6.3.3.1.7;

A)
for each affiliated but not joined member shall send the SIP INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
v)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call; and

vi)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is set to "true" and MCPTT emergency alerts are authorised for this MCPTT user and MCPTT group, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert;
10)
shall accept the SIP request and generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4];

11)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1 unless the procedures of subclause 6.3.3.1.8 were performed in step9) above;

12)
should include the Session-Expires header field and start supervising the SIP session according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

13)
shall include the "timer" option tag in a Require header field;

14)
shall include the following in a Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the MCPTT session identity; and

d)
the media feature tag isfocus;

15)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

Editor's Note [CT1#94, C1-153737]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.

16)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

17)
if the SIP INVITE request contains an alert indication set to a value of "true" and if MCPTT emergency alerts are not authorised for this MCPTT group, shall include warning text set to "132 emergency group call authorised, emergency alert not authorised" in a Warning header field as specified in subclause 4.4;
18)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

19)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
10.1.2.4.1.2
Receipt of a SIP re-INVITE request
Upon receipt of a SIP re-INVITE request for an MCPTT session identity identifying a chat MCPTT group session, the controlling MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true", the controlling MCPTT function may by means beyond the scope of this specification choose to accept the request.

Editor's Note [CT1-onMCPTT, C1ah-160039]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true" and the MCPTT group is not authorised for MCPTT emergency group calls:

a)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is set to "true" and MCPTT emergency alerts are authorised for this MCPTT group, shall:

i)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "129 group not authorised for emergency group call, authorised for emergency alert" in a Warning header field as specified in subclause 4.4; and

ii)
send MCPTT emergency alerts to the other affiliated members of the MCPTT group as specified in subclause 6.3.3.1.u;
Editor's Note [CT1-onMCPTT, C1ah-160039]: for the case in step a) above, an emergency alert needs to be sent to the affiliated members of the group but is to be provided.
b)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is set to "true" and MCPTT emergency alerts are not authorised for this MCPTT group, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "130 group not authorised for emergency group call, not authorised for emergency alert" in a Warning header field as specified in subclause 4.4; or

c)
if the <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is set to "false" shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "131 group not authorised for emergency group call" in a Warning header field as specified in subclause 4.4;

Editor's Note [CT1-onMCPTT, C1ah-160039]: while this is an error case, the use of the Warning header message which reveal the status of emergency messages is not desirable and should be replaced with another FFS mechanism.
3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "true" the controlling MCPTT function shall:

a)
validate that the SIP re-INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority designated for emergency calls and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and
ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps.
NOTE 2:
verify that the Resource-Priority header is included and properly populated for both ongoing and newly- entered in-progress emergency states of the specified group.

b)
if the in-progress emergency state of the group is set to a value of "true" and this MCPTT user is indicating a new emergency indication:

i)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;

ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <alert-ind> element set to a value of "true", and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert; and

iii)
send a notification to the other affiliated members of the group of the MCPTT user's emergency indication and emergency alert, if indicated, as specified in subclause 6.3.3.1.u; and

Editor's Note [CT1-on MCPTT, C1-160039]:
stage one or stage 2 do not explicitly cover this case, assuming that it's needed. Subclause 6.t.t.t.t is to be provided.

c)
if the in-progress emergency state of the group is set to a value of "false":

i)
shall set the value of the in-progress emergency state of the group to "true";
ii)
shall cache the information that this MCPTT user has initiated an MCPTT emergency call;

iii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <alert-ind> element set to a value of "true", and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts, shall cache the information that this MCPTT user has initiated an MCPTT emergency alert;
iv)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 10.1.2.4.1.3;
Editor's Note [CT1-onMCPTT, C1ah-160039]: should TNG2 be re-started for case b) above?
v)
shall generate SIP re-INVITE requests for the MCPTT emergency group call to the other affiliated and joined participants of the chat MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
vi)
shall generate SIP INVITE requests for the MCPTT emergency group call to the affiliated but not joined members of the chat MCPTT group as specified in subclause 6.3.3.1.7. The controlling MCPTT function:

A)
for each affiliated but not joined member shall send the SIP INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5];
4)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "false" and if the MCPTT user is not authorised to cancel MCPTT emergency group calls:

a)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is included and set to "false" and there is an outstanding MCPTT emergency alert for this MCPTT user:

i)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "134 in-progress emergency group state not cancelled, emergency alert cancelled" in a Warning header field as specified in subclause 4.4;

ii)
shall send MCPTT emergency alert cancellation messages to the other affiliated members of the group as specified in subclause 6.3.3.1.u; and

iii)
shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency alert; otherwise;

Editor's Note [CT1-onMCPTT, C1ah-160039]: 6.3.3.1.u is to be provided]

b)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request, with warning text set to "133 in-progress emergency group state not cancelled" in a Warning header field as specified in subclause 4.4;
Editor's Note [CT1-onMCPTT, C1ah-160039]: there may be other reasons why the cancel would be rejected, e.g. there are still other participants in the session that are themselves in an emergency condition.
5)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <emergency-ind> element set to a value of "false" and the in-progress emergency state of the group to is set to a value of "true" the controlling MCPTT function shall:

a)
validate that the SIP INVITE request includes a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [48], and the priority set to the priority level designated for a normal priority MCPTT group call, and if not:

i)
shall perform the actions specified in subclause 6.3.3.1.8; and

ii)
upon receiving a SIP 200 (OK) response to the SIP UPDATE request sent in subclause 6.3.3.1.8 shall proceed with the rest of the steps;
NOTE 3:
verify that the Resource-Priority header is included and properly populated for an in-progress emergency state cancellation of the specified group.

b)
shall set the in-progress emergency state of the group to a value of "false";
c)
shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency group call;

d)
if an <alert-ind> element of the application/vnd.3gpp.mcptt-info MIME body is included and set to "false" and there is an outstanding MCPTT emergency alert for this MCPTT user shall cache the information that this MCPTT user no longer has an outstanding MCPTT emergency alert;

e)
shall generate SIP re-INVITE requests to the other affiliated and joined members of the MCPTT group as specified in subclause 6.3.3.1.6. The MCPTT controlling function:

A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
NOTE 4:
subclause 6.3.3.1.6 will inform the affiliated and joined members of the cancellation of the MCPTT group's in-progress emergency state and the cancellation of the MCPTT emergency alert if applicable.

f)
shall send MCPTT emergency group call cancellation and if indicated in step d) above MCPTT emergency alert cancellation messages to affiliated but not joined members of the group as specified in subclause 6.3.3.1.u.

Editor's Note [CT1-on MCPTT, C1-160339]:
neither stage one nor stage 2 explicitly cover this case, assuming that it's needed. Subclause 6.3.3.1.u is to be provided.
6)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.1 unless the procedures of subclause 6.3.3.1.8 were performed in step 5) a) i) above;
7)
should include the Session-Expires header field and start supervising the SIP session according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
8)
shall include the "timer" option tag in a Require header field;
9)
shall include the following in a Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
c)
the MCPTT session identity; and

d)
the media feature tag isfocus;

10)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
Editor's Note [CT1-onMCPTT, C1ah-160039]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.
11)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

12)
if the received SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <alert-ind> element set to a value of "true" and if MCPTT emergency alerts are not authorised for this MCPTT group, shall include warning text set to "132 emergency group call authorised, emergency alert not authorised" in a Warning header field as specified in subclause 4.4;
13)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

14)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4].

10.1.2.4.1.3
Handling the expiry of timer TNG2 (in-progress emergency group call timer)

Upon expiry of the in-progress emergency group call timer (TNG2) for an MCPTT group, the controlling MCPTT function:
1)
shall set the in-progress emergency state of the group to a value of "false";

2)
shall, if an MCPTT group call or MCPTT group session is in progress on the indicated group, for each of the participating members:

a)
generate a SIP re-INVITE request as specified in subclause 6.3.3.1.10;

b)
shall include in the P-Asserted-Identity header field the public service identity of the controlling MCPTT function; and
c)

send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4]; and
3)
shall for each affiliated but non-participating members member of the group:

a)
generate a SIP MESSAGE request according to subclause 6.3.3.1.11 and include in the application/vnd.3gpp.mcptt-info MIME body an <emergency-ind> element set to a value of "false";
b)
shall include in the P-Asserted-Identity header field the public service identity of the controlling MCPTT function; and
c)
send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to a re-SIP INVITE request the controlling MCPTT function shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** begin 31st  change *****
11.1.1.3.1.1
On-demand private call

Upon receipt of a "SIP INVITE request for originating participating MCPTT function" containing an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element set to a value of "private", the participating MCPTT function:

Editor's Note [CT1#94, C1-153764]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating MCPTT function with application data encryption".
1)
may reject the SIP INVITE request depending on the value of the Resource-Priority header field if the Resource-Priority header field is included in the received SIP INVITE request according to rules and procedures specified in IETF RFC 4412 [29]. Otherwise, continue with the rest of the steps;

Editor's Note [CT1#94, C1-153764]: The values of Resource-Priority header field are FFS.

2)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];

Editor's Note [CT1#94, C1-153764]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.

3)
shall check if the maximum number of private calls supported for the MCPTT user has been exceeded. If exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the warning text set to "124 maximum number of private calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

4)
shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request and shall authorise the user;
NOTE:
The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
5)
if the user identified by the MCPTT ID is not authorised to initiate private calls, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response, with warning text set to "107 user not authorised to make private calls" in a Warning header field as specified in subclause 4.4;

6)
when the received SIP INVITE request includes an Answer-Mode header field with the value "Auto" and the configuration on the participating MCPTT function indicates that the user identified by the MCPTT ID is not authorised to initiate private call with automatic commencement, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response including warning text set to "125 user not authorised to make private call with automatic commencement" in a Warning header field as specified in subclause 4.4;

7)
when the received SIP INVITE request includes an Answer-Mode header field with the value "Manual" and configuration on the participating MCPTT function indicates that the user identified by the MCPTT ID is not authorised to initiate private call with manual commencement, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response including warning text set to "126 user not authorised to make private call with manual commencement" in a Warning header field as specified in subclause 4.4;
8)
shall validate the media parameters and if the MCPTT speech codec is not offered in the "SIP INVITE request for originating participating MCPTT function" shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

9)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

10)
shall copy the received Request-URI including any other uri-parameter present in the received Request-URI into the Request-URI of the outgoing SIP INVITE request;
11)
shall set the <mcptt-calling-user-identity> element in an application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request to the MCPTT ID of the calling user;
12)
if the incoming "SIP INVITE request for originating participating MCPTT function" contained an Answer-Mode header field, then populate the Answer-Mode header field of the outgoing SIP INVITE request with the contents of the Answer-Mode header field from the incoming "SIP INVITE request for originating participating MCPTT function";

13) shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for originating participating MCPTT function", as specified in subclause 6.3.2.1.1.1;

14) shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [4] set to the value indicated in the Resource-Priority header field if included in the SIP INVITE request from the MCPTT client; and

Editor's Note [CT1#94, C1-153764]: What values it is set to is FFS. How the participating MCPTT function processes the Resource-Priority header in conjunction with other data (e.g. priority data which is also FFS) to determine how to set this header in the outgoing INVITE is FFS.

15) shall forward the SIP INVITE request, according to 3GPP TS 24.229 [4].

Upon receiving a SIP 180 (Ringing) response, the participating MCPTT function:

1)
shall generate a SIP 180 (Ringing) response to the SIP INVITE request as specified in the subclause 6.3.2.1.5.1;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) response;
3)
shall include Warning header field(s) received in the incoming SIP 180 (Ringing) response; and

4)
shall forward the SIP 180 (Ringing) response to the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response, the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) received in the incoming SIP 200 (OK) response;

4)
shall include the P-Asserted-Identity header field received in the incoming SIP 200 (OK) response into the outgoing SIP 200 (OK) response;

5)
shall include an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP 200 (OK) response;

6)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];

7)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
8)
shall start the SIP session timer according to rules and procedures of IETF RFC 4028 [7].

***** begin 32nd change *****
11.1.1.4.2
Terminating procedures

Upon receiving of a "SIP INVITE request for controlling MCPTT function of a private call" the controlling MCPTT function:

1)
shall check whether the public service identity contained in the Request-URI is allocated for private call and perform the actions specified in subclause 6.3.7.1 if it is not allocated. Otherwise, continue with the rest of the steps;
2)
shall perform actions to verify the MCPTT ID of the inviting MCPTT user in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info" MIME body of the SIP INVITE request, and authorise the request according to local policy, and if it is not authorised the controlling MCPTT function shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field". Otherwise, continue with the rest of the steps;

3)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the controlling MCPTT function and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

4)
shall perform actions as described in subclause 6.3.3.2.2;

5)
shall allocate an MCPTT session identity for the MCPTT private call session; and

6)
shall invite the MCPTT user listed in the MIME resource-lists body of received SIP INVITE request as specified in subclause 11.1.1.4.1.

Upon receiving a SIP 180 (Ringing) response and if the SIP 180 (Ringing) response or the SIP final response has not yet been sent to the inviting MCPTT client, the controlling MCPTT function:

1)
shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 (Ringing) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request and if the SIP final response has not yet been sent to the inviting MCPTT client the, controlling MCPTT function:

1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;
2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.2;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
***** begin 33rd change *****
12.1
On-network emergency alert

Editor's Note [CT1#95-bis, C1-160423]: whether or not the use of SIP MESSAGE for conveying application data is appropriate is a global issue for MCPTT. This subclause may need updating pending a definitive decision on this issue.

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and the MCPTT user is authorised to do so, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95-bis, C1-160423]: The P-Preferred-Identity field will contain the IMPU and this is not necessarily the MCPTT ID. It has not yet been agreed on how the MCPTT ID will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.

5)
shall include a Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];
6)
shall include a Content-Type header field set to application/vnd.3gpp.mcptt-info+xml;

7)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity; and

b)
the <alert-ind> element set to a value of "true";

8)
shall include a Content-Type header field set to application/vnd.3gpp.location-info+xml;

9)
shall include an application/vnd.3gpp.location-info+xml MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;

10)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;

Editor's Note [CT1#95-bis, C1-160423]: the "application/vnd.3gpp.location-info+xml" schema is not complete yet. It is assumed that it will in time include a data element which can contain the actual location information.

11)
shall set the MCPTT emergency state if not already set;

12)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

NOTE 2:
the assumption here is that the MCPTT client is to have no more than one outstanding MCPTT emergency alert at a time.

13)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and

14)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; or

On receiving a SIP 4xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 3:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.

***** begin 34th change *****
13.2.2
Location reporting configuration

Upon receipt of a third-party SIP REGISTER request for an MCPTT client, the participating MCPTT function may configure the location reporting in the MCPTT client by generating a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. The participating MCPTT function:

1)
shall include a Request-URI set to the URI received in the To header field in the third-party SIP REGISTER request;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [6];

3)
shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21] containing a boundary delimiter parameter with a value set to "mcptt" and insert:
a)
a "mcptt" boundary delimiter, a Content-Type header field set to application/vnd.3gpp.mcptt-info+xml and an mcptt-info MIME body with an <mcptt-request-uri> element containing the MCPTT ID of the MCPTT user to receive the configuration;
b)
a "mcptt" boundary delimiter, a Content-Type header field set to application/vnd.3gpp.mcptt-location-info+xml and a location-info MIME body with the <Configuration> element contained in the <location-info> root element set to the desired configuration; and
c)
a final "mcptt" boundary delimiter.
4)
shall include the TriggerId attribute where defined for the sub-elements defining the trigger criterion ;

Editor's Note [CT1#95-bis, C1-160453]: Exact coding of the <Configuration> element is for further study.

5)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field;

6)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
7)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
13.2.3
Location information request

If the participating MCPTT function needs to request the MCPTT client to report its location, the participating MCPTT functions shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. The participating MCPTT function:

1)
shall include a Request-URI set to the URI received in the To header field in the third-party SIP REGISTER request;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [6];
3)
shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21] containing a boundary delimiter parameter set to a value of "mcptt" and insert:
a)
a "mcptt" boundary delimiter, a Content-Type header field set to application/vnd.3gpp.mcptt-info+xml and an mcptt-info MIME body with an <mcptt-request-uri> element containing the MCPTT ID of the MCPTT user;
b)
a "mcptt" boundary delimiter, a Content-Type header field set to application/vnd.3gpp.mcptt-location-info+xml and a location-info MIME body with a <Request> element contained in the <location-info> root element; and
c)
a final "mcptt" boundary delimiter.
4)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
5)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].

***** begin 35th change *****
14.2.2.2
Sending an initial MBMS bearer announcement procedure

For each MCPTT client that the participating MCPTT function is sending an MBMS bearer announcement to, the participating MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the MCPTT user;

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";

6)
shall include the Content-Type header field with the value "multipart/mixed" as specified in IETF RFC 2046 [21];

7)
shall include one application/sdp MIME body conforming to 3GPP TS 24.229 [4] where the application/sdp MIME body and:

a)
shall include the Content-Type header field set to "application/sdp";

b)
shall include the Content-Disposition header field with the value "render"; and

c)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio and media control. Additional the participating MCPTT function:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6;

ii)
shall set port number of the media line to 9;

ii)
shall include the "a=rtp-mux" attribute as specified in IETF RFC 5761 [39]; and

iii)
shall include the "a=rtcp:9" as specified in IETF RFC 5761 [39].

d)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio only. Additional the participating MCPTT function:

i)
shall set the c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 1:
If an MBMS subchannel for audio only is included, the "a=rtp-mux" and "a=rtcp:" attributes are not included in the media line.

e)
shall include one "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the general purpose MBMS subchannel. The media line shall include a valid IP address and a valid port number; and

NOTE 2:
The media parameters to be used by the MBMS subchannel for media is included in the Map Group To Bearer message defined in 3GPP TS 24.380 [5] and not included in this application/sdp MIME body.

f)
if "m=audio" media lines to be used in an MBMS subchannel for audio only are included above, shall include one or more "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for floor control messages. The media line:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 3:
The use of a separate MBMS subchannel for floor control is optional. When a separate MBMS subchannel for floor control is not used, floor control messages are sent in the MBMS subchannel for media.

8)
shall include one or more <announcement> elements associated with the pre-activated MBMS bearers in the application/vnd.3gpp.mcptt-mbms-usage-info+xml MIME body as defined in clause F.2. Each set of an <announcement> element:
a)
shall include a TMGI value in the <TMGI> element;

NOTE 4:
The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.

b)
shall include the MBSFN area id in the <MBSFN-area-id> element, if known;

Editor's Note [CT1#96, C1-16520]: This usage of MBSFN needs to be clarified.
c)
shall include the QCI value in the <QCI> element;

d)
if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;

NOTE 5:
In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.

e)
shall include one or more MBMS service area in the <mbms-service-area> elements; and

f)
shall include the number of "m=application" media line to be used as the general purpose MBMS subchannel;

9)
shall include one <GPMS> element giving the number of "m=application" media line in the application/sdp MIME body generated in step 7 above to be used as the general purpose MBMS subchannel;

10)
shall include the MBMS public service identity of the participating MCPTT function in the P-Asserted-Identity header field;
11)
shall include in a MIME body with Content-Type header field set to application/vnd.3gpp.mcptt-info+xml , the <mcptt-request-uri> element set to the MCPTT ID of the user; and
12)
shall send the SIP MESSAGE request towards the MCPTT client according to 3GPP TS 24.229 [4].

***** end changes *****
