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6.2.1
SDP offer generation

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].
When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port can be a different IP address and port than the one of the MCPTT client depending on NAT traversal method used by SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream;
b)
the codec(s) and media parameters and attributes; and
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity,consisting of
:
a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5];

b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

c)
if the MCPTT client has its MCPTT emergency state set and is originating an emergency call, an mc_priority attribute set to the level specified for MCPTT emergency group calls; and

4)
shall include the MIKEY-SAKKE I_MESSAGE, if generated by the MCPTT client, in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
Editor's Note [CT1#95, C1-154551]:
What is the emergency level for mc_priority? Is it "well-known" or configured? An alternative mechanism to provide elevated floor control priority would be to include an emergency indication in the floor control request which the MCPTT server could use to provide the appropriate floor control priority based upon policy.


Editor’s Note: the use of preconditions is FFS.

6.2.2
SDP answer generation

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;

Editor’s Note [CT1#94, C1-153762]: If the MCPTT client is behind NAT the IP address and port can be a different IP address and port than the one of the MCPTT client depending on NAT traversal method used by SIP/IP Core.

3)
shall include a "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

4)
if included in the SDP offer, shall include the media-level section of the offered media-floor control entity consisting of 
:

a)
an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b)
'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.


Editor’s Note [CT1#94, C1-153762]: the use of preconditions is FFS.

6.3.3.1.1
SDP offer generation

The SDP offer is generated based on the received SDP offer. The SDP offer generated by the controlling MCPTT function:
1)
when initiating a new MCPTT session the SDP offer:
a)
shall contain only one SDP media-level section for a MCPTT speech media stream as contained in the received SDP offer; and

b)
shall contain an SDP media-level section for one media-floor control entity, if present in the received SDP offer; and
2)
when adding a new MCPTT user to an existing MCPTT Session, the SDP offer shall contain the media stream currently used in the MCPTT session.
When composing the SDP offer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
shall replace the IP address and port number for the offered media stream in the received SDP offer with the IP address and port number of the controlling MCPTT function;
2)
for the MCPTT speech media stream, shall include all media-level attributes from the received SDP offer;
3)
shall replace the IP address and port number for the offered media floor control entity, if any, in the received SDP offer with the IP address and port number of the controlling MCPTT function; and
4.
for the offered media floor control entity, shall include the offered media floor control entity 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.

6.3.3.2.1
SDP answer generation

When composing the SDP answer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
for the accepted media stream in the received SDP offer:

a)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function; and

2)
for the accepted media-floor control entity, if present in the received SDP offer:

a)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function, for the accepted media-floor control entity, if present in the received SDP offer; and

b)
shall include 'fmtp' attributes as specified in 3GPP TS 24.380 clause 14.
6.3.4.1.1
SDP offer generation

The SDP offer is generated based on the received SDP offer. The SDP offer generated by the non-controlling MCPTT function of an MCPTT group:

1)
shall include only one SDP media-level section for MCPTT speech as contained in the received SDP offer; and

2)
shall include an SDP media-level section for one media-floor control entity, if present in the received SDP offer.

When composing the SDP offer according to 3GPP TS 24.229 [4], the non-controlling MCPTT function of an MCPTT group:

1)
shall replace the IP address and port number for the offered media stream in the received SDP offer with the IP address and port number of the non-controlling MCPTT function;
2)
shall include all media-level attributes from the received SDP offer;
3)
shall replace the IP address and port number for the offered media floor control entity, if any, in the received SDP offer with the IP address and port number of the non-controlling MCPTT function; and
4.
shall include the offered media floor control entity 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.
6.3.4.2.1
SDP answer generation

When composing the SDP answer according to 3GPP TS 24.229 [4], the non-controlling MCPTT function of an MCPTT group:

1)
for the accepted media stream in the received SDP offer:

a)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the non-controlling MCPTT function; and

2)
for the accepted media-floor control entity, if present in the received SDP offer:

a)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the non-controlling MCPTT function, ; and
b)
shall include 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.
6.3.4.2.2.2
Sending a SIP 200 (OK) response

When sending a SIP 200 (OK) response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is allowed according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];
4)
shall include the option tag "timer" in a Require header field;

5)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;

6)
shall include the MCPTT session identity provided by the controlling MCPTT function in the incoming SIP INVITE request, in the Contact header field of the SIP 200 (OK) response;
7) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

8)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
9)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

10)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

11)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35];
12)
shall include an SDP answer as specified in subclause 6.3.4.1.2; and
13)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

6.4
Implicit floor request

An initial SIP INVITE request fulfilling one of the following criteria shall be regarded by the MCPTT server as an implicit floor request when the MCPTT client:

1)
initiates an MCPTT speech session or initiates a pre-established session; and

2)
includes the "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP offer/answer as specified in 3GPP TS TS 24.380 [5] clause 12.

In all other cases the SIP INVITE request shall be regarded as received without an implicit floor request.

When using a pre-established session the MCPTT server shall regard the SIP REFER request as an implicit floor request:

1)
if the pre-established session was established with an implicit floor request and if an SDP offer is not included in a "body" parameter in the headers portion of the SIP URI in the Refer-To header field;
2)
if the pre-established session was established with an implicit floor request, an SDP offer is included in a "body" parameter in the headers portion of the SIP URI in the Refer-To header field and this SDP includes the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer; or

3)
if the pre-established session was established without an implicit floor request and the SDP offer in a "body" parameter in the headers portion of the SIP URI in the Refer-To header field includes the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer.

In all other cases the SIP REFER request shall be regarded as received without an implicit floor request.

Editor's Note [CT1#94, C1-153804]: The management of the media resource allocation by the pre-established session is FFS.

***** End changes *****
