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***** Next change *****
6.3.3.1.7
Sending a SIP INVITE request for MCPTT emergency group call

This subclause is referenced from other procedures.

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session associated with an MCPTT emergency group call. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 10.1.2.4.1.1.
The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the address of the terminating participating function associated with the MCPTT ID of the targeted MCPTT user;
3)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttt-Params> element populated as follows:

a)
the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
b)
the <mcptt-calling-user-id> element set to the value of the MCPTT ID of the calling MCPTT user; and

c)
the <mcptt-group-id> element set to the value of the MCPTT group ID of the emergency group call.
4)
shall include in the P-Asserted-Identity header field the public service identity of the controlling MCPTT function;

5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
6)
if the in-progress emergency state of the group is set to a value of "true" the controlling MCPTT function:
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace specified in draft-holmberg-dispatch-mcptt-rp-namespace [xx] and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCPTT user and MCPTT group are authorised for the initiation of MCPTT emergency alerts shall populate the "application/vnd.3gpp.mcptt-info" MIME body and the "application/vnd.3gpp.location-info+xml" MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false".

***** Next change *****
6.3.3.2.3.1
Provisional response

When sending SIP provisional responses with the exception of the SIP 100 (Trying) response to the SIP INVITE request, the controlling MCPTT function:

1)
shall generate the SIP provisional response;
2)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCPTT function;

3)
shall include an MCPTT session identity in the Contact header field; and

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag.

***** Next change *****
6.3.3.2.3.2
Final response

When sending a SIP 200 (OK) response to the initial SIP INVITE request, the controlling MCPTT function:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall include the option tag "timer" in a Require header field;

4)
shall include a P-Asserted-Identity header field with the public service identity of the controlling MCPTT function;

5)
shall include a SIP URI for the MCPTT session identity in the Contact header field identifying the MCPTT session at the controlling MCPTT function;

6) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
8)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

9)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

10) shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35]; and

11)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

***** Next change *****
6.3.4.2.2.1
Sending a SIP 183 (Session Progress) response

When sending a SIP 183 (Session Progress) the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4];

2)
shall, if privacy is allowed, according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];


3)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;
4)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;


5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

6)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22]; and

7)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35];

***** Next change *****
6.3.4.2.2.2
Sending a SIP 200 (OK) response

When sending a SIP 200 (OK) response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is allowed according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];
4)
shall include the option tag "timer" in a Require header field;

5)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;


6) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
8)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

9)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

10)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35]; and

11)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** End changes *****
