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6.2.9.1
Location information for location reporting
This procedure is initiated by the MCPTT client when it is including location report information as part of a SIP request for a specified location trigger.

The MCPTT client:



1)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element; and

2)
shall include in the <Report> element the specific location information configured for the specified location trigger.
6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field. The behaviour of the server receiving the Privacy header field is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and

8)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming SIP INVITE request to the outgoing SIP INVITE request.

Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

6.3.2.1.4
Sending an INVITE request on receipt of a REFER request

This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:

1)
shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP REFER request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE request;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request; and

7)
if the incoming SIP REFER request contained an "application/g.3gpp.mcptt-info+xml" MIME body in the "body" URI header field, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the SIP INVITE request, according to rules and procedures of IETF RFC 5366 [20].

Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP REFER request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

6.3.2.1.9
Generating a SIP re-INVITE request on receipt of a SIP re-INVITE request
This subclause is referenced from other procedures.

When generating a SIP re-INVITE request according to 3GPP TS 24.229 [4] on receipt of an incoming SIP re-INVITE request, the participating MCPTT function:

1)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

2)
shall include the option tag "timer" in the Supported header field;

3)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP re-INVITE request;

4)
if the incoming SIP re-INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20];
5)
if the incoming SIP re-INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20];

6)
if the incoming SIP re-INVITE request contained an "application/vnd.3gpp.location-info+xml" MIME body, shall copy the "application/vnd.3gpp.location-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20]; and

7)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT session.
6.3.2.2.3
SIP INVITE request towards the terminating MCPTT client

The participating MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4] and:

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag;

d)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request; and

e)
any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.3 in 3GPP TS 24.229 [4]; and

Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

Editor's Note [CT1#95, C1-154398]:
Further specification of the inclusion of the Resource-Share header field for the case where the SIP INVITE request was received without SDP offer needs to be studied.

7)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20].

Editor's note [CT1#95-bis, C1-160396]: If the broadcast call can be initiated over the MBMS bearer without using an SIP session (on-demand or pre-established) is FFS. There may be security issues with such a solution if security keys are not distributed to affiliated group members prior to the establishment of the broadcast call.
6.3.2.2.7
SIP MESSAGE request towards the terminating MCPTT client

This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in a body. This decision may be revised such that the IMPU can be mapped directly to the MCPTT-ID in the clients address book.

The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:

1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;



4)
shall include an mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user that was in the <mcptt-request-uri> element of the mcptt-info MIME body of the incoming SIP MESSAGE request, according to rules and procedures of IETF RFC 5366 [20];

5)
shall copy the text/plain MIME body from the incoming SIP MESSAGE request to the outgoing SIP MESSAGE request;


6)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
7)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].
6.3.2.2.9
Populate MIME bodies

This subclause is referenced from other procedures.
If the incoming SIP request contains an "application/vnd.3gpp.mcptt-info" MIME body, the participating MCPTT function:


1)
if not already copied, shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body received in the SIP request into an "application/g.3gpp.mcptt-info+xml" MIME body in the outgoing SIP request.
If the received SIP request contains an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3:



1)
if not already copied, shall copy the contents of the "application/vnd.3gpp.location-info+xml" MIME body received in the SIP request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP request.

If the received SIP request contains an "application/resource-lists+xml" MIME body:



2)
if not already copied, shall copy the contents of the resource-lists MIME body received in the SIP request into an "application/resource-lists+xml" MIME body in the outgoing SIP request.
6.3.3.1.4
Sending a SIP MESSAGE request

This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT-ID in the clients address book.

The controlling MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to a public service identity identifying the terminating participating MCPTT function associated with the MCPTT ID of the MCPTT user;


5)
shall include an mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
6)
shall include  a "text/plain" MIME body with the required text to render to the MCPTT user;

7)
shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and

8)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4].
6.3.3.1.12
Populate mcptt-info and location-info MIME bodies for emergency alert

This subclause is referenced from other procedures.

This subclause describes the procedures for populating the "application/vnd.3gpp.mcptt-info" and "application/vnd.3gpp.location-info+xml" MIME bodies for an MCPTT emergency alert. The procedure is initiated by the controlling MCPTT function when it has received a SIP request initiating an MCPTT emergency alert and generates a message containing the MCPTT emergency alert information required by 3GPP TS 23.179 [3].
The controlling MCPTT function:



1)
shall include, if not already present, an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1, and set the <alert-ind> element to a value of "true";

2)
shall determine the value of the MCPTT user's Mission Critical Organization;

Editor's Note [CT1onMCPTT, C1-16034]: need to include a reference here how the MCPTT user's Mission Critical Organization data element is acquired.

3)
shall include in the <mcpttinfo> element containing the <mcptt-Params> element containing an <mc-org> element set to the value of the MCPTT user's Mission Critical Organization;



4)
shall copy the contents of the "application/vnd.3gpp.location-info+xml" MIME body in the received SIP request into an "application/vnd.3gpp.location-info+xml" MIME body included in the outgoing SIP request.
6.x
Handling of MIME bodies in a SIP message

The MCPTT client and the MCPTT server shall support several MIME bodies in SIP request and SIP responses.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains more than one MIME body, the MCPTT client or the MCPTT server:

1)
shall, as specified in IETF RFC 2046 [21], include one Content-Type header field with the value set to multipart/mixed and with a boundary delimiter parameter set to any chosen value;

2)
for each MIME body:

a)
shall insert the boundary delimiter;

b)
shall insert the Content-Type header field with the MIME type of the MIME body; and
c)
shall insert the content of the MIME body;
3)
shall insert a final boundary delimiter; and
4)
if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body as the first MIME body.
NOTE:
The reason for inserting the application/sdp MIME body as the first body is that if a functional entity in the underlaying SIP core does not understand multiple MIME bodies, the functional entity will ignore all MIME bodies with the exception of the first MIME body. The order of multiple MCPTT application MIME bodies in a SIP message is irrelevant.
When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains only one MIME body, the MCPTT client or the MCPTT server:

1)
shall include a Content-Type header field set to the MIME type of the MIME body; and

2)
shall insert the content of the the MIME body.
7.2.3
Sending SIP PUBLISH for MCPTT service settings

To set, update, remove or refresh the MCPTT service settings, the MCPTT client shall generate a SIP PUBLISH request according 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 4354 [55]. In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public user identity identifying the MCPTT user;

2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the "poc-settings" value;

5)
shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295, if the MCPTT user is not removing the MCPTT service settings, otherwise to remove the MCPTT Service Settings the MCPTT client shall set the Expires header field to zero;
NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

NOTE 2:
The expiration timer of the MCPTT client service settings is only applicable for the MCPTT client service settings from this MCPTT client that matches the Instance Identifier URN. The expiration timer of MCPTT user service settings is also updated in the MCPTT server if expiration timer of MCPTT client service settings is updated in the MCPTT server.


6)
shall include an application/poc-settings+xml MIME body containing the Answer-Mode Indication setting (auto-answer or manual-answer) in the poc-settings event package if setting or updating the MCPTT service settings.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
On receiving the SIP 200 (OK) response to the SIP PUBLISH request the MCPTT client may indicate to the MCPTT User the successful communication of the MCPTT service settings to the MCPTT server.
12.1
On-network emergency alert

Editor's Note [CT1#95-bis, C1-160423]: whether or not the use of SIP MESSAGE for conveying application data is appropriate is a global issue for MCPTT. This subclause may need updating pending a definitive decision on this issue.

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and the MCPTT user is authorised to do so, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.
NOTE 1:
this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

3)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95-bis, C1-160423]: The P-Preferred-Identity field will contain the IMPU and this is not necessarily the MCPTT ID. It has not yet been agreed on how the MCPTT ID will be conveyed by the MCPTT client. It may be included in a MIME body (e.g., as an element in mcpttinfo) and encrypted when the confidentiality of sensitive application data is required or by some other mechanism yet to be determined.



5)
shall include an "application/vnd.3gpp.mcptt-info+xml" MIME body as specified in Annex F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <mcptt-request-uri> element set to the group identity; and

b)
the <alert-ind> element set to a value of "true";


6)
shall include an "application/vnd.3gpp.location-info+xml" MIME body as specified in Annex F.3 with a <Report> element included in the <location-info> root element;

7)
shall include in the <Report> element the specific location information configured for the MCPTT emergency alert location trigger;

Editor's Note [CT1#95-bis, C1-160423]: the "application/vnd.3gpp.location-info+xml" schema is not complete yet. It is assumed that it will in time include a data element which can contain the actual location information.

8)
shall set the MCPTT emergency state if not already set;

9)
shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending";

NOTE 2:
the assumption here is that the MCPTT client is to have no more than one outstanding MCPTT emergency alert at a time.

10)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the group identity; and

11)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; or

On receiving a SIP 4xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency alert state to "MEA 1: no-alert".

NOTE 3:
the MCPTT emergency state is left set in this case as the MCPTT user presumably is in the best position to determine whether or not they are in a life-threatening condition. The assumption is that the MCPTT user can clear the MCPTT emergency state manually if need be.

13.2.2
Location reporting configuration

Upon receipt of a third-party SIP REGISTER request for an MCPTT client, the participating MCPTT function may configure the location reporting in the MCPTT client by generating a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. The participating MCPTT function:

1)
shall include a Request-URI set to the URI received in the To header field in the third-party SIP REGISTER request;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [6];

3)
shall include 
an application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-request-uri> element containing the MCPTT ID of the MCPTT user to receive the configuration;
4)
shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with the <Configuration> element contained in the <location-info> root element set to the desired configuration;
5)
shall include the TriggerId attribute where defined for the sub-elements defining the trigger criterion;

Editor's Note [CT1#95-bis, C1-160453]: Exact coding of the <Configuration> element is for further study.

6)
shall include the public service identity of the participating MCPTT function in the P-Asserted-Identity header field;

7)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
8)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
13.2.3
Location information request

If the participating MCPTT function needs to request the MCPTT client to report its location, the participating MCPTT functions shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. The participating MCPTT function:

1)
shall include a Request-URI set to the URI received in the To header field in the third-party SIP REGISTER request;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [6];
3)
shall include 
an application/vnd.3gpp.mcptt-info+xml MIME body with an <mcptt-request-uri> element containing the MCPTT ID of the MCPTT user;
4)
shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Request> element contained in the <location-info> root element;
5)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
6)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].

13.3.4.2
Sending location information report
If the MCPTT client needs to send a SIP request for other reasons (e.g. a SIP MESSAGE request containing an MBMS listening report as described in clause 12), the MCPTT client:



1)
 shall include an "application/vnd.3gpp.mcptt-location-info+xml" MIME body and in the <location-info> root element the MCPTT client shall include:

a)
a <Report> element and if the Report was triggered by a location request include the <ReportID> attribute set to the value of the of the <RequestID> attribute in the received Request;
b)
<TriggerId> child elements, where each element is set to the value of the <Trigger-Id> attribute associated with the trigger that have fired; and
c)
the location reporting elements corresponding to the triggers that have fired;
2)
shall set the minimumReportInterval timer to the minimumReportInterval time and start the timer; and

3)
shall reset all triggers.

If the MCPTT client does not need to send a SIP request for other reasons, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. The MCPTT client;

1)
shall include in the Request-URI, the SIP URI received in the P-Asserted-Identity header field in the received SIP MESSAGE request for location report configuration;

2)
shall include a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml";

3)
shall include an "application/vnd.3gpp.mcptt-location-info+xml" MIME body and in the <location-info> root element include:

a)
a <Report> element and if the Report was triggered by a location request include the <ReportID> attribute set to the value of the of the <RequestID> attribute in the received Request;
b)
a <TriggerId> child element set to the value of each <Trigger-Id> value of the triggers that have fired; and
c)
the location reporting elements corresponding to the triggers that have fired;
4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" in accordance with IETF RFC 3841 [6];

5)
shall set the minimumReportInterval timer to the minimumReportInterval time and start the timer;
6)
shall reset all triggers; and
7)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].

14.2.2.2
Sending an initial MBMS bearer announcement procedure

For each MCPTT client that the participating MCPTT function is sending an MBMS bearer announcement to, the participating MCPTT function:

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the MCPTT user;

3)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

4)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";


6)
shall include one "application/sdp" MIME body conforming to 3GPP TS 24.229 [4] where the "application/sdp" MIME body and:


a)
shall include the Content-Disposition header field with the value "render"; and

b)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio and media control. Additional the participating MCPTT function:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6;

ii)
shall set port number of the media line to 9;

ii)
shall include the "a=rtp-mux" attribute as specified in IETF RFC 5761 [39]; and

iii)
shall include the "a=rtcp:9" as specified in IETF RFC 5761 [39].

c)
should include one or more" m=audio" media lines and media line attributes as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for audio only. Additional the participating MCPTT function:

i)
shall set the c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 1:
If an MBMS subchannel for audio only is included, the "a=rtp-mux" and "a=rtcp:" attributes are not included in the media line.

ed)
shall include one "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the general purpose MBMS subchannel. The media line shall include a valid IP address and a valid port number; and

NOTE 2:
The media parameters to be used by the MBMS subchannel for media is included in the Map Group To Bearer message defined in 3GPP TS 24.380 [5] and not included in this "application/sdp" MIME body.

e)
if "m=audio" media lines to be used in an MBMS subchannel for audio only are included above, shall include one or more "m=application" media line as defined in 3GPP TS 24.380 [5] to be used as the MBMS subchannel for floor control messages. The media line:

i)
shall set c-line to the unspecified address (0.0.0.0), if IPv4, or to a domain name within the ".invalid" DNS top-level domain, if IPv6; and

ii)
shall set the port number of the media line to 9;
NOTE 3:
The use of a separate MBMS subchannel for floor control is optional. When a separate MBMS subchannel for floor control is not used, floor control messages are sent in the MBMS subchannel for media.

7)
shall include one or more <announcement> elements associated with the pre-activated MBMS bearers in the "application/vnd.3gpp.mcptt-mbms-usage-info+xml" MIME body as defined in clause F.2. Each set of an <announcement> element:
a)
shall include a TMGI value in the <TMGI> element;

NOTE 4:
The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.

b)
shall include the MBSFN area id in the <MBSFN-area-id> element, if known;

Editor's Note [CT1#96, C1-16520]: This usage of MBSFN needs to be clarified.
c)
shall include the QCI value in the <QCI> element;

d)
if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;

NOTE 5:
In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.

e)
shall include one or more MBMS service area in the <mbms-service-area> elements; and

f)
shall include the number of "m=application" media line to be used as the general purpose MBMS subchannel;

8)
shall include one <GPMS> element giving the number of "m=application" media line in the "application/sdp" MIME body generated in step 7 above to be used as the general purpose MBMS subchannel;

9)
shall include the MBMS public service identity of the participating MCPTT function in the P-Asserted-Identity header field;
10)
shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml ", the <mcptt-request-uri> element set to the MCPTT ID of the user; and
11)
shall send the SIP MESSAGE request towards the MCPTT client according to 3GPP TS 24.229 [4].

***** End changes *****
