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***** Next change *****
6.1.4
NBIFOM routing rules

When the parameter identifier field of a unit in the NBIFOM parameter list indicates the NBIFOM routing rules, the parameter contents field is coded according to figure 6.1.4-1 and table 6.1.4-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of routing rule 1
	octet 1

	Routing rule identifier 1
	octet 2

	Routing access 1
	0

Spare
	0

Spare
	0

Spare
	Operation code 1
	octet 3

	Routing rule priority 1
	octet 4

	
Routing filter 1
	octet 5

octet x

	
. . .
	octet x+1

octet y

	Length of routing rule n
	octet y+1

	Routing rule identifier n
	octet y+2

	Routing access n
	0

Spare
	0

Spare
	0

Spare
	Operation code n
	octet y+3

	Routing rule priority n
	octet y+4

	
Routing filter n
	octet y+5

octet z


Figure 6.1.4-1: Parameter contents field of a unit carrying NBIFOM routing rules parameter

Table 6.1.4-1: Parameter contents field of a unit carrying NBIFOM routing rules parameter

	Routing rules (octets 1 to z)

The routing rules contain a list of routing rules, each one in a separate unit consisting of a length of routing rule field, and the routing rule contents. The routing rule contents consist of a routing rule identifier field, a routing access field, an operation code field, a routing rule priority field, and a routing filter field.

	The length of routing rule field (octet 1) of a unit contains the binary coded representation of the length of the routing rule contents of the unit. Bit 8 of the length of routing filter field contains the most significant bit.



	Routing rule identifier (octet 2) uniquely identifies the routing rule within one multi-access PDN connection. The routing rule identifier is allocated by the entity creating the routing rule, i.e. by the UE in the UE-initiated NBIFOM mode and by the PDN GW in the network-initiated NBIFOM mode.

	

	Operation code (bits 1-3 in octet 3)

	Bits

	3
	2
	1
	

	0
	0
	0
	Spare

	0
	0
	1
	Create routing rule

	0
	1
	0
	Delete routing rule

	0
	1
	1
	Replace existing routing rule

	1
	0
	0
	Reserved

	The values from "100" to "111" are reserved.

	

	Routing access (bits 8-7 in octet 3)

	Bits

	8
	7
	

	0
	1
	3GPP access

	1
	0
	non-3GPP access

	The values "00" and "11" are reserved.



	Routing rule priority (octet 4) indicates the order of the routing rule application when the IP packet matches more than one routing filter. The lower value indicates higher priority.

	

	Routing filter (octet 5 to octet x) contains a routing filter and is coded according to figure 6.1.4-2 and table 6.1.4-2.

	


	8
	7
	6
	5
	4
	3
	2
	1
	

	H
	G
	F
	E
	D
	C
	B
	A
	octet 1

	Z
	Z
	N
	M
	L
	K
	J
	I
	octet 2

	Z
	Z
	Z
	Z
	Z
	Z
	Z
	Z
	octet 3

	Z
	Z
	Z
	Z
	Z
	Z
	Z
	Z
	octet 4

	(A) Source IPv4 address
	octet 5

octet 8

	(B) Destination IPv4 address
	octet a
octet a+3

	(C) Source IPv6 address
	octet b

octet b+15

	(D) Destination IPv6 address
	octet c

octet c+15

	(E) Source address prefix length
	octet d

	(F) Destination address prefix length
	octet e

	(G) IPSec security parameter Index
	octet f

octet f+3

	(H) Protocol type next header
	octet g

	(I) Start source port range
	octet h

octet h+3

	(J) End source port range
	octet i

octet i+3

	(K) Start destination port range
	octet j

octet j+3

	(L) End destination port range
	octet k

octet k+3

	(M) Type of service
	octet l

	(N) Flow label
	octet m

octet m+3


Figure 6.1.4-2: Routing filter

Table 6.1.4-2: Routing filter

	Routing filter component type indication 'A' to 'N' flags (octet 1 - octet 4)

Each flag in this field indicates whether the corresponding field is present in the IE as shown in Figure 6.1.4-2. 

IPv4 address field and IPv6 address field shall not be present in the same routing rule item, i.e. if 'A' flag, 'B' flag or both are set, then 'C' flag and 'D' flag are not set. 

End source port range can be present only when start source port range is present, i.e. if 'J' flag is set, then 'I' flag is set. 

End destination port range can be present only when start destination port range is present, i.e. if 'L' flag is set, then 'K' flag is set. 

The sending entity sets 'Z' flags to zero. If a 'Z' flag is set to zero, the receiving entity ignores the 'Z' flag. If a 'Z' flag is set to one, the receiving entity ignores the routing rule.

	

	Source IPv4 address indicates the source IPv4 address of the uplink packet to be matched and indicates the destination IPv4 address of the downlink packet to be matched. If 'A' flag is set, then this field is present otherwise this field is not present.

	

	Destination IPv4 address indicates the destination IPv4 address of the uplink packet to be matched and indicates the source IPv4 address of the downlink packet to be matched. If 'B' flag is set, then this field is present otherwise this field is not present.

	

	Source IPv6 address indicates the source IPv6 address of the uplink packet to be matched and indicates the destination IPv6 address of the downlink packet to be matched. If 'C' flag is set, then this field is present otherwise this field is not present.

	

	Destination IPv6 address indicates the destination IPv6 address of the uplink packet to be matched and indicates the source IPv6 address of the downlink packet to be matched. If 'D' flag is set, then this field is present otherwise this field is not present.

	

	Source address prefix length indicates the subnet length of IPv4 source address or the prefix length of the IPv6 source address of the uplink packet to be matched and indicates the subnet length of IPv4 destination address or the prefix length of the IPv6 destination address of the downlink packet to be matched. If 'E' flag is set, then this field is present otherwise this field is not present.

	

	Destination address prefix length indicates the subnet length of IPv4 destination address or the prefix length of the IPv6 destination address of the uplink packet to be matched and indicates the subnet length of IPv4 source address or the prefix length of the IPv6 source address of the downlink packet to be matched. If 'F' flag is set, then this field is present otherwise this field is not present.


	IPSec security parameter index indicates the 32-bit IPSec SPI value of the packet to be matched. If 'G' flag is set, then this field is present otherwise this field is not present.

	

	Protocol type next header indicates the 8-bit protocol type (for IPv4) or next header (for IPv6) value of the packet to be matched. If 'H' flag is set, then this field is present otherwise this field is not present.

	

	Start source port range indicates the first value of a range of port numbers of the source port of the uplink packet to be matched and indicates the first value of a range of port numbers of the destination port of the downlink packet to be matched. If 'I' flag is set, then this field is present otherwise this field is not present.

	

	End source port range indicates the end value of a range of port numbers of the source port of the uplink packet to be matched and indicates the end value of a range of port numbers of the destination port of the downlink packet to be matched. If 'J' flag is set, then this field is present otherwise this field is not present.

	

	Start destination port range indicates the first value of a range of port numbers of the destination port of the uplink packet to be matched and indicates the first value of a range of port numbers of the source port of the downlink packet to be matched. If 'K' flag is set, then this field is present otherwise this field is not present.

	

	End destination port range indicates the end value of a range of port numbers of the destination port of the uplink packet to be matched and indicates the end value of a range of port numbers of the source port of the downlink packet to be matched. If 'L' flag is set, then this field is present otherwise this field is not present.

	

	Type of service indicates the type of service value of the packet to be matched. If 'M' flag is set, then this field is present otherwise this field is not present.

	

	Flow label indicates the 20-bit IPv6 flow label value of the packet to be matched. The bits 8 through 5 of the first octet of this field are spare.  If 'N' flag is set, then this field is present otherwise this field is not present.


