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1. Introduction
This P-CR makes the necessary changes to general subclauses for the splitting of identities between SIP headers and SIP bodies.

2. Reason for Change
As the MCPTT ID and MCPTT Group ID are URIs, they are not guaranteed to be routable identities. They need to be placed into a SIP body. Thus modifications are required to the complete specification to ensure that only SIP identities are placed into SIP headers.
A number of the subclauses in this P-CR are called from clause 10 and clause 11 for group and private call.

Warning: There are many changes in this P-CR. Yellow highlighted headers guide the reader to the context of the change.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.1.1.0
* * * First change * * * *
<Proposed change in revision marks>: definition of group identity added to avoid having to state MCPTT group id and temporary MCPTT group id everywhere
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

An MCPTT user is affiliated to an MCPTT group: the MCPTT user is listed as a member of the MCPTT group in the MCPTT group document, the MCPTT server owning the MCPTT group has authorised the MCPTT user's interest in the MCPTT group and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group.

An MCPTT user is affiliated to an MCPTT group at an MCPTT client: the MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group at the MCPTT client.

Affiliation status: applies for an MCPTT user to an MCPTT group and has one of the following states:

a)
the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;

b)
the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet;

c)
the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and

d)
the "deaffiliating " state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group.

Group identity: An MCPTT group identity or a temporary MCPTT group identity.
MCPTT emergency alert state: MCPTT client internal perspective of the state of an MCPTT emergency alert.

MCPTT emergency group state: MCPTT client internal perspective of the In-progress emergency state of an MCPTT group maintained by the controlling MCPTT function.

MCPTT emergency group call state: MCPTT client internal perspective of the state of an MCPTT emergency group call.

MCPTT speech: conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3].

Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.

Temporary MCPTT Group Identity: A group identity representing a temporary grouping of MCPTT group identities formed by the group regrouping operation as specified in 3GPP TS 24.381 [31].

Trusted mutual aid: A business relationship whereby the Partner MCPTT system is willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.

Untrusted mutual aid: A business relationship whereby the Partner MCPTT system is not willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

In-progress emergency

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

Partner MCPTT system

Primary MCPTT system

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [3] apply:

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [5] apply:

MBMS subchannel

* * * 2nd change * * * *

<Proposed change in revision marks>: change to warning messages as the group identity will not be in the Request-URI.
4.4.2
Warning texts

The text string included in a Warning header field consists of an explanatory text preceded by a 3-digit text code, according to the following format in Table 4.4.2-1 

Table 4.4.2-1 ABNF for the Warning text

warn-text      =/  DQUOTE mcptt-warn-code SP warn-mcptt-text DQUOTE

mcptt-warn-code = DIGIT DIGIT DIGIT 

mcptt-warn-text = *( qdtext | quoted-pair )

Table 4.4.2-2 defines the warning texts that are defined for the Warning header field when a Warning header field is included in a response to a SIP INVITE request as specified in subclause 4.4.1.

Table 4.2.2-2: Warning texts defined for the Warning header field

	Code
	Explanatory text
	Description

	100
	function not allowed due to <detailed reason>
	The function is not allowed to this user.

The <detailed reason> will be either "group definition", "access policy", 'local policy", or "user authorisation", or can be a free text string.

	101
	TBD
	TBD

	102
	too many simultaneous affiliations
	The MCPTT user already has N2 maximum number of simultaneous affiliations.

	103
	maximum simultaneous MCPTT group calls reached
	The number of maximum simultaneous MCPTT group calls supported for the MCPTT user has been exceeded.

	104
	isfocus not assigned
	A controlling MCPTT function has not been assigned to the MCPTT session.

	105
	maximum simultaneous MCPTT sessions reached
	The number of maximum simultaneous MCPTT sessions supported for the MCPTT user has been exceeded.

	106
	user not authorised to join chat group
	The MCPTT user is not authorised to join this chat group.

	107
	user not authorised to make private calls
	The MCPTT user is not authorised to make private calls.

	108
	user not authorised to make chat group calls
	The MCPTT user is not authorised to make chat group calls.

	109
	user not authorised to make pre-arranged group calls
	The MCPTT user is not authorised to make group calls to a pre-arranged group.

	110
	user declined the call invitation
	The MCPTT user declined to accept the call.

	111
	group call proceeded without all required group members"
	The required members of the group did not responded within the acknowledged call time, but the call still went ahead.

	112
	group call abandoned due to required group members not part of the group session
	The group call was abandoned, as the required members of the group did not respond within the acknowledged call time.

	113
	group document does not exist
	The group document requested from the group management server does not exist.

	114
	unable to retrieve group document
	The group document exists on the group management server but the MCPTT server was unable to retrieve it.

	115
	group is disabled
	The group has the <disabled> element set to "true" in the group management server.

	116
	user is not part of the MCPTT group
	The group exists on the group management server but the requesting user is not part of this group.

	117
	the group identity indicated in the request is a pre-arranged group
	The group id that is indicated in the request is for a pre-arranged group, but did not match the request from the MCPTT user,



	118
	the group identity indicated in the request is a chat group
	The group id that is indicated in the request is for a chat group, but did not match the request from the MCPTT user,



	119
	user is not authorised to initiate the group call
	The MCPTT user identified by the MCPTT ID is not authorised to initiate the group call.

	120
	user is not affiliated to this group
	The MCPTT user is not affiliated to the group.

	121
	user is not authorised to join the group call
	The MCPTT user identified by the MCPTT ID is not authorised to join the group call.

	122
	too many participants
	The group call has reached its maximum number of participants.

	123
	MCPTT session already exists
	Inform the MCPTT user that the group call is currently ongoing. 

	124
	maximum number of private calls reached
	The maximum number of private calls allowed at the MCPTT server for the MCPTT user has been reached.

	125
	user not authorised to make private call with automatic commencement
	The MCPTT user is not authorised to make a private call with automatic commencement.

	126
	user not authorised to make private call with manual commencement
	The MCPTT user is not authorised to make a private call with manual commencement.

	127
	user not authorised to be called in private call
	The called MCPTT user is not allowed to be part of a private call.

	128
	isfocus already assigned
	The MCPTT server owning an MCPTT group received a SIP INVITE request destined to the MCPTT group from another MCPTT server already assigned as the controlling MCPTT function and the MCPTT server owning the MCPTT group does not support mutual aid or supports trusted mutual aid but does not authorise trusted mutual aid.

	129
	group not authorised for emergency group call, authorised for emergency alert
	The MCPTT group is not authorised for emergency group call, but is authorised for emergency alert.

	130
	group not authorised for emergency group call, not authorised for emergency alert
	The MCPTT group is not authorised for both emergency group call and emergency alert.

	131
	group not authorised for emergency group call
	The MCPTT group is not authorised for emergency group call.

	132
	emergency group call authorised, emergency alert not authorised
	The MCPTT group is authorised for emergency group call but is not authorised for emergency alert.

	133
	in-progress emergency group state not cancelled
	The in-progress emergency group state was not cancelled.

	134
	in-progress emergency group state not cancelled, emergency alert cancelled.
	The in-progress emergency group state was not cancelled but the emergency alert was cancelled.

	135
	in-progress emergency group state not cancelled, but emergency alert sent
	The in-progress emergency group state was not cancelled but the emergency alert was sent.



* * * 3rd change * * * *
<Proposed change in revision marks>: For automatic commencement mode, the client needs to add its MCPTT ID to the 2xx response.Note that the subclause for group calls, calls this subclause for private calls.
6.2.3.1.1
Automatic commencement mode for private calls

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 2xx response;

3)
shall, if anonymity is requested by the invited MCPTT user, include the value "id" in a Privacy header field of the SIP 2xx response according to 3GPP TS 24.229 [4];
4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response;

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";

7)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
8)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 2xx response;
9)
 shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

* * * 4th change * * * *
<Proposed change in revision marks>: For manual commencement mode, the client needs to add its MCPTT ID to the provisional and final responses. 
6.2.3.2.1
Manual commencement mode for private calls

When performing the manual commencement mode procedures:

1)
if the MCPTT user declines the MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily Unavailable) response towards the MCPTT server with the warning text set to: "110 user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.

The MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 180 (Ringing) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag 'timer' in a Require header field of the SIP 180 (Ringing) response;

3)
shall, if anonymity is requested by the invited MCPTT user, include the value "id" in a Privacy header field of the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 180 (Ringing) response;
5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 180 (Ringing) response; 
6)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-called-party-id> element set to the MCPTT ID of the called MCPTT user, in the SIP 180 (Ringing) response; and

7)
shall send the SIP 180 (Ringing) response to the MCPTT server.

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
* * * 5th change * * * *
<Proposed change in revision marks>: Client receives a SIP MESSAGE, but the target MCPTT ID should be in the <mcptt-request-uri> element of the SIP MESSAGE. 
6.2.7
Receiving a SIP MESSAGE request

Upon receipt of a SIP MESSAGE request the MCPTT client shall handle the request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33].

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT ID in the clients address book.

If the SIP MESSAGE request contains:

-
a content-type of multipart/mixed;

-
a boundary parameter set to "mcptt";

-
a content type within a first "mcptt" boundary set to "application/mcptt-info+xml"; and

-
a content type within a second "mcptt" boundary set to "text/plain";

then the MCPTT client:

-
shall validate the MCPTT ID in the <mcptt-request-uri> element of the mcptt-info MIME body; and

-
if the validation of the MCPTT ID succeeds, shall render the message content in the text/plain MIME body to the MCPTT user identified by the MCPTT ID.

* * * 6th change * * * *
<Proposed change in revision marks>: modifications to the definitions of the INVITE requests.
6.3.1.1
SIP INVITE request

The MCPTT server needs to distinguish between the following initial SIP INVITE requests for originations and terminations:

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] with the Request-URI set to a public service identity of the participating MCPTT function that identifies the pre-established session set-up. Such requests are known as "SIP INVITE request for establishing a pre-established session" in the procedures in this document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the origination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI is set to a public service identity of the participating MCPTT function that does not identify the pre-established session set-up. Such requests are known as "SIP INVITE request for originating participating MCPTT function" in the procedures in this document;

-
SIP INVITE requests routed to the participating MCPTT function as a result of processing initial filter criteria at the S-CSCF in accordance with the termination procedures as specified in 3GPP TS 24.229 [4] and the Request-URI that contains a PSI of the terminating participating MCPTT function. Such requests are known as "SIP INVITE request for terminating participating MCPTT function" in the procedures in this document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity for MCPTT private call and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of a private call" in the procedures in this document;

-
SIP INVITE requests routed to the controlling MCPTT function as a result of PSI routing on the originating side in accordance with the originating procedures as specified in 3GPP TS 24.229 [4], or as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field does not contain the isfocus media feature tag specified in IETF RFC 3840 [16]. Such requests are known as "SIP INVITE request for controlling MCPTT function of an MCPTT group" in the procedures in this document;

-
SIP INVITE requests routed to the non-controlling MCPTT function of an MCPTT group as a result of direct PSI routing, in accordance with the termination procedures as specified in 3GPP TS 24.229 [4], the Request-URI is set to a public service identity serving an MCPTT group and the Contact header field contains the isfocus media feature tag specified in IETF RFC 3840 [16]; Such requests are known as "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" in the procedures in this document.
* * * 7th change * * * *
<Proposed change in revision marks>: Wrong references
6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request

NOTE:
This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function: 

Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field. The behaviour of the server receiving the Privacy header field is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;

7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and

8)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE to the outgoing SIP INVITE request.

Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.

* * * 8th change * * * *
<Proposed change in revision marks>: This considers provisional and final responses sent from the originating PF. The incoming provisional/final response may contain an mcptt-info MIME body containing details of the called-user, so it should be copied to the outgoing response back to the client.
6.3.2.1.5.1
Provisional responses

NOTE:
This subclauses is referenced from other procedures

When sending SIP provisional responses other than the SIP 100 (Trying) response, the participating MCPTT function shall generate a SIP provisional response according to 3GPP TS 24.229 [4] and:
1)
shall, if privacy is requested, include the value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag; and

d)
an MCPTT session identity constructed from the MCPTT session identity if provided in the Contact header field of the incoming provisional response; and

3)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.2 in 3GPP TS 24.229 [4]; and 
4)
if the incoming SIP provisional response contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP provisional resonse.
6.3.2.1.5.2
Final response

NOTE:
This subclause is referenced from other procedures

When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is requested, include the value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;
5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23]; and
6)
if the incoming SIP 200 (OK) response contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP 200 (OK) response.
Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header
* * * 9th change * * * *

<Proposed change in revision marks>: This is a generic subclause for the terminating PF that deals with the generation of provisional and final responses, which could be immediately on receipt of an INVITE request or when the provisional or final response has been sent from the client. There are therefore cases where the mcptt-info MIME body could have been included in those responses by the called-client.
6.3.2.2.4.1
Provisional response
NOTE:
This subclause is referenced from other procedures.
When sending a SIP provisional responses other than the SIP 100 (Trying) response to the SIP INVITE request, the participating MCPTT function shall generate a SIP provisional response according to 3GPP TS 24.229 [4] and:
1)
shall, if privacy is requested, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4]; and

Editor's Note [CT1#94, C1-153766]: The exact use of "id" is FFS.
2)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
3)
if the outgoing SIP provisional response is to be sent in response to the receipt of a SIP provisional response and the response contains a "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP provisional response.
6.3.2.2.4.2
Final response

NOTE:
This subclause is referenced from other procedures.

Editor's Note [CT1#94, C1-153763]: This subclause needs to be updated to cover 200 OK for case of pre-established session.
When sending SIP 200 (OK) responses, the participating MCPTT function shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [4] and:

1)
shall include the option tag "timer" in a Require header field;

2)
shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". If no "refresher" parameter was included in the INVITE the "refresher" parameter in the Session-Expires header field shall be set to "uas";

3)
shall, if privacy is requested, include value "id" in the Privacy header field according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCPTT function; and

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];
6)
if the incoming SIP response contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP 200 (OK) response.
Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.

* * * 10th change * * * *

<Proposed change in revision marks>: considers the automatic commencement mode in that the mcptt-info in the incoming SIP invite request needs to be copied to the outgoing SIP invite request.
6.3.2.2.5.2
Automatic commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires automatic commencement mode the participating MCPTT function:

1)
shall generate a SIP 183 (Session Progress) response to the "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.4.1;

2)
shall set the P-Answer-State header field to "Unconfirmed" in the SIP 183 (Session Progress) response;

3)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

4)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function".

5)
shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP INVITE request.;

6)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

7)
shall copy the contents of the Answer-Mode header field from the received "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP INVITE request;

Editor's Note [CT1#94, C1-153766]: RFC 5373 also defines the "Priv-Answer-Mode" header field. Priv-Answer-Mode may be required for dispatchers support. This would require the terminating client to support the ability to override the preferred answer mode. It is FFS if these aspects are required for MCPTT.

8)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1; and

9)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

1)
if the SIP 183 (Session Progress) was sent unreliably, shall send the SIP 200 (OK) response immediately; and

2)
if the SIP 183 (Session Progress) was sent reliably, shall wait until the receipt of a SIP PRACK request before sending the SIP 200 (OK) response.

Upon receiving a SIP PRACK request the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK and forward the SIP 200 OK response, according to 3GPP TS 24.229 [4].

When the participating MCPTT function sends the SIP 200 (OK) response, the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].

* * * 11th change * * * *

<Proposed change in revision marks>: considers the manual commencement mode in that the mcptt-info in the incoming SIP invite request needs to be copied to the outgoing SIP invite request.
6.3.2.2.6.2
Manual commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

2)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";


3)
shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP INVITE request;

4)
shall copy the contents of the Answer-Mode header field from the received "SIP INVITE request for terminating participating MCPTT function" to the SIP INVITE request;

5)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
Editor's Note [CT1#94, C1-153766]: Privacy is FFS.
6)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1; and

7)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 180 (Ringing) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 1:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) request; and
3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field if received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

When the participating MCPTT function sends the SIP 200 (OK) response the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].

6.3.2.2.6.3
Manual commencement for Pre-established session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for a pre-established session that requires manual commencement mode the participating MCPTT function:

1)
shall generate a SIP re-INVITE request as described in subclause 6.3.2.2.3;
Editor’s Note [CT1#94, C1-153766]: the management of the media resource allocation by the pre-established session is FFS.

NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header field as specified in IETF RFC 5373 [18] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the pre-established session.

2)
shall set the Request-URI to the URI contained in the Contact header field returned when establishing the pre-established session from the invited MCPTT user;

3)
shall include the Call-ID, From tag and To tag which are provided from pre-established session;

4)
shall include in a Contact header field the URI which was contained in the Contact header field in SIP 200 (OK) response when establishing the pre-established session with the invited MCPTT user;

5)
shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP re-INVITE request;

6)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 6.3.2.2.1;

7)
shall include value "id" in the Privacy header field according to 3GPP TS 24.229 [4], if the Invited MCPTT client has requested privacy, when the pre-established session was established; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

8)
shall send the SIP re-INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4];

Upon receiving a SIP 180 (Ringing) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 2:
A SIP 180 (Ringing) response is received from a terminating MCPTT client in the case of a private call.

1)
shall generate a SIP 180 (Ringing) response as specified in subclause 6.3.2.2.4.1;
2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 180 (Ringing) request; and

Editor's Note [CT1#94, C1-153766]: Privacy is FFS.

3)
shall forward the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response to the above SIP re-INVITE request, the participating MCPTT function:

NOTE 3:
A SIP 183 (Session Progress) response can be received from a terminating MCPTT client in the case of a group call.

1)
shall generate a SIP 183 (Session Progress) response as specified in subclause 6.3.2.2.4.1;

2)
shall include the P-Asserted-Identity header field as received in the incoming SIP 183 (Session Progress) response;

3)
shall include the P-Answer-State header field as received in the incoming SIP 183 (Session Progress) request; and
4)
shall forward the SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request, the participating MCPTT function:

1)
if the received SDP answer includes changes in codecs or media formats, shall interact with the media plane as specified in 3GPP TS 24.380 [5] for updating the media plane with the newly negotiated codecs and media parameters from the received SDP answer;
2)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

3)
shall include in the SIP 200 (OK) response, an SDP answer based on the SDP answer in the received SIP 200 (OK) response, as specified in subclause 6.3.2.2.2.1;

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 4:
The participating MCPTT function sends a MCCP Connect message, in order to give MCPTT session identity to the terminating MCPTT client.

5)
shall send the SIP 200 (OK) response to the SIP INVITE request according to rules and procedures of SIP/IP Core.

* * * 12th change * * * *
<Proposed change in revision marks>: SIP MESSAGE from CF received at the PF to ensure that the fields from the <mcptt-info> body of the incoming SIP MESSAGE are copied to the <mcptt-info> body of the outgoing SIP MESSAGE. 
6.3.2.2.7
SIP MESSAGE towards the terminating MCPTT client

NOTE:
This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in a body. This decision may be revised such that the IMPU can be mapped directly to the MCPTT-ID in the clients address book.

The participating MCPTT function shall generate a SIP MESSAGE request accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and:

1)
shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;

2)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public user identity associated to the MCPTT ID of the MCPTT user that was in the Request-URI of the incoming SIP MESSAGE request;

3)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt-1";

4)
shall include within the "mcptt-1" boundary a content-type of "application/vnd.3gpp.mcptt-info +xml";

5)
shall include within the "mcptt-1" boundary a mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user that was in the <mcptt-request-uri> element of the mcptt-info MIME bodyof the incoming SIP MESSAGE request, according to rules and procedures of IETF RFC 5366 [20];

6)
shall include within the "mcptt-2" boundary a content-type of "text/plain";

7)
shall include within the "mcptt-2" boundary, the text that was included in the MIME body of the incoming SIP MESSAGE request;

8)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request; and
9)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];

* * * 13th change * * * *
<Proposed change in revision marks>: This is the subclause when the controller generates an initial SIP INVITE request. The idea here is to blindly copy the contents of the incoming SIP INVITE request and then overwrite those contents that need to be changed in the specific procedures in clause 10 and clause 11. 
6.3.3.1.2
Sending an INVITE request

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include a Referred-By header field with the MCPTT address of the inviting MCPTT client;

6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

7)
shall include the Supported header field set to "timer";

8)
shall, if privacy is requested by the inviting MCPTT client, include the value "id" in a Privacy header field according to rules and procedures of IETF RFC 3325 [14]; 

9)
shall include an unmodified Answer-Mode header field if present in the incoming SIP INVITE request or in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated; and

10)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing INVITE request.
Editor's Note [CT1#94, C1-153739]: RFC 5373 also defines the "Priv-Answer-Mode" header field. It is FFS if "Priv-Answer-Mode" is required for MCPTT.

* * * 14th change * * * *
<Proposed change in revision marks>: SIP MESSAGE sent from the CF received. Need to ensure that the correct fields of the <mcptt-info> body in the SIP MESSAGE are set.
6.3.3.1.4
Sending a SIP MESSAGE request

NOTE:
This subclause is referenced from other procedures.

Editor's Note [CT1#95, C1-154544]: This subclause requires that the MCPTT ID is placed in the Request-URI. This decision may be revised such that the IMPU is placed in the Request-URI and then the client can be map this directly to the MCPTT-ID in the clients address book.

The controlling MCPTT function: 

1)
shall generate an SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

4)
shall set the Request-URI to a public service identity identifying the terminating participating MCPTT function associated with the MCPTT ID of the MCPTT user;

5)
shall include a content-type of multipart/mixed with boundary parameter set to "mcptt-1";
6)
shall include within the "mcptt-1" boundary a content-type of "application/vnd.3gpp.mcptt-info +xml";
7)
shall include within the "mcptt-1" boundary a mcptt-info MIME body with a <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user
8)
shall include within a "mcptt-2" boundary a content-type of "text/plain" with the required text to render to the MCPTT user;

9)
shall include in the P-Asserted-Identity header field, the public service identity of the controlling MCPTT function; and

10)
shall send the SIP MESSAGE request towards the MCPTT client according to rules and procedures of 3GPP TS 24.229 [4];
* * * 15th change * * * *
<Proposed change in revision marks>: SIP 
6.3.3.1.6
Sending a SIP re-INVITE request for MCPTT emergency group call

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];

2)
shall set the Request-URI to the public service identity of the terminating MCPTT participating functionassociated to the MCPTT user to be invited;

NOTE:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.
3)
shall include an SDP offer with the media parameters as currently established with the terminating MCPTT client according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.1.1;

4)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <mcptt-calling-user-id> element set to the MCPTT ID of the originating user;
5)
shall include the Call-ID, From tag and To tag which are provided from the MCPTT group session;

6)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

7)
shall include the Supported header field set to "timer";

8) if the In-progress emergency state of the group is set to a value of "true" the controlling MCPTT function: 
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the priority level designated for MCPTT emergency group call;

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "true"; and

c)
if the <alert-ind> element is set to "true" in the received SIP INVITE and MCPTT emergency alerts are authorised for this group, shall set the <alert-ind> element of the "application/vnd.3gpp.mcptt-info" MIME body to a value of "true". Otherwise, shall set the <alert-ind> element to a value of false; and

Editor's Note [C1#95-bis, C1-160422]: if the alert-ind is to be included, the Location info of the client needs to be included. It is currently missing. 

9)
if the In-progress emergency state of the group is set to a value of "false":
a)
shall include a Resource-Priority header field with the namespace set to the MCPTT-specific namespace and the priority set to the normal priority level designated for this MCPTT user; and

b)
shall include an "application/vnd.3gpp.mcptt-info" MIME body with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to the value of the <alert-ind> element of the received SIP INVITE request.

* * * 16th change * * * *
<Proposed change in revision marks>: SIP INVITE requests sent out to clients from the non-controlling function need to have the Request-URI and the "mcptt-info" body of the SIP INVITE set correctly.
6.3.4.1.2
Sending an INVITE request

NOTE 1:
This subclause is referenced from other procedures.

The non-controlling MCPTT function of an MCPTT group shall generate initial SIP INVITE requests according to 3GPP TS 24.229 [4].
For each SIP INVITE request, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a new MCPTT session identity for the MCPTT session with the invited MCPTT client and include it in the Contact header field with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall set the Request-URI to the public service identity of the terminating participating functionassociated to the MCPTT ID of the MCPTT user to be invited.

NOTE 2:
How the controlling MCPTT function finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 3:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
6)
shall include an mcptt-info MIME body with:
a)
a <mcptt-request-uri> element set to the MCPTT ID of the invited MCPTT user;
b)
a <mcptt-calling-user-id> element set to the MCPTT ID of the calling user
c)
a <mcptt-calling-group-id> set to the group identity.
7)
shall include the public service identity serving of the non-controlling MCPTT function in the P-Asserted-Identity header field;

8)
shall include the received Referred-By header field with the MCPTT address of the inviting MCPTT client;

9)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;

10)
shall include the Supported header field set to "timer";

11)
shall include an unmodified Privacy header field, if present in the incoming SIP INVITE request; and

12)
shall include an unmodified Answer-Mode header field, if present in the incoming SIP INVITE request. 
* * * 17th change * * * *

<Proposed change in revision marks>: When sending SIP 183 and SIP 200 back to the controlling function, the PAI will contain the PSI of the non-controlling function.
6.3.4.2.2.1
Sending a SIP 183 (Session Progress) response 

When sending a SIP 183 (Session Progress) the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [4];

2)
shall, if privacy is allowed, according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];

3)
shall include the MCPTT session identity provided by the controlling MCPTT function in the incoming SIP INVITE request, in the Contact header field of the SIP 183 (Session Progress);
4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag.

5)
shall include the public service identity of the non-controlling MCPTT function in the P-Asserted-Identity header field;

6)
shall include a SIP URI for the MCPTT session identity in the Contact header field identifying the MCPTT session at the non-controlling MCPTT function of an MCPTT group;

7)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

8)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22]; and

9)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35];

6.3.4.2.2.2
Sending a SIP 200 (OK) response

When sending a SIP 200 (OK) response, the non-controlling MCPTT function of an MCPTT group: 

1)
shall generate the SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall, if privacy is allowed according to local policy in the non-controlling MCPTT function, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];
4)
shall include the option tag "timer" in a Require header field;

5)
shall include the public service identity of the non-controlling function in the P-Asserted-Identity header field;

6)
shall include the MCPTT session identity provided by the controlling MCPTT function in the incoming SIP INVITE request, in the Contact header field of the SIP 200 (OK); 
7) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;

8)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
9)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];

10)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];

11)
shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [35]; and

12)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

* * * 18th change * * * *

<Proposed change in revision marks>: When the CF retrieves a document, it needs to obtain the group identity from the "mcptt-info" MIME body of the SIP INVITE request.
6.3.5.2
Rules for retrieving Group Document(s) 

NOTE 1; 
In this subclause, "MCPTT server" can refer to either the controlling MCPTT function or the non-controlling MCPTT function of an MCPTT group.

Upon receipt of a SIP INVITE request:

1)
if the MCPTT server is not yet subscribed to the group document for the group identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request, the MCPTT server shall subscribe to the "xcap-diff" event-package for the group document of this group identity as specified in 3GPP TS 24.381 [31];

NOTE 2:
The identity in the <mcptt-request-uri> element is either an MCPTT Group Id or a Temporary MCPTT Group Identity (TGI).

NOTE 3:
As a group document can potentially have a large content, the controlling MCPTT function can subscribe to the group document indicating support of content-indirection as defined in IETF RFC 4483 [32], by following the procedures in 3GPP TS 24.381 [31].

2)
upon receipt of a SIP 404 (Not Found) response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the group identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request as specified in 3GPP TS 24.381 [31], the MCPTT server shall send the SIP 404 (Not Found) with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

3)
upon receipt of any other SIP 4xx, SIP 5xx or SIP 6xx response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document of the group identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP INVITE request as specified in 3GPP TS 24.381 [31], the MCPTT server shall send the SIP final response with the warning text set to "114 unable to retrieve group document" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

4)
if the SIP INVITE request is a "SIP INVITE request for controlling function of an MCPTT Group" and the identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP-INVITE request is a MCPTT group ID, then upon receipt of a notification from the group management server containing the group document or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

b)
if the <list> element of the <list-service> element does not contain an entry matching the MCPTT ID of the user in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCPTT group" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

c)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", shall return a SIP 404 (Not Found) response with the warning text set to "117 the group identity indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps; and

d)
if the <invite-members> element is set to "false" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "chat" shall return a SIP 404 (Not Found) response with the warning text set to "118 the group identity indicated in the request is a chat group" as specified in subclause 4.4 "Warning header field";

5)
if the SIP INVITE request is a "SIP INVITE request for non-controlling function of an MCPTT Group" and the identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP-INVITE request is a MCPTT group ID, then upon receipt of a notification from the group management server containing the group document or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", the MCPTT server shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

b)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", the MCPTT server shall return a SIP 404 (Not Found) response with the warning text set to "117 the group identity indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps;

6)
if the identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP-INVITE request is a TGI, then upon receipt of a notification from the group management server containing a group document for a TGI, or if the group document is already cached, the MCPTT server shall access the following elements from the group document:

a)
if the <disabled> element is "true", the MCPTT server shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

b)
if the <invite-members> element is set to "true" and if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info MIME body with the <session-type> element containing a value not set to "pre-arranged", the MCPTT server shall return a SIP 404 (Not Found) response with the warning text set to "117 the group identity indicated in the request is a pre-arranged group" as specified in subclause 4.4 "Warning header field"; Otherwise, continue with the rest of the steps; and

7)
if the identity in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info MIME body of the SIP-INVITE request is a TGI and if at least one of the constituent MCPTT group IDs contained in the temporary group is owned by the primary MCPTT system, and the MCPTT server is not yet subscribed to the constituent MCPTT group document(s), then the MCPTT server:

a)
shall subscribe to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI that are homed on the same MCPTT system as the MCPTT server, as specified in 3GPP TS 24.381 [31];

b)
upon receipt of a SIP 404 (Not Found) response as a result of attempting to subscribing to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI as specified in 3GPP TS 24.381 [31], shall send the SIP 404 (Not Found) with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

c)
upon receipt of any other SIP 4xx, SIP 5xx or SIP 6xx response as a result of attempting to subscribe to the "xcap-diff" event-package for the group document(s) for the MCPTT group ID(s) associated to the TGI as specified in 3GPP TS 24.381 [31], shall send the SIP final response with the warning text set to "114 unable to retrieve group document" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; 
* * * End Changes * * * *

